
 
 

ประกาศสำนักงานบริหารหนีๅสาธารณะ 
฼รืไองปน฾ยบาย฽ละ฽นวปฏิบัติธรรมาภิบาลขຌอมูลของสำนักงานบริหารหนีๅสาธารณะ พ.ศ.ป2568 

ดຌวยพระราชบัญญัติการบริหารงาน฽ละการ฿ชຌบริการภาครัฐผ຋านระบบดิจิทัลปพ.ศ.ป2562ป
กำหนด฿หຌหน຋วยงานของรัฐตຌองจัด฿หຌมีการบริหารงานภาครัฐ฽ละการจัดทำบริการสาธารณะ฿หຌ฼ปຓนเปดຌวยความ
สะดวกปรวด฼รใวปมีประสิทธิภาพปตอบสนองต຋อการ฿หຌบริการป฽ละอำนวยความสะดวก฽ก຋ประชาชนปรวมถึง
กำหนด฿หຌหน຋วยงานของรัฐตຌองจัด฿หຌมีการบริหารจัดการบูรณาการขຌอมูลภาครัฐป฼พืไอ฿หຌการทำงานมีความ
สอดคลຌอง฽ละ฼ชืไอม฾ยงขຌอมูล฼ขຌาดຌวยกันอย຋างมัไนคงปลอดภัย฽ละมีธรรมาภิบาลปประกอบกับคณะกรรมการ
พัฒนารัฐบาลดิจิทัลออกประกาศป฼รื ไองปมาตรฐานรัฐบาลดิจิทัลว຋าดຌวยกรอบธรรมาภิบาลขຌอมูลภาครัฐปป
ฉบับปรับปรุง:ป฽นวปฏิบัติปณปวันทีไป24ปกรกฎาคมป2566ปกำหนด฿หຌมีธรรมาภิบาลขຌอมูลภาครัฐ฼พืไอ฿ชຌ฼ปຓน
หลักการ฽ละ฽นวทางการดำ฼นินงานปดังนัๅนป฼พืไอ฿หຌ฼ปຓนเปตามพระราชบัญญัติดังกล຋าวสำนักงานบริหารป
หนีๅสาธารณะป(สบน.)ปจึงกำหนดน฾ยบายการดำ฼นินงานดຌานธรรมาภิบาลขຌอมูล฼พืไอ฿ชຌ฼ปຓน฽นวทาง฿นการ
ปฏิบัติงานปดังนีๅป

อาศัยอำนาจตามความ฿นพระราชบัญญัติการบริหารงาน฽ละการ฿หຌบริการภาครัฐผ຋านระบบ
ดิจิทัลปพ.ศ.ป2562ปมาตราป4ป฽ละมาตราป12ปประกอบกับประกาศคณะกรรมการพัฒนารัฐบาลดิจิทัลปป
฼รื ไองปมาตรฐานรัฐบาลดิจิทัลว຋าดຌวยกรอบธรรมาภิบาลขຌอมูลภาครัฐปฉบับปรับปรุง:ป฽นวปฏิบัติปณปวันทีไปป
24ปกรกฎาคมป2566ปขຌอป3ป฽ละขຌอป4ปกำหนด฿หຌหน຋วยงานของรัฐจัดทำธรรมาภิบาลขຌอมูลภาครัฐ฿นระดับ
หน຋วยงาน฿หຌสอดคลຌองกับธรรมาภิบาลขຌอมูลภาครัฐป฽ละประกอบกับมาตราป36ป฽ห຋งพระราชบัญญัติระ฼บียบ
บริหารราชการ฽ผ຋นดินปพ.ศ.ป2534ป฽ละทีไ฽กຌเข฼พิไม฼ติมปจึงออกประกาศดังต຋อเปนีๅป

บทนำ 

อำนาจหนຌาที ไตามกฎกระทรวง฽บ຋งส຋วนราชการปสบน.ปกระทรวงการคลังปพ.ศ.ป2551ปป
฿หຌปสบน.ปมีภารกิจ฼กีไยวกับการบริหารหนีๅสาธารณะตามกฎหมายว຋าดຌวยการบริหารหนีๅสาธารณะป฾ดยการ
วาง฽ผนปกำกับป฽ละดำ฼นินการก຋อหนีๅปคๅำประกัน฽ละปรับ฾ครงสรຌางหนีๅของรัฐบาลปหน຋วยงาน฿นกำกับดู฽ลของรัฐ
องคຏกรปกครองส຋วนทຌองถิไนป฽ละรัฐวิสาหกิจปซึไงรวมทัๅงการติดตาม฽ละประ฼มินผลป฼พืไอ฿หຌการบริหารหนีๅสาธารณะ
฼ปຓนเปอย຋างมีประสิทธิภาพป฽ละ฼สริมสรຌางความยัไงยืนทางการคลัง฽ละการพัฒนา฼ศรษฐกิจป฾ดย฿หຌมีอำนาจหนຌาทีไป
ดังต຋อเปนีๅป

(1)ป฼สนอ฽นะน฾ยบาย฽ละหลัก฼กณฑຏปรวมทัๅงการจัดทำ฽ผน฼กีไยวกับการบริหารหนีๅสาธารณะป
(2)ปกำกับ฽ละดำ฼นินการ฼กีไยวกับการบริหารหนีๅสาธารณะซึไง฼ปຓนหนีๅทีไหน຋วยงานของรัฐหรือ

รัฐวิสาหกิจกูຌปหรือหนีๅทีไกระทรวงการคลัง฿หຌกูຌต຋อหรือคๅำประกันปรวมทัๅงก้ากับดู฽ลการปฏิบัติตามสัญญาทีไเดຌป
ผูกพันปกฎหมาย฽ละขຌอบังคับทีไ฼กีไยวขຌองตลอดจนติดตาม฽ละประ฼มินผลป

(3)ปจัดทำงบช้าระหนีๅของรัฐบาลปรวมทัๅงการบริหาร฽ละด้า฼นินการช้าระหนีๅป
(4)ปประสานการท้าความตกลง฿นระดับน฾ยบายปรวมทั ๅงการจัดท้า฽ผนความช຋วย฼หลือป

ทางการ฼งิน฽ละวิชาการกับ฽หล຋ง฼งินกูຌต຋างประ฼ทศป
(5)ปติดตามภาวะตลาด฼งิน฽ละตลาดทุนปรวมทั ๅง฼ทคนิค฿นการบริหารหนี ๅสาธารณะ฽ละป

การพัฒนาตลาดตราสารหนีๅ฿นประ฼ทศป
/(6)ปประสานป…ป
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(6)ปประสานงาน฽ละด้า฼นินการ฼กีไยวกับการจัดอันดับความน຋า฼ชืไอถือของประ฼ทศป
(7)ปด้า฼นินการพัฒนาระบบสารสน฼ทศปรวมทัๅงจัดท้าขຌอมูลสารสน฼ทศดຌานหนีๅสาธารณะป

ระบบการบริหารความ฼สีไยงป฽ละระบบ฼ตือนภัย฼กีไยวกับหนีๅสาธารณะป
(8)ปพิจารณาความ฼หมาะสมของการระดม฼งินส้าหรับ฾ครงการลงทุนของภาครัฐป
(9)ปพัฒนาศูนยຏຏขຌอมูลทีไปรึกษา฿หຌ฼ปຓนศูนยຏຏ฿นระดับภูมิภาคป฽ละส຋ง฼สริมกิจการทีไปรึกษาเทย฿หຌຌ

สามารถ฽ข຋งขันกับนานาประ฼ทศป
(10)ปติดตาม฽ละประ฼มินผลการพัฒนา฼ศรษฐกิจ฽ละสังคมปฐานะการ฼งินการคลังของ

ประ฼ทศปภาวะการคຌาการลงทุนปการ฼มือง฿นประ฼ทศ฽ละน฾ยบาย฼ศรษฐกิจของประ฼ทศผูຌนำทาง฼ศรษฐกิจ฾ลกป
(11)ปปฏิบัติหนຌาทีไงาน฼ลขานุการของคณะกรรมการน฾ยบาย฽ละก้ากับการบริหารหนีๅสาธารณะป
(12)ปปฏิบัติการอืไน฿ดตามทีไกฎหมายก้าหนด฿หຌ฼ปຓนอ้านาจหนຌาทีไของส้านักงานหรือตามทีไ

กระทรวงหรือคณะรัฐมนตรีมอบหมายป
ดังนัๅนปสบน.ปจึงเดຌจัดทำน฾ยบาย฽ละ฽นวปฏิบัติธรรมาภิบาลขຌอมูลขึๅน฼พืไอ฿หຌการบริหาร

จัดการขຌอมูลของปสบน.ปมีธรรมาภิบาลปสามารถบูรณาการป฼ชืไอม฾ยง฽ละ฽ลก฼ปลีไยนขຌอมูลระหว຋างกันเดຌป฾ดยมี
การกำหนดสิทธิปหนຌาทีไปความรับผิดชอบ฿นการบริหารจัดการขຌอมูลของปสบน.ป฼ริ ไมตัๅง฽ต຋การ฼กใบรวบรวมปป
การ฿ชຌปการประมวลผลปรวมถึงการ฼ปຂด฼ผยขຌอมูล฼ปຓนเปอย຋าง฼หมาะสมปมีประสิทธิภาพปคุณภาพปมัไนคงปลอดภัยป
สามารถปງองกันภัยคุกคามทีไอาจจะ฼กิดขึๅนเดຌป฼ปຓนเปตามพระราชบัญญัติการบริหารงาน฽ละการ฿หຌบริการภาครัฐป
ผ຋านระบบดิจิทัลปพ.ศ.ป2562ป

วัตถปุระสงคຏ 

1.ป฼พืไอ฿หຌการบริหารจัดการขຌอมูลของปสบน.ปสอดคลຌองกับพระราชบัญญัติการบริหารงาน
฽ละการ฿หຌบริการภาครัฐผ຋านระบบดิจิทัลปพ.ศ.ป2562ปพระราชบัญญัติขຌอมูลข຋าวสารของราชการปพ.ศ.ป2540ป
พระราชบัญญัติคุຌมครองขຌอมูลส຋วนบุคคลปพ.ศ.ป2562ปพระราชบัญญัติการรักษาความมัไนคงปลอดภยัเซ฼บอรຏป
พ.ศ.ป2562ป฽ละ฼ปຓนเปตามกรอบธรรมาภ ิบาลข ຌอม ูลภาคร ัฐป (DataปGovernanceปFrameworkปforป
Government)ปของสำนักงานพัฒนารัฐบาลดิจิทัลป(องคຏการมหาชน)ปรวมถึงกฎหมายปประกาศป฽ละระ฼บียบ
อืไนปโปทีไ฼กีไยวขຌองป

2.ป฼พื ไอ฿ชຌ฼ปຓนกรอบ฽ละ฽นวปฏิบัติ฿นการบริหารจัดการขຌอมูลของปสบน.ปการรวบรวมปป
การนำเป฿ชຌปการประมวลผลป฽ละการ฼ปຂด฼ผยขຌอมูลปสำหรับผูຌบริหารปบุคลากรป฽ละผูຌทีไ฼กีไยวขຌองป

3.ป฼พืไอ฿ชຌ฼ปຓน฽นวทาง฿นการพัฒนา฽ละปรับปรุงการบริหารจัดการขຌอมูล฿หຌ฼ปຓนเปตามป
กรอบธรรมาภิบาลขຌอมูลปรวมถึงการควบคุมคุณภาพของขຌอมูลอย຋างมีประสิทธิภาพป

ขอบ฼ขต 

น฾ยบายธรรมาภิบาลขຌอมูลของปสบน.ปจัดทำขึๅน฾ดยคณะกรรมการพัฒนาระบบ฼ทค฾น฾ลยี
ดิจิทัลของปสบน.ป(คกก.ปDCIO)ปประกอบกับน฾ยบายผูຌบริหารปสบน.ปทีไมีการวางกรอบน฾ยบาย฿หຌ฼ปຓนเปตาม
ประกาศคณะกรรมการพัฒนารัฐบาลดิจิทัลป฼รื ไองปมาตรฐานรัฐบาลดิจิทัลว຋าดຌวยกรอบธรรมาภิบาลขຌอมูล
ภาครัฐปฉบับปรับปรุง:ป฽นวปฏิบัติปณปวันทีไป24ปกรกฎาคมป2566ป฾ดยมีวัตถุประสงคຏ฼พืไอกำหนด฽นวทางการ
บริหารจัดการขຌอมูล฿หຌมีความ฾ปร຋ง฿สปตรวจสอบเดຌปปลอดภัยป฽ละสอดคลຌองกับกฎหมาย฽ละระ฼บียบทีไ
฼กีไยวขຌองปน฾ยบายฉบับนีๅครอบคลุมถึงหน຋วยงาน฽ละบุคลากรทีไมีส຋วน฼กีไยวขຌอง฿นการบริหารจัดการขຌอมูลของป
สบน.ปทัๅง฿นระดับน฾ยบาย฽ละระดับปฏิบัติการปบุคคลหรือหน຋วยงานทีไอยู຋ภาย฿ตຌขอบ฼ขตน฾ยบายจะตຌอง
ดำ฼นินงาน฽ละปฏิบัติตามน฾ยบายนีๅป

/คำนิยามป…ป
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คำนิยาม 

๡สำนักงาน๢ปหมายถึงปสำนักงานบริหารหนีๅสาธารณะป
๡คณะกรรมการ๢ปหมายถึงปคณะกรรมการพัฒนาระบบ฼ทค฾น฾ลยีดิจิทัลของสำนักงานหรือป

คกก.ปDCIOป
“ทีมบริกรขຌอมูล๢ปหมายถึงปทีมบริกรขຌอมูลดຌานหนีๅสาธารณะปดຌานการพัฒนาตลาดตราสารหนีๅป

ดຌานการประ฼มินผล฾ครงการลงทุนภาครัฐปดຌานการพัฒนาบุคลากรป฽ละดຌานศูนยຏขຌอมูลทีไปรึกษาปป
“บริกรขຌอมูล๢ปหมายถึงป฼จຌาหนຌาทีไทีไเดຌรับ฽ต຋งตั ๅงจากคณะกรรมการป฿หຌปฏิบัติหนຌาทีไป

ดຌานธรรมาภิบาลขຌอมูลป฽ละรายงานผลลัพธຏต຋อคณะกรรมการป
๡บุคลากร๢ปหมายถึงปขຌาราชการปพนักงานราชการปลูกจຌาง฽ละ/หรือปผูຌปฏิบัติงาน฿นสังกัด

สำนักงานป
“หัวหนຌาหน຋วยงาน๢ปหมายถึงปผูຌอำนวยการปรองผูຌอำนวยการปทีไปรึกษาป฽ละหัวหนຌาระดับกองป

สำนักปศูนยຏปกลุ຋มปหรือผูຌทีไเดຌรับมอบหมายป
“ผูຌรับผิดชอบทีไ฼กีไยวขຌองกับขຌอมูล๢ปหมายถึงป฼จຌาหนຌาทีไทีไทำหนຌาทีไตรวจสอบดู฽ลขຌอมูล

฾ดยตรงปทำการทบทวน฽ละอนุมัติการดำ฼นินการต຋างปโปที ไ฼กี ไยวขຌองกับขຌอมูลตามธรรมาภิบาลขຌอมูลป
ตลอดวงจรชีวิตของขຌอมูลปรวมถึงการ฿หຌสิทธิ฿นการ฼ขຌาถึงขຌอมูล฽ละจัดชัๅนความลับของขຌอมูลป

๡ธรรมาภิบาลขຌอมูลภาครัฐ๢ปหมายถึงปการกำหนดสิทธิปหนຌาทีไป฽ละความรับผิดชอบของป
ผูຌมีส຋วนเดຌ฼สีย฿นการบริหารจัดการขຌอมูลภาครัฐทุกขัๅนตอนป฼พืไอ฿หຌการเดຌมา฽ละการนำขຌอมูลเป฿ชຌของ
หน຋วยงานภาครัฐถูกตຌองปครบถຌวนป฼ปຓนปຑจจุบันปรักษาความ฼ปຓนส຋วนบุคคลปสามารถ฼ชืไอม฾ยง฽ลก฼ปลีไยน฽ละป
บูรณาการระหว຋างกันเดຌอย຋างมีประสิทธิภาพ฽ละมัไนคงปลอดภัยป฾ดย฿ชຌขຌอมูล฼ปຓนหลัก฿นการบริหารงานภาครัฐ
฽ละการบริการสาธารณะป

ป“บูรณาการขຌอมูล๢ปหมายถึงปการจัดทำ฽ละจัด฼กใบขຌอมูลตัๅง฽ต຋สอง฽หล຋งขึๅนเปปดຌวยวิธีการ
฼ชื ไอม฾ยงหรือ฽ลก฼ปลี ไยน฾ดยขึ ๅนกับลักษณะการ฿ชຌงาน฼ปຓนสำคัญป฼พื ไอลดความซๅำซຌอน฽ละ฿ชຌประ฾ยชนຏป
ขຌอมูลร຋วมกันปตามความพรຌอมของ฼จຌาของขຌอมูล฽ละภารกิจของสำนักงานป

“การบริหารจัดการขຌอมูล๢ปหมายถึงปขัๅนตอนการสรຌางขຌอมูลปการรวบรวมขຌอมูลปการจัด฼กใบ
ขຌอมูลปการจัด฼กใบขຌอมูลถาวรปการทำลายขຌอมูลปการประมวลผลขຌอมูลปการ฿ชຌขຌอมูลปการ฽ลก฼ปลีไยนขຌอมูลปป
การ฼ชืไอม฾ยงขຌอมูลป฽ละการ฼ปຂด฼ผยขຌอมูลต຋อสาธารณะป

 “ขຌอมูล๢ปหมายถึงปสิไงทีไสืไอความหมาย฿หຌรูຌ฼รืไองราวขຌอ฼ทใจจริงหรือ฼รืไองอืไน฿ดปเม຋ว຋าการสืไอ
ความหมายนัๅนจะทำเดຌ฾ดยสภาพของสิไงนัๅน฼องหรือ฾ดยผ຋านวิธีการ฿ดปโป฽ละเม຋ว຋าจะเดຌจัดทำเวຌ฿นรูปของ
฼อกสารป฽ฟງมปรายงานปหนังสือป฽ผนผังป฽ผนทีไปภาพวาดปภาพถ຋ายปภาพถ຋ายดาว฼ทียมปฟຂลຏมปการบันทึกภาพป
หรือ฼สียงปการบันทึก฾ดย฼ครืไองคอมพิว฼ตอรຏป ฼ครืไองมือตรวจวัดปการสำรวจระยะเกลปหรือวิธีอืไน฿ดทีไทำ฿หຌป
สิไงทีไบันทึกเวຌปรากฏเดຌป

๡ชุดขຌอมูล๢ปหมายถึงปการนำขຌอมูลจากหลาย฽หล຋งมารวบรวมป฼พืไอจัด฼ปຓนชุดขຌอมูล฿หຌตรงตาม
ลักษณะ฾ครงสรຌางของขຌอมูลป

๡บัญชีขຌอมูล๢ปหมายถึงป฼อกสาร฽สดงรายการของชุดขຌอมูลปทีไจำ฽นก฽ยก฽ยะ฾ดยการจัดกลุ຋ม
หรือจัดประ฼ภทขຌอมูลทีไอยู຋฿นความครอบครองหรือควบคุมของหน຋วยงานป

“สารสน฼ทศ๢ปหมายถึงปขຌอมูลปข຋าวสารป฿นรูป฽บบต຋างปโป฼ช຋นปตัวอักษรปตัว฼ลขปสัญลักษณຏป
รูปภาพป฼สียงปทีไผ຋านกระบวนการประมวลผลป฽ละบันทึกเวຌอย຋าง฼ปຓนระบบตามหลักวิชาการป฿นสืไอประ฼ภทต຋างปโป
ป

/฼ช຋นป…ป
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฼ช຋นปหนังสือปวารสารปหนังสือพิมพຏปวีดี฾อปซีดีรอมป฽ละฐานขຌอมูลอิ฼ลใกทรอนิกสຏป฼ปຓนตຌนป฼พืไอนำออก฼ผย฽พร຋ป
฽ละ฿ชຌประ฾ยชนຏป

“ขຌอมูลส຋วนบุคคล๢ปหมายถึงปขຌอมูล฼กีไยวกับบุคคลซึไงทำ฿หຌสามารถระบุตัวบุคคลนัๅนเดຌป
เม຋ว຋าทางตรงหรือทางอຌอมป฽ต຋เม຋รวมถึงขຌอมูลของผูຌถึง฽ก຋กรรม฾ดย฼ฉพาะปตามพระราชบัญญัติคุຌมครอง
ขຌอมูลส຋วนบุคคลปพ.ศ.ป2562ป

๡฼มทาดาตา๢ปหมายถึงปขຌอมูลที ไ฿ชຌกำกับ฼พื ไออธิบายขຌอมูลหรือกลุ ຋มของขຌอมูลปอธิบาย
รายละ฼อียดของขຌอมูลหรือสารสน฼ทศปทำ฿หຌทราบรายละ฼อียด฽ละคุณลักษณะขຌอมูลป

“วงจรชีวิตขຌอมูล๢ปหมายถึงปลำดับขัๅนตอนของขຌอมูลปตั ๅง฽ต຋฼ร ิ ไมสรຌางขຌอมูลเปจนถึงป
การทำลายขຌอมูลตามกรอบธรรมาภิบาลขຌอมูลภาครัฐป

“การจัด฼กใบขຌอมูลป(Store)๢ปหมายถึงปการจัด฼กใบขຌอมูลทีไ฼กิดจากกระบวนการสรຌางหรือ
ขຌอมูลทีไเดຌจากการ฽ลก฼ปลีไยนกับหน຋วยงานอืไนป฼พืไอ฿หຌมีระ฼บียบปง຋ายต຋อการ฿ชຌงานปเม຋สูญหายหรือถูกทำลาย
฽ละทำ฿หຌผูຌ฿ชຌงานสามารถประมวลผลขຌอมูลต຋างปโปตามความตຌองการเดຌอย຋างรวด฼รใวปเม຋ว຋าจะ฼ปຓนการจัด฼กใบ
ลง฽ฟງมขຌอมูลป(File)ปหรือระบบการจัดการฐานขຌอมูลป(DatabaseปManagementปSystemป:ปDBMS)ป

“การประมวลผล฽ละ฿ชຌขຌอมูลป(Processing and Use)๢ปหมายถึงปการนำขຌอมูลทีไจัด฼กใบ
มาประมวลผลป฼ช຋นปการถ຋าย฾อนขຌอมูลปการ฼ปลีไยนรูป฽บบการจัด฼กใบขຌอมูลปการวิ฼คราะหຏขຌอมูลปการจัดทำ
รายงานป฼พืไอนำขຌอมูล฼หล຋านัๅนมา฿ชຌงาน฿หຌ฼กิดประ฾ยชนຏตามวัตถุประสงคຏปรวมถึงการสำรองป(Backup)ปขຌอมูลป

“การ฼ผย฽พร຋ขຌอมูลป(Disclosure)๢ปหมายถึงปการนำขຌอมูลทีไอยู຋฿นความครอบครองของป
สำนักงานตามช຋องทางต຋างปโปอย຋าง฼หมาะสมป฼ช຋นปการ฼ปຂด฼ผยขຌอมูลป(Openปdata)ปการ฽ชรຏขຌอมูลป(Sharing)ปป
การกระจายขຌอมูลป(Dissemination)ปการควบคุมการ฼ขຌาถึงป(AccessปControl)ปการ฽ลก฼ปลีไยนขຌอมูลระหว຋าง
หน຋วยงานป(Exchange)ป฽ละการกำหนด฼งืไอนเข฿นการนำขຌอมูลเป฿ชຌป(Condition)ป

“การจัด฼กใบขຌอมูลถาวรป(Archive)๢ปหมายถึงปการคัดลอกขຌอมูลทีไมีช຋วงอายุ฼กินช຋วง฿ชຌงาน
หรือเม຋เดຌ฿ชຌงาน฽ลຌวป฼พืไอ฼กใบรักษาถาวร฾ดยทีไขຌอมูลนัๅนเม຋มีการลบปปรับปรุงปหรือ฽กຌเขอีกป฽ละสามารถป
นำกลับเป฿ชຌงานเดຌ฿หม຋฼มืไอตຌองการป

“การทำลายขຌอมูลป(Destroy)๢ปหมายถึงปการทำลายขຌอมูลทีไมีการจัด฼กใบถาวร฼ปຓนระยะ
฼วลานานหรือ฼กินกว຋าระยะ฼วลาทีไกำหนดป

ป

ป

ป

ป

ป

ป

ป
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฾ครงสรຌางธรรมาภิบาลขຌอมูลป(Data Governance Structure) 

ป
บทบาท ผูຌรับผิดชอบ ความรบัผิดชอบ 

ผูຌบริหารขຌอมูลระดับสูงป
(ChiefปDataปOfficer)ป

ทีไปรึกษา/รองผูຌอำนวยการ
สำนักงานบริหารหนีๅสาธารณะป
ทีไเดຌรับ฽ต຋งตัๅง฿หຌ฼ปຓนผูຌบริหาร
฼ทค฾น฾ลยีสารสน฼ทศระดับสูง
ระดับกรมปประจำสำนกังานป
(DCIO)ป

ทำหนຌาทีไกำหนดน฾ยบาย฿นการ
บริหารจัดการขຌอมูลทีไอยู຋฿นความ
ครอบครอง฿หຌ฼ปຓนเปตามหลักป
ธรรมาภิบาลขຌอมูลป(Dataป
Governance)ปรวมถึงรับผิดชอบการ
บริหารจัดการธรรมาภิบาลขຌอมูลป
฽ละสารสน฼ทศทัๅงหมดของ
สำนักงานป

คณะกรรมการพัฒนาระบบ
฼ทค฾น฾ลยีดิจิทัลของสำนักงานป

ผูຌอำนวยการกองปสำนักปศูนยຏป
กลุ຋มปทีไเดຌรับ฽ต຋งตัๅงป

ทำหนຌาทีไ฿หຌคำปรึกษาป฼สนอ฽นะป
การกำหนด฽ละปรับปรุงน฾ยบาย
ขຌอมูลปกรอบ฽นวทางปมาตรฐาน
ขຌอมูลป฽ละทิศทางการดำ฼นินงาน
฼พืไอจัดทำธรรมาภิบาลขຌอมูลปป
฿หຌสอดคลຌองกับภารกิจของ
สำนักงานป฿หຌ฼ปຓนเปตามกรอบป
ธรรมาภิบาลขຌอมูลภาครัฐปรวมทัๅง
ควบคุมการดำ฼นินงานปกำกับ
ตรวจสอบปประ฼มินป฽ละรายงานผลป
฼พืไอทบทวน฽ละปรับปรงุ฿หຌมีความ
฼หมาะสมอย຋างต຋อ฼นืไองปป

ทีมบริกรขຌอมูลปป
(DataปStewards)ป
ประกอบดຌวยป5ปทีมป
1.ปทีมบริกรขຌอมูลดຌานป
ปปปปหนีๅสาธารณะป
2.ปทีมบริกรขຌอมูลดຌานพัฒนาป
ปปปปตลาดตราสารหนีๅป
3.ปทีมบริกรขຌอมูลดຌานการปปปปปปปปป
ปปปปประ฼มินผล฾ครงการลงทุนปปปปป
ปปปปภาครัฐป
4.ปทีมบริกรขຌอมูลดຌานการพัฒนาปปป
ปปปปบุคลากรป
5.ปทีมบริกรขຌอมูลดຌานศูนยຏขຌอมูลป
ปปปปทีไปรึกษาป

ผูຌ฽ทนกองปสำนักปศูนยຏปกลุ຋มป
ทีไเดຌรับมอบหมาย฿หຌ฼ขຌาร຋วม
ทีมบริกรขຌอมูลป

ทำหนຌาทีไร຋างธรรมาภิบาลขຌอมูลป
กำหนดน฾ยบายปจำ฽นกหมวดหมู຋ป
มาตรการควบคุมป฽ละพัฒนา
คุณภาพขຌอมูลปรวมถึงรับผิดชอบ฿น
การนิยาม฼มทาดาตาป(Metadata)ป
฿หຌครบถຌวนตาม฽ผนงานทีไกำหนดป
ศึกษา฽ละ฿ชຌ฼ทค฾น฾ลยีสารสน฼ทศทีไ
฼กีไยวขຌองกับการ฼ปຂด฼ผยขຌอมูลตาม
หลักการจัดทำธรรมาภิบาลขຌอมูล
ภาครัฐปตรวจสอบความถูกตຌอง฽ละ
ปรับปรุงขຌอมูล฿หຌ฼ปຓนปຑจจุบันอย຋าง
ต຋อ฼นืไองป
ป
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น฾ยบายธรรมาภิบาลขຌอมูลของสำนักงานบริหารหนีๅสาธารณะ 

หมวดปํปบททัไวเป 

วัตถุประสงคຏ฼พื ไอกำหนดน฾ยบายขຌอมูลปกรอบ฽นวทางปมาตรฐานขຌอมูลป฽ละทิศทางป
การดำ฼นินงานที ไ฼กี ไยวขຌองกับการบริหารจัดการขຌอมูลของสำนักงานปควบคุมการดำ฼นินงานปกำกับการ
ตรวจสอบปทบทวน฽ละปรับปรุงปประ฼มิน฽ละรายงานผลป฿หຌมีความ฼หมาะสมอย຋างต຋อ฼นืไองป฼ปຓนเปตามกรอบ
ธรรมาภิบาลขຌอมูลภาครัฐปสอดคลຌองกับภารกิจของสำนักงานปรวมทัๅงสอดคลຌองกับกฎหมาย฽ละระ฼บียบต຋างปโป
ทีไ฼กีไยวขຌองต຋อเปนีๅ฼ปຓนอย຋างนຌอยปเดຌ฽ก຋ป

รัฐธรรมนญูป
-ปรัฐธรรมนูญ฽ห຋งราชอาณาจักรเทยปพุทธศักราชป2560ป

พระราชบัญญัตปิ
-ปพระราชบัญญัติการบริหารหนีๅสาธารณะปพ.ศ.ป2548ป฽ละทีไ฽กຌเข฼พิไม฼ติมป
-ปพระราชบัญญัติวินัยการ฼งินการคลังของรัฐปพ.ศ.ป2561ป
-ปพระราชบัญญัติขຌอมูลข຋าวสารของราชการปพ.ศ.ป๎540ป
-ปพระราชบัญญัติการบริหารงาน฽ละการ฿หຌบริการภาครัฐผ຋านระบบดิจิทัลปพ.ศ.ป๎๑๒๎ป
-ปพระราชบัญญัติคุຌมครองขຌอมูลส຋วนบุคคลปพ.ศ.ป๎๑๒๎ป
-ปพระราชบัญญัติการรักษาความมัไนคงปลอดภัยเซ฼บอรຏปพ.ศ.ป๎๑๒๎ป
-ปพระราชบัญญัติการปฏิบัติราชการทางอิ฼ลใกทรอนิกสຏปพ.ศ.ป2565ป

กฎกระทรวงป
-ปกฎกระทรวง฽บ຋งส຋วนราชการสำนักงานบริหารหนีๅสาธารณะปกระทรวงการคลังปพ.ศ.ป2551ป
ป
ป

บทบาทป ผูຌรับผิดชอบป ความรบัผิดชอบป
฼จຌาของขຌอมูลป(DataปOwner)ป ผูຌอำนวยการกองปสำนักปศูนยຏป

กลุ຋มปหรือผูຌทีไเดຌรับมอบหมายป
ทำหนຌาทีไตรวจสอบดู฽ลขຌอมูล
฾ดยตรงปทำการทบทวน฽ละอนุมัติป
การดำ฼นินการต຋างปโปทีไ฼กีไยวขຌอง
กับขຌอมูลตามธรรมาภิบาลขຌอมูลป
ตลอดวงจรชีวิตของขຌอมูลปรวมถึง
การ฿หຌสิทธิ฿นการ฼ขຌาถึงขຌอมูลป
฽ละจัดชัๅนความลับของขຌอมูลป

ผูຌสรຌางขຌอมูลป(DataปCreators)ป คณะกรรมการปคณะทำงานป
หรือบุคลากรทีไสรຌางขຌอมูลป
บนัทึกป฽กຌเขปปรับปรุงปป
หรือลบขຌอมูลป

ทำหนຌาทีไบันทึกป฽กຌเขปปรับปรุงป
หรือลบขຌอมูล฿หຌสอดคลຌองกับ
฾ครงสรຌางทีไกำหนดเวຌป

ผูຌ฿ชຌขຌอมูลป(DataปUsers)ป บุคลากรปหรือหน຋วยงานป
ทัๅงภาย฿น฽ละภายนอก
สำนกังานป

ทำหนຌาทีไนำขຌอมูลเป฿ชຌปหรือ
ประมวลผล฼พืไอดำ฼นินงานอืไน฿ด
ต຋อเปป
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ระ฼บียบป

-ประ฼บียบคณะกรรมการน฾ยบาย฽ละกำกับการบริหารหนีๅสาธารณะว຋าดຌวยหลัก฼กณฑຏป
การบริหารหนีๅสาธารณะปพ.ศ.ป2561ป

-ประ฼บียบสำนักงานบริหารหนีๅสาธารณะว຋าดຌวยหลัก฼กณฑຏ฽ละวิธีการจຌางบริษัทจัดอันดับ
ความน຋า฼ชืไอถือ฼พืไอ฿หຌดำ฼นินการจัดอันดับความน຋า฼ชืไอถือของประ฼ทศเทยปพ.ศ.ป2562ป

-ประ฼บียบสำนักนายกรัฐมนตรีว຋าดຌวยงานสารบรรณปพ.ศ.ป๎๑๎๒ป฽ละทีไ฽กຌเข฼พิไม฼ติมป
-ประ฼บียบว຋าดຌวยการรักษาความลับของทางราชการปพ.ศ.ป๎๑๐๐ป฽ละทีไ฽กຌเข฼พิไม฼ติมป
-ประ฼บียบสำนักนายกรัฐมนตรีว຋าดຌวยการรักษาความปลอดภัย฽ห຋งชาติปพ.ศ.ป๎๑๑๎ป

ประกาศป
-ปประกาศคณะกรรมการน฾ยบายการ฼งินการคลังของรัฐป฼รืไองปหลัก฼กณฑຏการรายงาน

สถานะหนีๅสาธารณะปหนีๅภาครัฐป฽ละความ฼สีไยงทางการคลังปพ.ศ.ป2561ป
-ปประกาศกระทรวงการคลังป฼รืไองปกำหนดหลัก฼กณฑຏ฽ละวิธีการ฿นการจัดทำ฽ผนการกูຌ฼งิน

฽ละบริหารหนีๅ฼งินกูຌป฽ละการรายงานการกูຌ฼งิน฽ละสถานะหนีๅ฼งินกูຌคงคຌางของหน຋วยงานของรัฐป
-ปประกาศสำนักงานบริหารหนีๅสาธารณะป฼รืไองปการกำหนดจรรยาบรรณทีไปรึกษาปวิธีการป

฽ละขัๅนตอนการขึๅนทะ฼บียนทีไปรึกษาป฽ละทีไ฽กຌเข฼พิไม฼ติมป
-ปประกาศสำนักงานบริหารหนีๅสาธารณะป฼รืไองปน฾ยบายการคุຌมครองขຌอมูลส຋วนบุคคลป
-ปประกาศสำนักงานบริหารหนีๅสาธารณะป฼รื ไองปน฾ยบาย฽ละ฽นวปฏิบัติ฿นการรักษาป

ความมัไนคงปลอดภัยดຌานสารสน฼ทศ฽ละการคุຌมครองขຌอมูลส຋วนบคุคลปพ.ศ.ป๎๑๒7ป
-ปประกาศคณะกรรมการพัฒนารัฐบาลดิจิทัลป ฼รื ไองปมาตรฐานรัฐบาลดิจิทัลว຋าดຌวยป

กรอบธรรมาภิบาลขຌอมูลภาครัฐปฉบบัปรับปรุง:ป฽นวปฏิบติัป(มรด.ป6ป:ป2566)ป
-ปประกาศคณะกรรมการพัฒนารัฐบาลดิจิทัลป ฼รื ไองปมาตรฐานรัฐบาลดิจิทัลว຋าดຌวย

ขຌอ฼สนอ฽นะสำหรับการจัดทำน฾ยบาย฽ละ฽นวปฏิบัติการบริหารจัดการขຌอมูลป (มรด.ป4-1ป:ป2565ปป
฽ละปมรด.ป4-2ป:ป2565)ป

-ปประกาศคณะกรรมการพัฒนารัฐบาลดิจิทัลป ฼รื ไองปมาตรฐานรัฐบาลดิจิทัลว຋าดຌวย
ขຌอ฼สนอ฽นะสำหรับ฽นวทางการจัดทำบัญชีขຌอมูลภาครัฐ฽ละ฽นวทางการลงทะ฼บียนบัญชีขຌอมูลภาครัฐปป
(มรด.ป3-1ป:ป2565)ป

-ปประกาศคณะกรรมการพัฒนารัฐบาลดิจิทัลป ฼รื ไองปมาตรฐานของสำนักงานพัฒนาป
รัฐบาลดิจิทัลว຋าดຌวยหลัก฼กณฑຏการจัดระดับชัๅน฽ละการ฽บ຋งปຑนขຌอมูลภาครัฐป(มสพร.ป8-2565)ป

-ปประกาศคณะกรรมการพัฒนารัฐบาลดิจิทัลป ฼รื ไองปมาตรฐานรัฐบาลดิจิทัลว຋าดຌวย
หลัก฼กณฑຏการประ฼มินคุณภาพขຌอมูลสำหรับหน຋วยงานภาครัฐป(มรด.ป5ป:ป2565)ป
ป

฾ดยมีรายละ฼อียดปดังนีๅป
1.ปน฾ยบายธรรมาภิบาลขຌอมูลตຌองจัดทำ฼ปຓนลายลักษณຏอักษรป฽ละตຌองเดຌรับการอนุมัติป

฼พืไอประกาศ฿ชຌ฽ละถือปฏิบัติทัไวทัๅงสำนักงานป฾ดย฿หຌมีผลบังคับ฿ชຌกับบคุลากร฿นทุกระดับชัๅนของสำนักงานป
๎.ปผูຌอำนวยการสำนักงานบริหารหนีๅสาธารณะปหรือผูຌทีไเดຌรับมอบอำนาจปมีอำนาจกำหนด

บทบาทหนຌาทีไ฽ละความรับผิดชอบตาม฾ครงสรຌางธรรมาภิบาลขຌอมูลภาครัฐป
3.ปกำหนด฿หຌผูຌอำนวยการกองปสำนักปศูนยຏปกลุ຋มปหรือผูຌทีไเดຌรับมอบหมายป฼ปຓนผูຌกำหนดสิทธิป

การบริหารจัดการขຌอมูลทีไอยู຋฿นขอบ฼ขตความรับผิดชอบของตนป
ป
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๐.ปกำหนด฿หຌมีการวัดผลการดำ฼นินการ฽ละความสำ฼รใจของธรรมาภิบาลขຌอมูลภาครัฐป฾ดยมีการ

วัดผลอย຋างนຌอย฿น฼รืไองดังต຋อเปนีๅป (ํ)ปการประ฼มินความพรຌอมธรรมาภิบาลขຌอมูลภาครัฐป (2)ปการประ฼มิน
คุณภาพขຌอมูล฽ละป(๏)ปการประ฼มินความมัไนคงปลอดภัยของขຌอมูลป

๑.ปกำหนด฿หຌมีการติดตามป฽ละรายงานผลการดำ฼นินงานปอย຋างนຌอยป຃ละปํปครัๅงป฼พืไอนำมา
ปรับปรุงการบริหารจัดการขຌอมูล฿หຌมีประสิทธิภาพมากขึๅนป

๒.ปกำหนด฿หຌมีการรักษาความมัไนคงปลอดภัยของขຌอมูลป฼พืไอปງองกันการละ฼มิดปการ฼ขຌาถึงป
การสูญหายปการทำลายปหรือการ฼ปลีไยน฽ปลงขຌอมูลป฾ดยปราศจากอำนาจ฾ดยมิชอบปหรือ฾ดยมิเดຌรับอนุญาตป

๓.ปกำหนด฿หຌมีมาตรการปวิธีการป฽ละ฽นวปฏิบัติ฿นการคุຌมครองขຌอมูลข຋าวสารส຋วนบุคคล
ขຌอมูลส຋วนบุคคลป฽ละขຌอมูล฿นความรับผิดชอบของสำนักงานป

8.ปกำหนด฿หຌมีการจัดทำสถาปຑตยกรรมองคຏกร฽ละพัฒนาระบบการบริหารขຌอมูล฿หຌ฼ปຓนเป
ตามกรอบสถาปຑตยกรรมองคຏกรป

๕.ปกำหนด฿หຌมีการจัดทำระบบบัญชขีຌอมูลตามกรอบมาตรฐานการจัดทำบัญชขีຌอมูลภาครัฐป
ํ์.ปกำหนด฿หຌมี฽นวปฏิบัติ฼พืไอสนับสนุนการปฏิบัติงาน฿หຌสอดคลຌองตามน฾ยบายขຌอมูล฽ละ

ทบทวน฽นวปฏิบัติ฿หຌ฼ปຓนตามพระราชบัญญัติ฽ละระ฼บียบทีไบงัคับ฿ชຌป
11.ปกำหนด฿หຌมีการ฼ผย฽พร຋ประชาสัมพันธຏน฾ยบายขຌอมูล฿หຌ฽ก຋บุคคลหรือหน຋วยงานป

ทีไ฼กีไยวขຌองทัๅงภาย฿น฽ละภายนอกปรวมทัๅงผูຌมีส຋วนเดຌส຋วน฼สียป฼พืไอ฿หຌมีความรูຌความ฼ขຌา฿จต຋อการปฏิบัติตาม
น฾ยบายขຌอมูลป

ํ2.ปกำหนด฿หຌมีการตรวจสอบการปฏิบัติตามน฾ยบายขຌอมูลป฾ดยผู ຌตรวจประ฼มินของ
สำนักงานป฽ละติดตามผลการประ฼มิน฼พืไอปรับปรุงปปງองกันปหรือ฽กຌเขปຑญหาทีไพบอย຋างต຋อ฼นืไองป

13.ปกำหนด฿หຌมีการทบทวนน฾ยบายธรรมาภิบาลขຌอมูลภาครัฐ฿นทุกป1ปป຃ป฽ละการทบทวน
การจัดระดับชัๅนของขຌอมูลตຌองบรรจุ฿นวาระการประชุมคณะกรรมการปอย຋างนຌอยป຃ละป2ปครัๅงปหรือ฼มื ไอมีป
การ฼ปลีไยน฽ปลงทีไสำคัญป฽ละปรับปรุงอย຋างต຋อ฼นืไองป

14.ปกำหนด฿หຌมีมาตรฐานหรือวิธีปฏิบตัิทีไ฼กีไยวกับขຌอมูลปเดຌ฽ก຋ปมาตรฐานการจัดชัๅนความลับ
ของขຌอมูลป฼พืไอจัดลำดับความสำคัญของขຌอมูล฿หຌมีความมัไนคงปลอดภัยสารสน฼ทศอย຋าง฼หมาะสมป

ํ5.ปกำหนด฿หຌ฽จຌงความมีอยู຋฽ละรายละ฼อียดของขຌอมูลทีไสำคัญป฼ช຋นปคำอธิบายขຌอมูลหรือป
฼มทาดาตาปชุดขຌอมูลป฽ละการจัดชัๅนความลับขຌอมูลป฼ปຓนตຌนป฿หຌ฽ก຋ผูຌรับผิดชอบตาม฾ครงสรຌางธรรมาภบิาลขຌอมูล
ภาครัฐทราบป฽ละดำ฼นินการตามกระบวนการธรรมาภิบาลขຌอมูลภาครัฐป

ํ6.ปกำหนดสภาพ฽วดลຌอมของการจัด฼กใบขຌอมูลทีไ฼อืๅอต຋อการรักษาความมัไนคงปลอดภัย฽ละ
คุณภาพของขຌอมูลป

ํ7.ปจัด฿หຌมีทรัพยากรดຌานงบประมาณปทรัพยากรบุคคลป฽ละการบริหารจัดการ฼ทค฾น฾ลยีป
ทีไ฼พียงพอต຋อการบริหารจัดการขຌอมูลป฽ละส຋ง฼สริมการนำระบบ฼ทค฾น฾ลยีสารสน฼ทศหรอืระบบอัต฾นมัติมา฿ชຌป
฼พืไอการ฼ปຂด฼ผยขຌอมูลตามหลักการจัดทำธรรมาภิบาลขຌอมูลภาครัฐป

ํ8.ปสนับสนุน฿หຌมีการฝຄกอบรม฼พืไอสรຌางความตระหนักถึงธรรมาภิบาลขຌอมูลภาครัฐ฽ละป
การบริหารจัดการขຌอมูลป฾ดย฿หຌครอบคลุมทุกกระบวนการของการบริหารจัดการ฽ละวงจรชีวิตของขຌอมูลป

ป

ป
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หมวดป2 การสรຌาง฽ละการรวบรวมขຌอมูล 

วัตถุประสงคຏ฼พื ไอกำหนดน฾ยบาย฿นการสรຌาง฽ละการรวบรวมขຌอมูลอย຋างมีค ุณภาพป
฾ดยมีรายละ฼อียดปดังนีๅป

1.ปการสรຌาง฽ละการรวบรวมขຌอมูลตຌองมีการรักษาความมั ไนคงปลอดภัยป฽ละความ฼ปຓนป
ส຋วนบุคคลของขຌอมูลป฽ละปฏิบัติตาม฽นวปฏิบัติ฿นการปกปງองขຌอมูลทีไระบุตัวบุคคลป฽ละ฽นวปฏิบัติ฿นดຌานป
ความมัไนคงปลอดภัยป฾ดย฿หຌ฼ปຓนเปตามบทบัญญัติของกฎหมายป

2.ป฼จຌาของขຌอมูลตຌองกำหนดชัๅนความลับของขຌอมูลทีไสรຌาง฽ละ/หรอื฼กใบรวบรวมป
3.ป฼จຌาของขຌอมูลตຌองจัด฿หຌมี฼มทาดาตาปสำหรับชุดขຌอมูลทีไมีการสรຌาง฽ละ/หรือ฼กใบรวบรวมป

฿หຌมีความถูกตຌองปครบถຌวนป฽ละ฼ปຓนปຑจจบุนัป
 

หมวดป3 การจัด฼กใบขຌอมูล฽ละทำลายขຌอมูล 

วัตถุประสงคຏ฼พื ไอกำหนดน฾ยบาย฿นการจัด฼กใบขຌอมูล฽ละทำลายขຌอมูลอย຋างมีคุณภาพป
มีการรักษาความปลอดภัยของขຌอมูลป฾ดยมีรายละ฼อียดปดังนีๅป

ํ.ปการกำหนดชัๅนความลับของขຌอมูลป฿หຌดำ฼นินการตามระ฼บียบว຋าดຌวยการรักษาความลับของ
ทางราชการปพ.ศ.ป๎๑๐๐ป฽ละทีไ฽กຌเข฼พิไม฼ติมป

๎.ปจัด฼กใบ฿หຌสอดคลຌองกับ฽นวทางหรือมาตรฐานการจัดชัๅนความลับของขຌอมูลทีไกำหนดเวຌ
฼พืไอ฿หຌขຌอมูลมีความมัไนคงปลอดภัยป฽ละรักษาคุณภาพของขຌอมูลป

๏.ปกำหนดสิทธิการ฼ขຌาถึงขຌอมูล฽ละ฼ครืไองมือทีไ฿ชຌ฿นการ฼ขຌาถึงขຌอมูลป
4.ปจัด฼กใบขຌอมูล฿หຌสอดคลຌองกับกระบวนงาน฽ละวัตถุประสงคຏ฿นการดำ฼นินงานป฾ดยขຌอมูล

ตຌองมีความถูกตຌองปสมบูรณຏป฽ละ฼ปຓนปຑจจุบันป฾ดยจัดทำ฼มทาดาตาสำหรับชุดขຌอมูลทีไมีการจัด฼กใบป
๑.ปการ฼กใบรวบรวมขຌอมูลส຋วนบุคคลป฿หຌ฼กใบรวบรวมเดຌ฼ท຋าที ไจำ฼ปຓนป฽ละควรกำหนด

ระยะ฼วลา฿นการ฼กใบรวบรวมเวຌดຌวยปทัๅงนีๅป฿หຌ฼ปຓนเปตามกฎหมายว຋าดຌวยการคุຌมครองขຌอมูลส຋วนบุคคลปป
๒.ป฿นกรณีที ไ฼จຌาของขຌอมูลขอ฿ชຌสิทธิตามกฎหมายว຋าดຌวยการคุ ຌมครองขຌอมูลส຋วนบุคคลปป

ผูຌควบคุมขຌอมูลส຋วนบุคคลตຌองดำ฼นินการตามคำขอ฿ชຌสิทธิของ฼จຌาของขຌอมูล฾ดยเม຋ชักชຌาป
๓.ปกำหนด฽นวปฏิบัต฿ินการทำลายขຌอมูล฼มืไอขຌอมูลเม຋มีการ฿ชຌงานหรือมีการจัด฼กใบ฼กินระยะ฼วลา

ทีไกำหนดป฽ต຋ควรมีการ฼กใบรักษา฼มทาดาตาของขຌอมูลทีไทำลายเวຌ฼พืไอ฿ชຌสำหรับการตรวจสอบป
8.ปสรຌางความรูຌความ฼ขຌา฿จ฿นการจัด฼กใบ฽ละทำลายขຌอมูล฿หຌ฽ก຋ผูຌ฼กีไยวขຌองทัๅงภาย฿น฽ละ

ภายนอกสำนักงานป

หมวดป4 การประมวลผลขຌอมูล฽ละการ฿ชຌขຌอมูล 

วัตถุประสงคຏ฼พื ไอกำหนดน฾ยบาย฿นการประมวลผลขຌอมูล฽ละการ฿ชຌขຌอมูลป฿หຌเดຌขຌอมูลป
ทีไมีประสิทธิภาพปถูกตຌองปตรงตามวัตถุประสงคຏของการ฿ชຌขຌอมูลป฾ดยมีรายละ฼อียดปดังนีๅป

ํ.ปกำหนด฽นวปฏิบัติ฽ละมาตรฐานของการประมวลผลขຌอมูลป
๎.ปการประมวลผลขຌอมูลทีไ฼ปຓนความลับ฿หຌ฼ปຓนเปตามระ฼บียบว຋าดຌวยการรักษาความลับป

ของทางราชการปพ.ศ.ป๎๑๑๐ป฽ละทีไ฽กຌเข฼พิไม฼ติมป
3.ปการประมวลผลขຌอมูลทีไ฼ปຓนขຌอมูลข຋าวสารส຋วนบุคคลปขຌอมูลส຋วนบุคคลป฿หຌ฼ปຓนเปตาม

ขอบ฼ขตป฼งืไอนเขปหรือวัตถุประสงคຏปตามกฎหมายว຋าดຌวยการคุຌมครองขຌอมูลส຋วนบุคคลป

/๐.ปจัดทำป…ป
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๐.ปจัดทำ฼มทาดาตาสำหรับขຌอมูลทีไจัด฼กใบ฿หຌอยู຋฿นระบบฐานขຌอมูลป
5.ปตຌองบันทึกประวัติการประมวลผล฽ละการ฿ชຌขຌอมูลป(LogปFile)ป฼พืไอ฿หຌสามารถตรวจสอบ

ยຌอนกลับเดຌป
6.ปสรຌางความตระหนักรูຌของผูຌ฿ชຌขຌอมูลปรวมถึงความรับผิดชอบต຋อผลกระทบจากการนำขຌอมูลเป฿ชຌป

การ฼ขຌาถึง฽ละ฿ชຌขຌอมูลตามความจำ฼ปຓน฿นการปฏิบตัิงานป฾ดยเม຋฽สวงหาผลประ฾ยชนຏส຋วนตัวปหรือ฼พืไอวัตถุประสงคຏ
อืไนทีไเม຋฼หมาะสมป

ป
หมวดป5 การ฼ปຂด฼ผยขຌอมูลป

วัตถุประสงคຏ฼พื ไอกำหนดน฾ยบาย฿นการ฼ปຂด฼ผยขຌอมูลป ฼พื ไอ฿หຌสามารถ฼ปຂด฼ผยขຌอมูลป
เดຌอย຋างถูกตຌองปตรงตามวัตถุประสงคຏของการ฿หຌนำขຌอมูลเป฿ชຌประ฾ยชนຏป฾ดยมีรายละ฼อียดปดังนีๅป

1.ปหຌาม฼ปຂด฼ผยขຌอมูลทีไขัดต຋อกฎหมายประ฼บียบปขຌอบังคับปคำสัไงปน฾ยบายป฽ละ฽นวปฏิบัติปป
เม຋ว຋าขຌอมูลจะอยู຋฿นรูป฽บบ฿ดหรือสถานทีไ฿ดกใตามป

2.ปตຌองเดຌรับการอนุญาตจาก฼จຌาของขຌอมูลก຋อนการ฼ปຂด฼ผยขຌอมูลป
๏.ป฿หຌมีการระบุช຋องทางการ฼ปຂด฼ผยขຌอมูลทีไ฼ขຌาถึง฽ละนำเป฿ชຌเดຌง຋ายป
4.ป฿หຌมีการ฼ปຂด฼ผย฼มทาดาตาควบคู຋เปกับขຌอมูลทีไมีการ฼ปຂด฼ผยป
5.ปตຌองตรวจสอบเดຌว຋าการ฼ปຂด฼ผยขຌอมูลเดຌดำ฼นินการอย຋าง฼หมาะสมหรือ฼ปຓนเปตาม฽นวทางป

หรือ฽นวปฏิบัติทีไกำหนดเวຌป฼พืไอ฿หຌเดຌขຌอมูลทีไมีคุณภาพป฽ละรักษาคุณภาพของขຌอมูลป

หมวดป6 การ฽ลก฼ปลีไยน฽ละการ฼ชืไอม฾ยง 

วัตถุประสงคຏ฼พืไอกำหนดน฾ยบาย฿นการ฽ลก฼ปลีไยน฽ละการ฼ชืไอม฾ยงขຌอมูลระหว຋างหน຋วยงาน
ทั ๅงภาย฿น฽ละภายนอกป฿หຌมีความมั ไนคงปลอดภัยป฽ละขຌอมูลมีคุณภาพปสามารถนำเป฿ชຌประ฾ยชนຏเดຌป
อย຋างมีประสิทธิภาพป฾ดยมีรายละ฼อียดปดังนีๅป

1.ปกำหนด฽นวปฏิบัติดຌานการรักษาความมัไนคงปลอดภัยสารสน฼ทศป฾ดยรวมถึงคุณภาพ
ขຌอมูลป฽ละผูຌประสานงานหรือศูนยຏติดต຋อป(ContactปCenter)ป

๎.ปกำหนดกระบวนการ฿นการ฽ลก฼ปลีไยนขຌอมูลปกระบวนการ฼ชืไอม฾ยงขຌอมูลปการรวบรวม
ขຌอมูลส຋วนบุคคลป฾ดยนำมาตรฐานสากลมาประยุกตຏ฿ชຌงานป

๏.ปกำหนด฼มทาดาตาของชุดขຌอมูลทีไตຌองการ฽ลก฼ปลีไยน฽ละ฼ชืไอม฾ยงขຌอมูล฿หຌครบถຌวนป
4.ปจัดทำสัญญาอนุญาตหรือขຌอตกลง฿นการ฽ลก฼ปลีไยน฽ละ฼ชืไอม฾ยงขຌอมูลป฽ละ/หรือการนำ

ขຌอมูลเป฿ชຌปรวมถึงขຌอตกลงยินยอม฿หຌส຋งขຌอมูลส຋วนบุคคลป
๑.ปกำหนด฼ทค฾น฾ลยี฽ละมาตรฐานทาง฼ทคนิคทีไ฿ชຌ฿นการ฽ลก฼ปลีไยน฽ละ฼ชืไอม฾ยงขຌอมูลปป

฽ละการรวบรวมขຌอมูลส຋วนบุคคลป
๒.ปตຌองบันทึกรายละ฼อียด฽ละจัด฼กใบขຌอมูลการดำ฼นินงานที ไ฼กิดขึ ๅน฿น฽ต຋ละครั ๅงที ไมีป

การ฽ลก฼ปลีไยน฽ละ฼ชืไอม฾ยงขຌอมูลปการรวบรวมขຌอมูลส຋วนบุคคลป(LogปFile)ประหว຋างหน຋วยงานป฼พืไอการตรวจสอบ
ยຌอนกลับป

๓.ปตຌองตรวจสอบเดຌว຋าการ฽ลก฼ปลีไยน฽ละ฼ชืไอม฾ยงขຌอมูลป฽ละการรวบรวมขຌอมูลส຋วนบุคคล
เดຌดำ฼นินการอย຋าง฼หมาะสมหรือ฼ปຓนเปตาม฽นวปฏิบัติ฽ละมาตรฐานทีไกำหนดป

ป
ป

/฽นวปฏิบัต ิ…ป
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฽นวปฏิบัติธรรมาภบิาลขຌอมูลของสำนักงานบริหารหนีๅสาธารณะ 

หมวดป1ปวงจรชีวิตขຌอมูล (Data Life Cycle) 

กระบวนการธรรมาภิบาลขຌอมูล฼ปຓนขั ๅนตอนทีไ฿ชຌสำหรับกำกับดู฽ลการดำ฼นินการ฿ดปโปป
ต຋อขຌอมูลป฿หຌ฼ปຓนเปตามกฎประ฼บียบปขຌอบังคับปหรือน฾ยบายทีไ฼กีไยวขຌองกับขຌอมูลปขัๅนตอนการจัดทำธรรมาภิบาล
ขຌอมูล฼ริไมตัๅง฽ต຋การวาง฽ผนเปจนถึงการปรับปรุงอย຋างสมไำ฼สมอป฼พืไอ฿หຌขຌอมูลมีความถูกตຌอง฽ละ฼ปຓนปຑจจุบันป
฾ดยมีรายละ฼อียด฽ละ฽นวทางปฏิบัติปดังนีๅป

ํ.ปการสรຌางขຌอมูลป(Data Creation)ป฼ปຓนการสรຌางขຌอมูลขึๅนมา฿หม຋ปหรือปรับปรุงขຌอมูล฼ดิมป
฾ดยวิธีการบันทึกขຌอมูลดຌวยบุคคลหรือบันทึกดຌวยอุปกรณຏอิ฼ลใกทรอนิกสຏปการรับขຌอมูลจากหน຋วยงานอืไนป
฼พืไอนำมาจัด฼กใบทัๅงขຌอมูลทีไ฼ปຓนกระดาษป฽ละขຌอมูลทีไ฼ปຓนอิ฼ลใกทรอนิกสຏทุกประ฼ภทป฿หຌบุคลากรตຌองปฏิบัติตาม
กฎหมายว຋าดຌวยการกระทำความผิด฼กีไยวกับคอมพิว฼ตอรຏปรวมทัๅงกฎหมายอืไนปโปทีไ฼กีไยวขຌองป฾ดยมีรายละ฼อียดปดังนีๅป

ํ.ํปการสรຌางขຌอมูลตຌองมีความถูกตຌองปครบถຌวนป฼ปຓนปຑจจุบันปตรงตามความตຌองการป
ของผูຌ฿ชຌป

ํ.๎ปหน຋วยงานทีไสรຌางขຌอมูลปตຌอง฼ปຓนผูຌตรวจสอบ฽ละบันทึกขຌอมูล฿หຌถูกตຌองปครบถຌวนป
ตรงกับขຌอ฼ทใจจริงปรวมถึงตຌองสรຌางจิตสำนึก฽ละความรับผิดชอบต຋อขຌอมูลทีไสรຌางขึๅนป฾ดยเม຋สรຌางขຌอมูลอัน฼ปຓน฼ทใจป

ํ.๏ปขຌอมูลทีไสรຌางขึๅน฽ลຌวปตຌองกำหนดมาตรฐานการจัด฼กใบขຌอมูลป

๎.ปการจัด฼กใบขຌอมูลป(Data Store)ป฼ปຓนการจัด฼กใบขຌอมูลที ไ฼กิดจากกระบวนการสรຌางปป
หรือขຌอมูลทีไเดຌจากการ฼ชืไอม฾ยง฽ละ/หรือ฽ลก฼ปลีไยนกับหน຋วยงานอืไนปเม຋ว຋าจะจัด฼กใบลง฿น฽ฟງมขຌอมูลหรือ
ระบบการจัดการฐานขຌอมูลป(DatabaseปManagementปSystemป-ปDBMS)ป฼พืไอ฿หຌ฼กิดความมีระ฼บียบต຋อการ
฿ชຌงานขຌอมูลเม຋สูญหายหรือถูกทำลายป฽ละช຋วย฿หຌผูຌ฿ชຌงานสามารถประมวลผลขຌอมูลตามความตຌองการเดຌอย຋าง
รวด฼รใวการจัด฼กใบขຌอมูลปหมายความรวมถึงปขຌอมูลทัๅงทีไ฼ปຓนกระดาษป฽ละขຌอมูลทีไ฼ปຓนอิ฼ลใกทรอนิกสຏทุกประ฼ภทปป
เม຋ว຋าจัด฼กใบ฽ฟງมขຌอมูลดจิิทัลทัไวเปปหรือ฽ฟງมขຌอมูลทีไผ຋านการประมวลผลปหรือ฽ฟງมขຌอมูลอืไนปกล຋าวคือป

๎.ํปตຌองจัด฼กใบขຌอมูลตามหมวดหมู຋ป฾ดยมีการกำหนดหมวดหมู຋ของขຌอมูลปดังนีๅป
๎.ํ.ํปขຌอมูลส຋วนบุคคลปหมายถึงปขຌอมูล฼กีไยวกับบุคคลซึไงทำ฿หຌสามารถระบุตัวบุคคล

นัๅนเดຌปเม຋ว຋าทางตรงหรือทางอຌอมป฽ต຋เม຋รวมถึงขຌอมูลของผูຌถึง฽ก຋กรรมป
๎.ํ.๎ปขຌอมูลความมัไนคงปหมายถึงปขຌอมูลข຋าวสาร฼กีไยวกับความมัไนคงของประ฼ทศปปปปป

ทีไอยู຋฿นความครอบครองหรือความควบคุมดู฽ลของสำนักงานปทีไเม຋สามารถรูຌหรือเม຋สามารถ฼ขຌาถึงเดຌ฾ดยทัไวเปป
ซึไงหาก฼ปຂด฼ผยทัๅงหมดหรือ฼พียงบางส຋วนจะส຋งผล฿หຌประ฼ทศตຌอง฼ผชิญกับภัยคุกคามต຋อ฼อกราชปอธิปเตยอันมี
พระมหากษัตริยຏทรง฼ปຓนประมุขปสถาบันศาสนาปสถาบันพระมหากษัตริยຏปความสัมพันธຏระหว຋างประ฼ทศป
การทหาร฽ละการข຋าวกรองความปลอดภัยป฽ละการดำรงชีวิต฾ดยปกติสุขของประชาชนป

๎.ํ.๏ปขຌอมูลสาธารณะปหมายถึงปขຌอมูลทีไสามารถ฼ปຂด฼ผยเดຌหรือข຋าวสารสาธารณะป
ที ไหน຋วยงานจัดทำ฽ละครอบครอง฿นรูป฽บบ฽ละช຋องทางดิจิทัลป ฼พื ไอ฿หຌประชาชน฼ขຌาถึงเดຌ฾ดยสะดวกปป
มีส຋วนร຋วม฽ละตรวจสอบการดำ฼นินงานของรัฐป฽ละสามารถนำขຌอมูลเปพัฒนาบริการ฽ละนวัตกรรมทีไจะ฼ปຓน
ประ฾ยชนຏต຋อประ฼ทศ฿นดຌานต຋างปโปเดຌป

๎.ํ.๐ปขຌอมูลความลับทางราชการปหมายถึงปขຌอมูลข຋าวสารตามมาตราปํ๐ปหรือป
มาตราปํ๑ปตามพระราชบัญญัติขຌอมูลข຋าวสารของราชการปพ.ศ.ป๎๑๐oปทีไมีคำสัไงเม຋฿หຌ฼ปຂด฼ผย฽ละอยู຋฿นป
ความครอบครองหรือควบคุมดู฽ลของสำนักงานซึไงกำหนด฿หຌมีชัๅนความลับตามระ฼บียบว຋าดຌวยการรักษา
ความลับของทางราชการปพ.ศ.ป2544ป฽ละทีไ฽กຌเข฼พิไม฼ติมป

๎.1.๑ปขຌอมูลทีไ฿ชຌภาย฿นหน຋วยงานปหมายถึงปขຌอมูลทีไ฿ชຌภาย฿นสำนักงานป฽ละขຌอมูลป
ทีไ฼ปຂด฼ผยสำหรับผูຌมีส຋วนเดຌส຋วน฼สียทีไจำ฼ปຓนตຌอง฿ชຌขຌอมูลดังกล຋าวป
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๎.๎ปตຌองจัด฼กใบขຌอมูลตามระดับชัๅนขຌอมูลภาครัฐป฾ดย฽บ຋ง฼ปຓนป5ประดับปดังนีๅป

ปปป๎.๎.ํปชัๅน฼ปຂด฼ผยป(Open)ปปหมายความถึงปขຌอมูลข຋าวสารของราชการทีไหน຋วยงาน
ของรัฐตຌอง฼ปຂด฼ผย฿หຌประชาชนเดຌรับรูຌปรับทราบปหรือตรวจสอบเดຌ฾ดยเม຋จำ฼ปຓนตຌองรຌองขอป

ปป2.2.2ปชัๅน฼ผย฽พร຋ภาย฿นองคຏกรป(Private)ปหมายความถึงปขຌอมูลทีไสำนักงานเม຋เดຌ
฼ผย฽พร຋฾ดยอิสระป฾ดยทัไวเปจะ฼กีไยวขຌองกับขຌอมูลทีไมีลักษณะ฼ปຓนส຋วนตัวป

ปป๎.๎.3ปชั ๅนลับป(Confidential)ปหมายความถึงปขຌอมูลข຋าวสารลับซึ ไงหาก฼ปຂด฼ผย
ทัๅงหมดหรือ฼พียงบางส຋วนจะก຋อ฿หຌ฼กิดความ฼สียหาย฽ก຋ประ฾ยชนຏ฽ห຋งรัฐป

ปป2.2.4ปชัๅนลับมากป(Secret)ปหมายความถึงปขຌอมูลข຋าวสารลับซึไงหาก฼ปຂด฼ผยทัๅงหมด
หรือ฼พียงบางส຋วนจะก຋อ฿หຌ฼กิดความ฼สียหาย฽ก຋ประ฾ยชนຏ฽ห຋งรัฐอย຋างรຌาย฽รงป

ปป2.2.5ปชัๅนลับทีไสุดป(TopปSecret)ปหมายความถึงปขຌอมูลข຋าวสารลับซึไงหาก฼ปຂด฼ผย
ทัๅงหมดหรือ฼พียงปบางส຋วนจะก຋อ฿หຌ฼กิดความ฼สียหาย฽ก຋ประ฾ยชนຏ฽ห຋งรัฐอย຋างรຌาย฽รงทีไสุดป

ทั ๅงนี ๅปชั ๅนความลับของขຌอมูลทางราชการตามระ฼บียบว຋าดຌวยการรักษาความลับของป
ทางราชการปพ.ศ.ป๎๑๐๐ปมีป3ประดับปเดຌ฽ก຋ปลับทีไสุดป(TopปSecret)ปลับมากป(Secret)ปลับป(Confidential)ป

๎.๏ปการจัด฼กใบ฽ฟງมขຌอมูลลับป฿หຌปฏิบัติปดังนีๅป
ปป๎.๏.ํปผูຌทีไ฼ปຓน฼จຌาของ฽ฟງมขຌอมูลลับตຌองตรวจสอบความถูกตຌองของ฽ฟງมขຌอมูลลับ

ก຋อนนำเป฿ชຌงานป
ปป๎.๏.๎ปตຌองปງองกัน฽ฟງมขຌอมูลลับทีไมีการจัด฼กใบเวຌ฿น฼ครืไองคอมพิว฼ตอรຏที ไตน฼องป

฿ชຌงาน฾ดย฼ครื ไองคอมพิว฼ตอรຏตຌองมีการตั ๅงรหัสผ຋านปหรือมีระบบรักษาความมั ไนคงปลอดภัยตามทีไศูนยຏ
฼ทค฾น฾ลยีสารสน฼ทศ฽ละ฼มืไอมีการนำ฽ฟງมขຌอมูลลับเป฿ชຌงาน฿หຌปฏิบัติตามระ฼บียบว຋าดຌวยการรักษาความลับ
ของทางราชการปพ.ศ.ป2544ป฽ละทีไ฽กຌเข฼พิไม฼ติมปอย຋าง฼คร຋งครัดป

ปปปป๎.๏.๏ปตຌองระมัดระวังการ฿ชຌงาน฽ฟງมขຌอมูลลับปการกระจายปหรือ฽จกจ຋าย฽ฟງมขຌอมูล
ลับเปยังกลุ຋มผูຌรับทีไมีสิทธิหรือเดຌรับอนุญาต฼ท຋านัๅนป

ปปปป๎.๏.๐ปหຌาม฽ชรຏ฽ฟງมขຌอมูลลับบน฼ครือข຋ายสารสน฼ทศป฼พืไอปງองกันบุคคลอืไนหรือป
ผูຌทีไเม຋เดຌรับอนุญาตอาจ฼ขຌาถึง฽ฟງมขຌอมูลลับเดຌป

๎.๐ปการจัดทำสำ฼นาปการ฽ปลปการ฾อนปการส຋งปการรับปการ฼กใบรักษาปการยืมปการทำลาย
฽ละการ฼ปຂด฼ผย฽ฟງมขຌอมูลลับป฿หຌ฼ปຓนเปตามระ฼บียบว຋าดຌวยการรักษาความลับของทางราชการปพ.ศ.ป๎๑๐๐ป
฽ละทีไ฽กຌเข฼พิไม฼ติมป

๎.๑ปการจัด฼กใบขຌอมูลส຋วนบุคคลป฿หຌ฼กใบรวบรวมเดຌ฼ท຋าทีไจำ฼ปຓนปภาย฿ตຌอำนาจหนຌาทีไ฽ละ
วัตถุประสงคຏอันชอบตามกฎหมายว຋าดຌวยการคุຌมครองขຌอมูลส຋วนบุคคลป

3.ปการประมวลผลขຌอมูล฽ละการ฿ชຌขຌอมูลป(Data Processing and Use)ป฼พืไอ฿หຌการประมวลผล
ขຌอมูล฽ละการ฿ชຌขຌอมูลมีประสิทธิภาพปถูกตຌองปตรงตามวัตถุประสงคຏของการ฿ชຌขຌอมูล฿หຌ฼กิดประ฾ยชนຏปรวมถึง
วิธีการ฽ละ฽นวทาง฿นการขอขຌอมูลจากหน຋วยงานต຋างปโป฿หຌดำ฼นินการปดังนีๅป

๏.1ปการนำขຌอมูลเปประมวลผล฽ละการ฿ชຌขຌอมูลจะตຌองเดຌรับความยินยอมจาก฼จຌาของ
ขຌอมูลก຋อนป

๏.๎ปการนำขຌอมูลทีไ฼ปຓนความลับเปประมวลผลขຌอมูลป฼ช຋นปขຌอมูลส຋วนบุคคลป฿หຌ฼ปຓนเปตามป
฼งืไอนเขหรือวัตถุประสงคຏ฿นการยินยอม฿หຌดำ฼นินการกับขຌอมูลส຋วนบุคคลนัๅนป

๏.๏ปตຌองมีการบันทึกประวัติการประมวลผล฽ละการ฿ชຌขຌอมูลป฼พืไอ฿หຌสามารถตรวจสอบ
ยຌอนหลังเดຌป

๏.๐ปผูຌ฿ชຌขຌอมูลตຌอง฼ปຓนผูຌรับผิดชอบปหากมีการประมวลผลขຌอมูล฽ละการ฿ชຌขຌอมูล
ทีไเม຋฼ปຓนเปตามกฎหมายกำหนดป
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4.ปการ฼ปຂด฼ผยขຌอมูล฽ละการขอ฿ชຌขຌอมูลป(Data Disclosure)ป฼ปຓนการนำขຌอมูลทีไมีอยู຋ป
฿นความครอบครองของหน຋วยงานมา฼ผย฽พร຋ตามช຋องทางต຋างปโปอย຋าง฼หมาะสมป฼ช຋นปการ฼ปຂด฼ผยขຌอมูลป
(OpenปData)ปการ฽ชรຏขຌอมูลป(Share)ปการควบคุมการ฼ขຌาถึงป(AccessปControl)ปการ฽ลก฼ปลีไยนขຌอมูลระหว຋าง
หน຋วยงานป(Exchange)ป฽ละการกำหนด฼งืไอนเข฿นการนำขຌอมูลเป฿ชຌป(Condition)ป฿หຌดำ฼นินการปดังนีๅป

๐.ํปคัด฼ลือกขຌอมูลทีไตຌองการ฼ผย฽พร຋ป฿หຌปฏิบัติปดังนีๅป
ปป๐.ํ.1ป฼จຌาของขຌอมูล฽ละหน຋วยงานทีไ฼กี ไยวขຌองตຌองพิจารณาขຌอมูลทีไจะ฼ผย฽พร຋ป

฾ดยขຌอมูลทีไสามารถ฼ผย฽พร຋เดຌจะตຌองเม຋ขัดต຋อกฎหมายประ฼บียบปขຌอบังคับปหรือคำสัไงของสำนักงานป
ปป๐.ํ.๎ปตຌอง฼ปຓนขຌอมูลทีไสามารถ฼ปຂด฼ผยเดຌป฽ละเม຋ละ฼มิดขຌอมูลส຋วนบุคคลป฼ช຋นปขຌอมูล

฼ชิงสถิติที ไเม຋สามารถระบุตัวบุคคลเดຌป฼ปຓนตຌนป฽ต຋฿นส຋วนขຌอมูลส຋วนบุคคลทีไเม຋฼ปຂด฼ผยป฼ช຋นป฼ลขประจำตัว
ประชาชนป฼ปຓนตຌนป

๐.2ปการพิจารณาชุดขຌอมูลที ไคัด฼ลือกปตຌองมีรายละ฼อียดที ไอธิบายถึงความ฼ปຓนมาป
ของขຌอมูลป฼ช຋นปชืไอขຌอมูลปคำอธิบายขຌอมูลปคำสำคัญปวันทีไทำการ฼ปลีไยน฽ปลงขຌอมูลล຋าสุดปชืไอหน຋วยงาน฼จຌาของขຌอมูลป
฽ละฟຂลดຏขຌอมูลปทัๅงนีๅปตຌองตรวจสอบฟຂลดຏขຌอมูลว຋าครบถຌวน฽ละสอดคลຌองกับความตຌองการของหน຋วยงานทีไขอ
฿ชຌขຌอมูลป

๐.๏ปการจัด฼ตรียมขຌอมูล฿หຌอยู຋฿นรูป฽บบทีไง຋ายต຋อการนำเป฿ชຌป฿หຌปฏิบัติปดังนีๅป
ปป4.3.1ปขຌอมูลมีความพรຌอม฿นการส຋งต຋อหรือ฼ปຂด฼ผยเดຌปตຌองมีมาตรการรักษาป

ความมัไนคงปลอดภัยทีไ฼หมาะสมป฼พืไอปງองกันการสูญหายการ฼ขຌาถึงปการ฿ชຌปการ฼ปลีไยน฽ปลง฽ละการ฽กຌเขป
ปป๐.๏.๎ปการ฼ชืไอม฾ยงขຌอมูลทีไมีการจัด฼กใบ฽ละสามารถ฼ขຌาถึงเดຌ฼พืไอการตรวจสอบหรือ

฼ปຂด฼ผย฽ก຋ผูຌทีไ฼กีไยวขຌองป
๐.๐ปการนำชุดขຌอมูลขึๅน฼ผย฽พร຋ป฿หຌดำ฼นินการปดังนีๅป

ปป๐.๐.ํป฼กใบประวัติป(L0g)ปการ฼ปຂด฼ผยป฼ผย฽พร຋ขຌอมูลป฼พืไอ฿หຌสามารถตรวจสอบเดຌป
฽ละ฼ปຓนเปตามกฎหมายว຋าดຌวยการกระทำความผิด฼กีไยวกับคอมพิว฼ตอรຏป

ปป๐.๐.๎ปมีมาตรการรักษาความมัไนคงปลอดภัยทีไ฼หมาะสมป฼พืไอปງองกันการสูญหายป
การ฼ขຌาถึงปการ฿ชຌปการ฼ปลีไยน฽ปลงปการ฽กຌเขป

ทัๅงนีๅปกรณี฼ปຓนขຌอมูลส຋วนบุคคลปการกำหนด฼งืไอนเข฿นการนำขຌอมูลเป฿ชຌป(Condition)ป
สำนักงานจะตຌองเดຌรับการยินยอมจาก฼จຌาของขຌอมูลส຋วนบุคคลปภาย฿ตຌอำนาจหนຌาทีไ฽ละวัตถุประสงคຏอันชอบ
ตามกฎหมายว຋าดຌวยการคุຌมครองขຌอมูลส຋วนบุคคลป

5.ปกระบวนการจัด฼กใบขຌอมูลถาวร (Archive)ป฼ปຓนการคัดลอกขຌอมูลที ไมีช຋วงอายุ฼กิน
ช຋วง฼วลา฿ชຌงานหรือเม຋เดຌ฿ชຌงาน฽ลຌวป฼พืไอทำสำ฼นาสำหรับการ฼กใบรักษาป฾ดยทีไขຌอมูลนัๅนเม຋มีการลบปปรับปรุงป
หรือ฽กຌเขอีกป฽ละสามารถนำกลับมา฿ชຌงานเดຌ฿หม຋฼มืไอตຌองการปการจัด฼กใบขຌอมูลถาวร฿หຌปฏิบัติปดังนีๅป

5.1ปกำหนด฼ครืไองมือ฽ละวิธีการทีไจะ฿ชຌ฿นการจัด฼กใบขຌอมูลป
๑.๎ปกำหนดระยะ฼วลา฿นการจัด฼กใบขຌอมูล฽ต຋ละประ฼ภทป
๑.๏ปขอความร຋วมมือจากหน຋วยงานทีไ฼กีไยวขຌอง฼พืไอกำหนดระยะ฼วลา฿นการจัด฼กใบขຌอมูลป

ทีไ฼หมาะสมกับขຌอมูล฽ต຋ละประ฼ภทป
๑.๐ปสรຌางความรูຌความ฼ขຌา฿จ฿นการจัด฼กใบขຌอมูล฽ก຋ผูຌทีไ฼กีไยวขຌองป
5.๑ปศึกษาขຌอมูลทีไตຌองการจัด฼กใบป฾ดย฼ลือก฼ครืไองมือ฽ละกระบวนการทีไ฼ปຓนมาตรฐานป

฿นการจัด฼กใบขຌอมูล฿หຌอยู຋฿นสภาพทีไพรຌอม฿ชຌงานเดຌตลอด฼วลาป

ป /6.ปการป…ป
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๒.ปการทำลายขຌอมูลป(Data Destruction)ป฼ปຓนการทำลายขຌอมูลที ไมีการจัด฼กใบถาวรป
฼ปຓนระยะ฼วลานานปหรือ฼กินกว຋าระยะ฼วลากำหนดปการทำลายขຌอมูล฿หຌปฏิบัติปดังนีๅป

๒.1ป฿หຌกำหนดขัๅนตอน฽ละวิธีการทำลายขຌอมูลป
๒.๎ปขอความร຋วมมือจากหน຋วยงานทีไ฼กีไยวขຌอง฼พืไอกำหนดวิธีปฏิบัติการทำลายขຌอมูลป
๒.๏ปหน຋วยงานที ไเดຌร ับมอบหมายตຌองจัดประชุม/อบรม/ประชาสัมพันธຏ฿หຌส຋วนงานป

ทีไ฼กีไยวขຌองมีความรูຌความ฼ขຌา฿จวิธีปฏิบัติการทำลายขຌอมูลป
๒.๐ปหน຋วยงานทีไ฼กีไยวขຌองตຌองกำหนดสิทธิผูຌทีไจะดำ฼นินการทำลายขຌอมลูป฽ละ฼กใบประวัติ

เวຌดຌวยทุกครัๅงป
๒.๑ปหน຋วยงานทีไ฼กีไยวขຌองตຌองอบรมชีๅ฽จง฿หຌผูຌปฏิบัติ฽ละผูຌทีไ฼กีไยวขຌองมีความรูຌความ฼ขຌา฿จป

฿นการจัด฼กใบ฽ละทำลายขຌอมูลป
6.6ปการทำลายขຌอมูล฿นหนังสือราชการ฿หຌ฼ปຓนเปตามระ฼บียบสำนักนายกรัฐมนตรีปป

ว຋าดຌวยงานสารบรรณปพ.ศ.ป๎๑๎๒ป฽ละทีไ฽กຌเข฼พิไม฼ติมป
ทัๅงนีๅปกรณี฼ปຓนขຌอมูลส຋วนบุคคลปการทำลายขຌอมูลสำนักงานจะตຌองมีระบบลบ/ทำลาย

ขຌอมูลป฼มืไอหมดความจำ฼ปຓนปหรือมีการรຌองขอจาก฼จຌาของขຌอมูลปหรือทีไ฼จຌาของขຌอมูลส຋วนบุคคลเดຌถอนป
ความยินยอม฿นการ฼ปຂด฼ผยขຌอมูลป฼วຌน฽ต຋ยังมี฼หตุทางกฎหมายทีไจำ฼ปຓนตຌอง฼กใบเวຌปภาย฿ตຌอำนาจหนຌาทีไ฽ละ
วัตถุประสงคຏอันชอบตามกฎหมายว຋าดຌวยการคุຌมครองขຌอมูลส຋วนบุคคลป

หมวดป2ปการ฽ลก฼ปลีไยน฽ละ฼ชืไอม฾ยงขຌอมูลระหว຋างหน຋วยงานป 
(Data Integration and Exchange) 

฼พื ไอ฿หຌการ฽ลก฼ปลี ไยนขຌอมูลระหว຋างหน຋วยงานมีความถูกตຌองป ครบถຌวนปปลอดภัยป
฽ละมีประสิทธิภาพป฾ดยมีวิธี฽ละ฽นวทางการนำขຌอมูลเป฽ลก฼ปลีไยน฽ละ฼ชืไอม฾ยงกับหน຋วยงานภายนอกป
ตຌองสอดคลຌองกับระ฼บียบปหลัก฼กณฑຏป฽ละกฎหมายทีไกำหนดป฿หຌดำ฼นินการปดังนีๅป

ํ.ปกำหนด฼ทค฾น฾ลยี฽ละมาตรฐานทาง฼ทคนิคทีไ฿ชຌ฿นการ฽ลก฼ปลีไยน฽ละ/หรือ฼ชืไอม฾ยง
ขຌอมูลป

๎.ปการ฽ลก฼ปลี ไยน฽ละ/หรือ฼ช ื ไอม฾ยงขຌอมูลกับหน຋วยงานอื ไนจะตຌองเดຌร ับอน ุญาตป
จากสำนักงานป฽ละตຌองมีการกำหนดความร຋วมมือหรือ฽นวทางการบริหารจัดการขຌอมูลร຋วมกับหน຋วยงานนัๅน
อย຋างชัด฼จนป฼ช຋นปบันทึกขຌอตกลงป(MemorandumปofปUnderstanding:ปMOU)ปหรือสัญญารักษาความลับป
(Non-DisclosureปAgreement:ปNDA)ป฼ปຓนตຌนป

๏.ปการ฽ลก฼ปลี ไยน฽ละ/หรือ฼ช ื ไอม฾ยงขຌอมูลจะตຌองมีการรักษาความมั ไนคงปลอดภัยป
ของขຌอมูลส຋วนบุคคลป฾ดย฿หຌ฼ปຓนเปตามทีไกฎหมายกำหนดป

๐.ป฼ทค฾น฾ลยี฽ละวิธีการทาง฼ทคนิคทีไ฼กีไยวขຌองกับการ฽ลก฼ปลีไยน฽ละการ฼ชืไอม฾ยงขຌอมูลป
ตຌอง฼ปຓนเปตามมาตรฐานป

หมวดป3ปการจัดทำบัญชีขຌอมูลของหน຋วยงานป(Data Catalog) 

ํ.ป฼จຌาของขຌอมูลหรือผูຌครอบครองขຌอมูลมีหนຌาทีไกำหนด฿หຌมีผูຌรบัผิดชอบทีไ฼กีไยวขຌองกับขຌอมูล
ของหน຋วยงานป

2.ปผูຌรับผิดชอบทีไ฼กีไยวขຌองกับขຌอมูลปมีหนຌาทีไกำหนดคำนิยามชุดขຌอมูลปดังนีๅป
๎.ํปความสัมพันธຏของขຌอมูลป
๎.๎ปชนิดขຌอมูลป(Reference/MasterปDataปDefinition)ป฽บ຋ง฼ปຓนป

/2.๎.1ปReferenceป…ป
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2.๎.1ปReferenceปDataปหรือปขຌอมูลทีไมีลักษณะ฽ละ฾ครงสรຌางทีไ฼ปຓนความจริง฽ละ

ถูกตຌองปทำ฿หຌขຌอมูลเม຋ค຋อย฼ปลี ไยน฽ปลงปส຋งผล฿หຌขຌอมูลปReferenceปDataปถูก฼ผย฽พร຋เปยัง฽หล຋งต຋างปโปป
฼พืไออຌางอิงอยู຋฼สมอป

2.๎.๎ปMasterปDataปหรือปขຌอมูลทีไมี฾อกาส฼ปลีไยน฽ปลงเดຌมากกว຋าปมีรายละ฼อียด
หรือจำนวนฟຂลดຏขຌอมูลทีไมากกว຋าปReferenceปDataป฽ละ฿ชຌ฼ปຓนขຌอมูล฿นการดำ฼นินงานภาย฿นหน຋วยงานป

๎.๏ปขอบ฼ขตทีไดำ฼นินการป
๎.๐ปชุดขຌอมูลทีไคาดว຋า฼กีไยวขຌองป
๎.๑ปกระบวนงานหลักหรืองานหลักทีไเดຌรับมอบหมายป฽ละกระบวนงานย຋อยป
๎.๒ปชุดขຌอมูลทีไ฼กีไยวขຌองกับกระบวนงานย຋อยป฽บ຋ง฼ปຓนปชุดขຌอมูลทีไมีอยู຋฽ลຌวป฽ละชุดขຌอมูล

ทีไตຌองการ฼พิไม฼ติมป
๎.๓ปรูป฽บบของการ฼กใบขຌอมูลป
๎.๔ปความพรຌอมของชดุขຌอมูลป
๎.๕ปการ฼ชืไอม฾ยง฽ละ฽ลก฼ปลีไยนขຌอมูลภาย฿นหน຋วยงานป

๏.ปผูຌรับผิดชอบทีไ฼กีไยวขຌองกับขຌอมูลปมีหนຌาทีไกำหนดป
3.1ปรายชืไอชุดขຌอมูลทีไสัมพันธຏกับกระบวนการทำงานตามภารกิจป
3.2ปคำอธิบายขຌอมูลป(Metadata)ป฽ละคำอธิบายขຌอมูลของทรัพยากรป (Resourceป

Metadata)ปทีไสอดคลຌองตามมาตรฐานทีไสำนักงานพัฒนารัฐบาลดิจิทัลป(องคຏการมหาชน)ป(สพร.)ปกำหนดป
3.3ปพจนานุกรมขຌอมูลป(DataปDictionary)ป฼ช຋นปชืไอขຌอมูลป(DataปNamimg)ปคำอธิบายขຌอมูลป

(Metadata)ปชนิดขຌอมูลป(DataปType)ปขนาดของขຌอมูลป(lengthปofปitem)ปรายละ฼อียดอืไนปโป(otherปadditionalป
information)ป฼ปຓนตຌนป

หมวดป4ปการประ฼มินคุณภาพขຌอมูลป(Data Quality Assessment) 

หลัก฼กณฑຏการประ฼มินคุณภาพขຌอมูล (Data Quality Assessment: DQA) มีวัตถุประสงคຏ
฼พืไอ฿ชຌ฼ปຓนกรอบ฽ละ฼ครืไองมือสำหรับตรวจสอบคุณภาพขຌอมูล฼บืๅองตຌน฿หຌ฼ปຓนเปตามกรอบธรรมาภิบาลขຌอมูล
ภาครัฐ ฾ดยจัดทำ฼กณฑຏตัวชีๅวัดตามมิติคุณภาพขຌอมูลปดังนีๅ 

฼กณฑຏการประ฼มินคุณภาพขຌอมูลปตามมิติคุณภาพขຌอมูลป5ปมิติปเดຌ฽ก຋ป(1)ปความถูกตຌองป
(2)ปความสอดคลຌองกันป(3)ปตรงตามความตຌองการของผูຌ฿ชຌป(4)ปความ฼ปຓนปຑจจุบันป฽ละป(5)ปความพรຌอม฿ชຌป
ทีไสอดคลຌองตามองคຏประกอบ฿นการประ฼มินคุณภาพขຌอมูลตามกรอบธรรมาภิบาลขຌอมูลภาครัฐป฾ดย฽ต຋ละมิติ
มีรายละ฼อียด฽ละตัวชีๅวัดป ( indicators)ป ดังต຋อเปนีๅ ป

มิติคุณภาพขຌอมูล รายละ฼อียด รายการตัวชีๅวัด 

ความถูกตຌองป฽ละ
สมบูรณຏป(Accuracy 

and Completeness) 

ประ฼มิน฼รืไองความ
ถูกตຌอง฽ม຋นยำป
฽หล຋งขຌอมูลทีไน຋า฼ชืไอถือป
฽ละมีกระบวนการ
ตรวจสอบป

 มี฽หล຋งขຌอมูลทีไน຋า฼ชืไอถือป
 มีกระบวนการหรือ฼ครืไองมือตรวจสอบป

จุดผิดพลาดของขຌอมูลป
 มีการตรวจสอบความครบถຌวนของขຌอมูลป
 มีวิธี฼กใบขຌอมูลทีไมีความ฼ปຓนกลางปน຋า฼ชืไอถือปป

฽ละเม຋สรຌางขຌอมูลทีไมีอคติป
 มีการระบุคำนิยาม฽ละลักษณะขຌอมูลทีไตຌองการป
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มิติคุณภาพขຌอมูล รายละ฼อียดป รายการตัวชีๅวัดป
ความสอดคลຌองกันป
(Consistency) 

ประ฼มิน฼รืไองรูป฽บบ
ของขຌอมูลปความ
สอดคลຌองกันป฽ละ
มาตรฐาน฿นการจัดทำ
ขຌอมูลของหน຋วยงานป

 มีการ฼กใบขຌอมูลภาย฿ตຌมาตรฐานขຌอมูล฼ดียวกันหรือ
มาตรฐานขຌอมูลทีไสอดคลຌองกันทำ฿หຌสามารถ฿ชຌ
ประ฾ยชนຏขຌอมูลร຋วมกันเดຌป

 มีการตรวจสอบรูป฽บบขຌอมูลภาย฿นชุดขຌอมูล
฼ดียวกันป

 ขຌอมูลมีความ฼ชืไอม฾ยง฽ละเม຋ขัด฽ยຌงกันป
 มีการ฿ชຌกฎปวิธีการตรวจวัดทีไสอดคลຌองกันทัๅงหน຋วยงานป

รวมถึงหน຋วยงานภายนอกป
 มีการกำหนดบทบาท฽ละผูຌรับผิดชอบขຌอมูลป

ตรงตามความตຌองการ
ของผูຌ฿ชຌป(Relevancy) 

ประ฼มินว຋าป฼ปຓนขຌอมูล
ทีไผูຌ฿ชຌตຌองการปหรือ฼ปຓน
ขຌอมูลทีไจำ฼ปຓนตຌองทราบป
มีความละ฼อียด
฼พียงพอต຋อการ
น้าเป฿ชຌงานป

 ขຌอมูลตรงตามความตຌองการ฽ละวัตถุประสงคຏของ
การ฿ชຌงานป

 มีผลประ฼มินความพึงพอ฿จของผูຌ฿ชຌป
 ฽ละมีการปรับปรุงคุณภาพ฿หຌตรงตามความตຌองการ

ของผูຌ฿ชຌป

ความ฼ปຓนปຑจจุบันป
(Timeliness) 

ประ฼มิน฼รืไองการ
฼ผย฽พร຋ขຌอมูลปป
การปรับปรุงขຌอมูลป
฽ละ฽ผน฼รืไอง
ระยะ฼วลาป

 ขຌอมูลมีการ฼ผย฽พร຋ปส຋งต຋อตรง฼วลาป
 ขຌอมูลมีความ฼ปຓนปຑจจุบันป
 ขຌอมูลมีการ฼ผย฽พร຋฿น฼วลาทีไ฼หมาะสมป
 มีการจัดทำปฏิทิน฼ผย฽พร຋ขຌอมูลป

ความพรຌอม฿ชຌป
(Availability) 

ประ฼มินความพรຌอม฿ชຌ
ของขຌอมูลปรวมเปถึง
ช຋องทาง฿นการขอปป
หรือ฿ชຌขຌอมูลป

 ขຌอมูลถูกจัด฿นรูป฽บบทีไพรຌอมนำเป฿ชຌงานป
฽ละ฼หมาะสมกับผูຌ฿ชຌงานป

 มีการ฼ผย฽พร຋ขຌอมูลทีไ฼หมาะสม฽ละสามารถป
฼ขຌาถึงเดຌป฾ดยผูຌ฿ชຌสามารถ฼ขຌาถึงขຌอมูลเดຌสะดวกป
ตามสิทธิทีไ฼หมาะสมป

 ขຌอมูลสามารถอ຋านดຌวย฾ปร฽กรมคอมพิว฼ตอรຏเดຌป
 มีคำอธิบายขຌอมูลทีไชัด฼จนป
 มีคำอธิบายขัๅนตอนการขอขຌอมูลทีไเม຋฼ผย฽พร຋ป

฼ปຓนสาธารณะสำหรับหน຋วยงานภายนอกป

฼ครืไองมือการประ฼มินคุณภาพขຌอมูลป฿นการประ฼มินคุณภาพขຌอมูลป฼จຌาของขຌอมูลหรือป
ผูຌครอบครองขຌอมูลสามารถ฿ชຌ฼ครืไองมือการประ฼มินคุณภาพขຌอมูลป฼พืไอตรวจสอบ฽ละควบคุมการบริหารจัดการ
ขຌอมูลป฼พื ไอ฿หຌเดຌขຌอมูลที ไมีคุณภาพปน຋า฼ชื ไอถือปรวมทั ๅงสามารถนำเป฿ชຌประ฾ยชนຏ฼พื ไอ฼พิ ไมประสิทธิภาพป
฿นการทำงานป฼พิไมคุณค຋า฿นการ฿หຌบริการภาครัฐป฾ดย฼ครืไองมือการประ฼มินคุณภาพขຌอมูลปมีป3ปประ฼ภทปคือ 

1.ป฽บบตรวจประ฼มินคุณภาพป(DQAปChecklist)ป฼พื ไอประ฼มินกระบวนการ฼ตรียมขຌอมูลป
฿หຌมีคุณภาพปตามมิติคุณภาพขຌอมูลป5ปมิติปป

ป
ป /2.ป฽บบประ฼มินป…ป
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ป
2.ป฽บบประ฼มินคุณภาพขຌอมูลดຌวยตน฼องป(DQAปSelf-Assessment)ป฼พืไอประ฼มินชุดขຌอมูล

ตามมิติคุณภาพขຌอมูลป5ปมิติป฼พืไอ฿หຌทราบว຋าขຌอมูลภาย฿นหน຋วยงานมีคุณภาพมากนຌอย฼พียง฿ดป฽ละควร
ปรับปรุงหรือพัฒนา฿นมิติ฿ดป

3.ป฽บบตรวจประ฼มินการควบคุม฽ละติดตามคุณภาพขຌอมูลป(DataปQualityปMonitoringป
andปControlปChecklist)ป฼พืไอตรวจสอบหลักฐาน฿นการสนับสนุนกระบวนการ฼ผย฽พร຋ขຌอมูลทีไมีคุณภาพป
ตั ๅง฽ต຋การจัด฼ตรียมขຌอมูลปการ฼ผย฽พร຋ข ຌอมูลป฽ละการรายงานผลขຌอมูลป฼พื ไอกำหนด฼ปຓนมาตรฐานป
฿นการดำ฼นินงาน฿นหน຋วยงานป

หมวดป5ปการจัดระดับชัๅนขຌอมูล 

฼กณฑຏพิจารณากำหนดระดับชัๅนขຌอมูลสำหรับทุกชุดขຌอมูลป(Dataset)ปทีไ฽ลก฼ปลีไยนกันเดຌป
฿นรูป฽บบอิ฼ลใกทรอนิกสຏทุกประ฼ภทปซึไงรวมถึงขຌอมูลลับ฿นรูป฽บบอิ฼ลใกทรอนิกสຏของหน຋วยงานภาครัฐป฾ดยจะ
เม຋ครอบคลุม฼อกสารทีไ฼ปຓนกระดาษทุกประ฼ภทป฼พืไอ฼ปຓน฼ครืไองมือประกอบการ฿ชຌดุลพินิจของผูຌมีอำนาจป
฿นการตัดสิน฿จกำหนดระดับชัๅนขຌอมูลปสามารถกำหนดการ฼ขຌาถึง฽ละ฿ชຌงานขຌอมูล฽ละกำกับดู฽ลขຌอมูลทีไมีป
ความอ຋อนเหวหรือขຌอมูลทีไมีระดับชัๅนความลับอย຋าง฼หมาะสม฼พืไอรักษาความ฼ปຓนส຋วนตัว฽ละความปลอดภัย
ของขຌอมูลปรวมทั ๅงกำหนดน฾ยบายการ฽บ຋งปຑนขຌอมูลระหว຋างหน຋วยงานภาครัฐ฾ดยเม຋ขัดต຋อขຌอกฎหมายป
ทีไ฼กีไยวขຌองป

การจัดระดับชัๅนขຌอมูลภาครัฐ฼จຌาของขຌอมูลหรือผูຌครอบครองขຌอมูลสามารถจัดระดับตาม
ผลกระทบทีไจะ฼กิดขึๅนตามมาตรฐาน฽ละขຌอกฎหมายทีไ฼กีไยวขຌองป฼พืไอ฿หຌสามารถจัดการขຌอมูล฿นกระบวนงานป
ทีไ฼กีไยวขຌองกับภารกิจเดຌอย຋างมีประสิทธิภาพปซึไงระดับชัๅนขຌอมูลสามารถ฽บ຋งเดຌป5ประดับปเดຌ฽ก຋ป

1)ปชั ๅน฼ปຂด฼ผยป(Open)ป฼ปຓนขຌอมูลข຋าวสารของราชการที ไหน຋วยงานของรัฐตຌอง฼ปຂด฼ผยป
฿หຌประชาชนเดຌรับรูຌปรับทราบปหรือตรวจสอบเดຌ฾ดยเม຋จำ฼ปຓนตຌองรຌองขอป฼ช຋นปกฎปมติคณะรัฐมนตรีปขຌอบังคับป
รายงานผลการศึกษาทางวิชาการป฽ละขຌอมูล฼ปຂดภาครัฐปฯลฯป

2)ปชัๅน฼ผย฽พร຋ภาย฿นองคຏกรป(Private)ป฼ปຂด฼ผย฼มืไอเดຌรับอนุญาตป฼ปຓนขຌอมูลทีไสำนักงานเม຋เดຌ
฼ผย฽พร຋฾ดยอิสระป฾ดยทัไวเปจะ฼กีไยวขຌองกับขຌอมูลทีไมีลักษณะ฼ปຓนส຋วนตัวปเม຋ว຋าจะ฼ปຓนขຌอมูลบุคคลหรือองคຏกรป
฽ละ฽มຌว຋าการสูญ฼สียขຌอมูลหรือการ฼ปຂด฼ผยขຌอมูลอาจเม຋ส຋งผล฿หຌ฼กิดผลกระทบทีไสำคัญป฽ต຋กใเม຋พึงประสงคຏทีไ฿หຌ
฼ปຂด฼ผย฾ดยเม຋เดຌรับอนุญาตป฼ช຋นปขຌอมูลระ฼บียนปขຌอมูลพนักงานป฼อกสารประกอบการปฏบิัติงาน฽ละวิธีปฏิบัติ
ภาย฿นหน຋วยงานปฯลฯป

3)ปชัๅนลับป(Confidential)ป฼ปຂด฼ผย฼มืไอเดຌรับอนุญาตป฼ปຓนขຌอมูลทีไจดัระดับชัๅนลบัปหรือมีความ
อ຋อนเหวปซึไงหากมีการ฼ปຂด฼ผยต຋อบุคคล/องคຏกรทีไเม຋เดຌรับอนุญาตปจะส຋งผล฿หຌ฼กิดความอับอายอย຋างมากป
ต຋อบุคคล/องคຏกรป฽ละอาจ฼ปຓนผลทางกฎหมายปหรือจะก຋อ฿หຌ฼กิดความ฼สียหาย฽ก຋ปผลประ฾ยชนຏ฽ห຋งรัฐปป
฼ช຋นปขຌอมูลการฟງองคดีป฽ละความ฼หในภาย฿นหน຋วยงานทีไยังเม຋เดຌขຌอยุติปฯลฯปป

4)ปช ั ๅนล ับมากป(Secret)ป฼ปຂด฼ผย฼มื ไอเดຌร ับอนุญาตป฼ปຓนขຌอมูลที ไจ ัดระดับชั ๅนล ับมากปป
หรือมีความอ຋อนเหวปานกลางปซึไงหากสูญหายหรือ฼ปຂด฼ผยอย຋างเม຋ถูกตຌอง฼หมาะสมปจะก຋อ฿หຌ฼กิดความสูญ฼สีย/
ผลกระทบรຌาย฽รงปอาจทำ฿หຌ฼สียชืไอ฼สียง฽ละการสูญ฼สียทางการ฼งิน/ทรัพยຏสินปต຋อความมัไนคง฽ละผลประ฾ยชนຏ
฽ห຋งรัฐอย຋างรຌาย฽รงปหรือทีไมีนัยสำคัญป(Importance)ป฼ช຋นปรายงานการ฽พทยຏปขຌอมูลความสัมพันธຏระหว຋าง
ประ฼ทศป฽ละน฾ยบายส้าคัญทีไ฿ชຌปฏิบัติต຋อรัฐต຋างประ฼ทศปฯลฯปป

5)ปชัๅนลับทีไสุดป(TopปSecret)ป฼ปຂด฼ผยเม຋เดຌป ฼ปຓนขຌอมูลทีไจัดระดับชัๅนลับทีไสุดปหรือมีความ
อ຋อนเหวมากปซึไงหากสูญหายหรือ฼ปຂด฼ผยอย຋างเม຋ถูกตຌอง฼หมาะสมปจะก຋อ฿หຌ฼กิดความสูญ฼สีย/ผลกระทบป
รຌาย฽รงทีไสุดปอาจทำ฿หຌชืไอ฼สียงป฽ละการสูญ฼สียทางการ฼งิน/ทรัพยຏสินปต຋อความมัไนคง฽ละผลประ฾ยชนຏ฽ห຋งรัฐ
อย຋างรຌาย฽รงปหรือทีไสำคัญยิไงยวดป(Vital)ป฿นกรณีขຌอมูลทีไอยู຋฿นชัๅนป๡ลับทีไสุด๢ปจะถูกจำกัดการ฿ชຌปเม຋฼ปຂด฼ผยป
฽ละเม຋สามารถนำ฼ขຌา฿นระบบสารสน฼ทศเดຌปตຌองดำ฼นินการ฿นรูป฽บบ฼อกสารป(HardปCopy)ป฼ท຋านัๅนป฼ช຋นป
ขຌอมูลกำลังรบปขຌอมูลดຌานการข຋าวกรองยุทธศาสตรຏปขຌอมูลความมัไนคง฼ชิงน฾ยบายป

/หมวดป6ป…ป
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หมวดป6ปการบริหารจัดการขຌอมูล 

การบริหารจัดการขຌอมูล฽บ຋งตามวงจรชีวิตขຌอมูลปเดຌ฽ก຋ป1.ปการสรຌางขຌอมูลป2.ปการจัด฼กใบขຌอมูลป
3.ปการประมวลผลขຌอมูล฽ละการ฿ชຌขຌอมูลป4.ปการ฼ปຂด฼ผยขຌอมูลป5.ปการทำลายขຌอมูลป6.ปการ฼ชืไอม฾ยงป
฽ละการ฽ลก฼ปลีไยนขຌอมูลป฿น฽ต຋ละขຌอจะระบุปผูຌรับผิดชอบงานปขຌอปฏิบัติป฽ละ฼อกสารประกอบการบริหาร
จัดการขຌอมูลป

1.ปการสรຌางขຌอมูล ฿นการสรຌางขຌอมูลผูຌทีไ฼กีไยวขຌองตຌองสรຌางขຌอมูล฿หຌมีคุณภาพปมีความมัไนคง
ปลอดภัยป฽ละ฼ปຓนประ฾ยชนຏต຋อผูຌ฿ชຌขຌอมูลป฾ดยมีผูຌรับผิดชอบงานปดังนีๅป

-ปผูຌสรຌางขຌอมูลป(DataปCreators)ป
-ปทีมบริหารจัดการขຌอมูลป(DataปManagementปTeam)ป
-ป฼จຌาของขຌอมูลป(DataปOwners)ป
-ปบริกรขຌอมูลป(DataปStewards)ป
-ปผูຌดู฽ลระบบสารสน฼ทศป(SystemปAdministrators)ป

ขຌอปฏิบัต ิ

1.ป฼จຌาของขຌอมูลป(เม຋ว຋าป฼จຌาของขຌอมูลปจะอยู຋ภาย฿นปกอง/สำนัก/ศูนยຏ/กลุ຋มป฼ดียวปหรือป
มากกว຋าหลายปกอง/สำนกั/ศูนยຏ/กลุ຋มปตຌองมีการกำหนดชัด฼จนปถึงอำนาจหนຌาทีไ฽ละขัๅนตอนการทำงานร຋วมกัน)ป

1.1ปกำหนดผูຌมีสิทธิ฿นการสรຌางขຌอมูลป฽ละจะตຌองทบทวนสิทธินั ๅนปอย຋างนຌอยป຃ละปป
1ปครั ๅงปหรือ฼มื ไอมีการ฼ปลี ไยน฽ปลงที ไสำคัญป฼ช຋นปการลาออกป฼ปลี ไยนตำ฽หน຋งป฾อนยຌายปสิ ๅนสุดการจຌางปป
การปรับ฾ครงสรຌางปหรือ฼มืไอมีการปรับปรุงระบบสารสน฼ทศป฼ปຓนตຌนป

1.2ปกำหนดหมวดหมู຋฽ละชัๅนความลับของขຌอมูลป
2.ปผูຌดู฽ลระบบสารสน฼ทศจะตຌองกำหนดสิทธิ฿นการสรຌางขຌอมูล฿นระบบ฿หຌ฽ก຋ผูຌสรຌางขຌอมูล

ตามทีไ฼จຌาของขຌอมูลกำหนดป
3.ป฼จຌาของขຌอมูลปบริกรขຌอมูลป฽ละทีมบริหารจัดการขຌอมูลปร຋วมจัดทำคำอธิบายปชุดขຌอมูล

ดิจิทัลหรือ฼มทาดาตาป(Metadata)ป฼มื ไอมีการสรຌางชุดขຌอมูลป (Datasets)ปตามมาตรฐานขั ๅนตไำคำอธิบายป
ชุดขຌอมูลดิจิทัลทีไสำนักงานพัฒนารัฐบาลดิจิทัลป(สพร.)ปกำหนดป฽ละกำหนด฿หຌทำการประ฼มินคุณค຋าของป
ชุดขຌอมูลดิจิทัลตาม฽บบฟอรຏมประ฼มินคุณค຋าชุดขຌอมูลที ไปสพร.ปหรือหน຋วยงานกำหนดป฼พื ไอสนับสนุนป
การคัด฼ลือก฼ปຓนชุดขຌอมูลคุณค຋าสูงป(HighปValueปDataset)ป฽ละ฼ผย฽พร຋฼ปຓนขຌอมูล฼ปຂดของหน຋วยงานป
ต຋อสาธารณะตามกฎหมายว຋าดຌวยขຌอมูลข຋าวสารของราชการ฿นรูป฽บบขຌอมูลดิจิทัลป

4.ปหຌามมิ฿หຌผูຌสรຌางขຌอมูลนำขຌอมูลทีไขัดต຋อกฎหมายว຋าดຌวยการกระทำความผิด฼กีไยวกับ
คอมพิว฼ตอรຏ฼ขຌาสู຋ระบบคอมพิว฼ตอรຏปซึไงมีลักษณะดังต຋อเปนีๅป

-ปปขຌอมูลทีไบิด฼บือนปหรือขຌอมูลปลอมเม຋ว຋าทัๅงหมดหรือบางส຋วนป
-ปปขຌอมูลอัน฼ปຓน฼ทใจที ไน຋าจะ฼กิดความ฼สียหายต຋อการรักษาความมั ไนคงปลอดภัยปป

ความปลอดภัยสาธารณะปความมัไนคงทาง฼ศรษฐกิจปหรือป฾ครงสรຌางพืๅนฐานปหรือปก຋อ฿หຌ฼กิดความตืไนตระหนกป
-ปขຌอมูลอัน฼ปຓนความผิด฼กีไยวกับความมัไนคงปหรือปความผิด฼กีไยวกับการก຋อการรຌายป
-ปขຌอมูลทีไมีลักษณะอันลามกป฽ละคนทัไวเปอาจ฼ขຌาถึงเดຌป
-ปขຌอมูลทีไปรากฏภาพของผูຌอืไนป฽ละ฼ปຓนภาพทีไสรຌางขึๅนปตัดต຋อป฼ติมปหรือดัด฽ปลงดຌวย

วิธีการทางอิ฼ลใกทรอนิกสຏปทำ฿หຌผูຌอืไน฼สียชืไอ฼สียงปถูกดูหมิไนถูก฼กลียดชังปหรือปเดຌรับความอับอายป
5.ปหຌามมิ฿หຌผูຌสรຌางขຌอมูลปทำการสรຌาง/ทำซๅำต຋อขຌอมูลทีไขัดต຋อกฎหมายว຋าดຌวยลิขสิทธิ่หรือ

ทรัพยຏสินทางปຑญญาของผูຌอืไนป฼วຌน฽ต຋จะ฼ปຓนเปตามอำนาจทีไกฎหมายรับรองป
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6.ปกำหนด฿หຌผูຌสรຌางขຌอมูลสรຌางขຌอมูลทีไมาจาก฽หล຋งขຌอมูลทีไ฼ชืไอถือเดຌ฼ท຋านัๅนป
7.ปกำหนด฿หຌ฼จຌาของขຌอมูลตรวจสอบความถูกตຌองของขຌอมูลทีไถูกสรຌางขึๅนป
8.ปขຌอปฏิบัติอืไนปโปตามทีไหน຋วยงานกำหนด฼พิไม฼ติมป

2.ปการจัด฼กใบขຌอมูลป ฿นการจัด฼กใบขຌอมูลผู ຌที ไ฼กี ไยวขຌองตຌองจัด฼กใบขຌอมูล฿หຌมีคุณภาพปป
฼ขຌาถึงป฽ละ฿ชຌงานเดຌอย຋างมัไนคงปลอดภัยป฾ดยมีผูຌรับผิดชอบงานปดังนีๅป

-ป฼จຌาของขຌอมูลป(DataปOwners)ป
-ปผูຌดู฽ลระบบสารสน฼ทศป(SystemปAdministrators)ป
-ปผูຌสรຌางขຌอมูลป(DataปCreators)ป
-ปบริกรขຌอมูลป(DataปStewards)ป
-ปผูຌ฿ชຌขຌอมูลป(DataปUsers)ป
-ปทีมบริหารจัดการขຌอมูลป(DataปManagementปTeam)ป

ขຌอปฏิบัติ 
1.ปกำหนด฿หຌ฼จຌาของขຌอมูลจะตຌองกำหนดระยะ฼วลา฿นการจัด฼กใบขຌอมูลทีไชัด฼จนป
2.ปกำหนด฿หຌทีมบริหารจัดการขຌอมูลป฽ละผูຌดู฽ลระบบสารสน฼ทศทำการยຌายขຌอมูลทีไมีป

การจัด฼กใบ฼กินระยะ฼วลาทีไกำหนด฽ลຌว฼พืไอจัด฼กใบ฼ปຓนขຌอมูลถาวรป
3.ปกำหนด฿หຌการจัด฼กใบชุดขຌอมูลจะตຌองมีคำอธิบายชุดขຌอมูลดิจิทัลหรือ฼มทาดาตาปป

หากเม຋มีหรือปเม຋ครบถຌวนปทีมบริหารจัดการขຌอมูลจะตຌอง฽จຌงผูຌรับผิดชอบปเดຌ฽ก຋ป฼จຌาของขຌอมูลปบริกรขຌอมูลป
ดຌาน฼ทคนิคป฽ละบริกรขຌอมูลดຌานธุรกิจป฾ดยทีมบริหารจัดการขຌอมูลร຋วมกันจัดทำ฽ละปรับปรุง฿หຌ฼ปຓนปຑจจุบันป

4.ปผูຌมีส຋วนเดຌส຋วน฼สีย฼กีไยวขຌองกับขຌอมูลปทัๅง฼จຌาของขຌอมูลปผูຌสรຌางขຌอมูลปผูຌ฿ชຌขຌอมูลป฽ละป
ทีมบริหารจัดการขຌอมูลปจะตຌองจัด฼กใบขຌอมูลตามการจัดชัๅนความลับของหน຋วยงานป฾ดยทำการ฼ขຌารหัสขຌอมูลปป
฼พืไอปງองกันการ฼ขຌาถึงหรือ฽กຌเขขຌอมูล฾ดยเม຋เดຌรับอนุญาตปทัๅงนีๅการ฼ขຌารหัสขຌอมูล฿หຌปฏิบัติตามวิธีการ฼ขຌาป
รหัสขຌอมูล฽นวปฏิบัติ฿นการรักษาความมัไนคงปลอดภัยดຌานสารสน฼ทศของหน຋วยงานป

4.1ป฿นกรณีทีไ฿นตารางฐานขຌอมูล฼ดียวกันมีฟຂลดຏขຌอมูลที ไมีช ั ๅนความลับ฽ละเม຋มีป
ชัๅนความลับอยู຋ร຋วมกัน฿หຌทำการ฼ขຌารหัสขຌอมูล฼ฉพาะฟຂลดຏขຌอมูลทีไมีชัๅนความลับ฼ท຋านัๅนป

4.2ป฿นกรณีขຌอมูลทีไจัด฼กใบ฿นรูป฽บบ฼อกสารป฿หຌมีการจัด฼กใบปดังนีๅป
-ป฼กใบ฿นสถานทีไ฼หมาะสมปสามารถปຂดลใอกเดຌ฼มืไอเม຋฿ชຌงานป
-ป฼กใบ฽ยกออกจากอุปกรณຏประมวลผลต຋างปโป฼ช຋นป฼ครืไองพิมพຏป฼ครืไองถ຋าย฼อกสารปป

฼ปຓนตຌนป฾ดยทันทีป฼พืไอ฼ปຓนการปງองกันเม຋฿หຌผูຌเม຋มีสิทธิ฿นการ฼ขຌาถึงขຌอมูลป฼ขຌาถึงขຌอมูลเดຌป
5.ปกำหนด฿หຌมีวิธีปฏิบัติการกูຌคืนขຌอมูลทีไจัด฼กใบถาวรปสำหรับขຌอมูลทีไมีความสำคัญมากป

ต຋อการดำ฼นินงานของหน຋วยงานป฼พืไอสอบทานความถูกตຌองปครบถຌวนปความพรຌอม฿ชຌงานปคุณภาพขຌอมูลป
6.ป฿นการจัด฼กใบขຌอมูลส຋วนบุคคล฿หຌ฼กใบรวบรวมเดຌ฼ท຋าทีไจำ฼ปຓนปภาย฿ตຌอำนาจหนຌาทีไ฽ละ

วัตถุประสงคຏอันชอบดຌวยกฎหมายว຋าดຌวยการคุຌมครองขຌอมูลส຋วนบุคคลป฽ละเม຋฼กใบรวบรวมขຌอมูลส຋วนบุคคลป
฼วຌน฽ต຋เดຌรับการยินยอมจาก฼จຌาของขຌอมูลส຋วนบคุคลปหรือพระราชบญัญัติว຋าดຌวยการคุຌมครองขຌอมลูส຋วนบุคคลป
หรือกฎหมายอืไนบัญญัติ฿หຌกระทำเดຌป

7.ปกำหนด฿หຌมีการยก฼ลิกการจัด฼กใบขຌอมูลส຋วนบุคคลกรณี฼จຌาของขຌอมูลส຋วนบุคคลป
ถอนความยินยอมตามทีไกฎหมายว຋าดຌวยการคุຌมครองขຌอมูลส຋วนบุคคลกำหนดป
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8.ป฿นกรณีทีไมีการประชุมหรือธุรกรรมออนเลนຏปกำหนด฿หຌมีการจัด฼กใบรักษาขຌอมูลจราจร

ทางคอมพิว฼ตอรຏเวຌเม຋นຌอยกว຋าป90ปวันปนับ฽ต຋วันทีไขຌอมูล฼ขຌาสู຋ระบบคอมพิว฼ตอรຏป฾ดยจัด฼กใบรักษาขຌอมูลของ
ผูຌ฿ชຌบริการ฼ท຋าทีไจำ฼ปຓน฼พืไอ฿หຌสามารถระบุตัวผูຌ฿ชຌบริการนับ฽ต຋฼ริไม฿ชຌบริการ฿หຌสอดคลຌองตามกฎหมายว຋าดຌวย
การกระทำความผิดทางคอมพิว฼ตอรຏ฽ละ฿นการจัด฼กใบรักษาขຌอมูลจราจรทางคอมพิว฼ตอรຏ฿หຌสอดคลຌองตาม
กฎหมายว຋าดຌวยการกระทำความผิดทางคอมพิว฼ตอรຏปผู ຌ฿หຌบริการจะตຌอง฿ชຌว ิธ ีการที ไมั ไนคงปลอดภัยป
อย຋างนຌอยปดังนีๅป

-ป฼กใบลง฿นสื ไอที ไร ักษาความครบถຌวนถูกตຌอง฽ทຌจริงป (Integrity)ป฽ละระบุต ัวตนป
(Identification)ปทีไ฼ขຌาถึงสืไอเดຌป

-ปมีการรักษาความลับของขຌอมูลป฽ละกำหนดชัๅนความลับ฿นการ฼ขຌาถึง฽ละจัด฼กใบ
ขຌอมูลป฼พืไอรักษาความน຋า฼ชืไอถือของขຌอมูลป฽ละเม຋อนุญาต฿หຌผูຌดู฽ลระบบ฽กຌเขขຌอมูลทีไจัด฼กใบเวຌเดຌป

-ปการจัด฼กใบขຌอมูลระบุรายละ฼อียดผู ຌ฿ชຌบริการ฼ปຓนรายบุคคลเดຌป(Identificationปandป
Authentication)ป฼ช຋นปProxyปServerปNATป฽ละอืไนปโป

9.ปกำหนด฿หຌมีมาตรการรักษาความปลอดภัย฿นการจัด฼กใบขຌอมูลปรวมทั ๅงกรณีที ไมีป
การ฼คลืไอนยຌายอุปกรณຏทีไจัด฼กใบขຌอมูลป฼พืไอปງองกันมิ฿หຌมีการ฼ขຌาถึง฾ดยมิเดຌรับอนุญาตปหรือลักลอบนำขຌอมูลเป฿ชຌป
ทีไก຋อ฿หຌ฼กิดความ฼สียหายต຋อหน຋วยงานป

10.ปกำหนดมาตรการรักษาความปลอดภัยของขຌอมูลทีไจัด฼กใบถาวรป฼พืไอปງองกันขຌอมูล
เม຋฿หຌมีการลบปปรับปรุงป฽กຌเขเดຌปรวมทัๅงปງองกันมิ฿หຌขຌอมูลทีไจัด฼กใบถาวรรัไวเหลเปยังบุคคลทีไเม຋เดຌรับอนุญาตป

11.ปกำหนด฿หຌมีมาตรการรักษาความปลอดภัยของการถ຋าย฾อนขຌอมูลกับหน຋วยงาน
ภายนอกทีไผ຋านช຋องทางการสืไอสารทุกชนิดป฾ดยตຌองสอดคลຌองตามน฾ยบายความมัไนคงปลอดภัยสารสน฼ทศป

12.ปหຌามมิ฿หຌจัด฼กใบขຌอมูลส຋วนตัวหรือขຌอมูลที ไเม຋฼กี ไยวขຌองกับการดำ฼นินงานของ
หน຋วยงานปสำหรับการจัด฼กใบขຌอมูลถาวรบน฼ครืไอง฽ม຋ข຋ายทีไหน຋วยงานจัดสรรเวຌป

13.ปกำหนด฿หຌมีการทบทวน฼กีไยวกับช຋วงระยะ฼วลาการจัด฼กใบขຌอมูลปมาตรการป฽ละวิธี
ปฏิบัติทีไ฼กีไยวขຌองกับการจัด฼กใบขຌอมูลถาวรปอย຋างนຌอยป຃ละป1ปครัๅงป

14.ปขຌอปฏิบัติอืไนปโปตามทีไหน຋วยงานกำหนด฼พิไม฼ติมป

3.ปการประมวลผลขຌอมูล฽ละการ฿ชຌขຌอมูล ฿นการประมวลผลขຌอมูล฽ละการ฿ชຌขຌอมูลป
ผูຌทีไ฼กีไยวขຌองตຌองประมวลผล฽ละ฿ชຌขຌอมูล฿หຌมีประสิทธิภาพปถูกตຌองปตรงตามวัตถุประสงคຏป฼พืไอ฿หຌ฼กิดประ฾ยชนຏ
สูงสุดป฾ดยมีผูຌรับผิดชอบงานปดังนีๅป

-ป฼จຌาของขຌอมูลป(DataปOwners)ป
-ปผูຌ฿ชຌขຌอมูลป(DataปUsers)ป
-ปผูຌดู฽ลระบบสารสน฼ทศป(SystemปAdministrators)ป

ขຌอปฏิบัต ิ

1.ป฼จຌาของขຌอมูลจะตຌองกำหนดผูຌมีสิทธิ฼ขຌาถึง฼พืไอประมวลผล฽ละ฿ชຌขຌอมูลตามชัๅนความลับปดังนีๅ 
-ปขຌอมูล฼ปຂด฼ผยเดຌปเม຋กำหนดสิทธิการ฼ขຌาถึง฼พืไอประมวลผล฽ละ฿ชຌงานขຌอมูลป
-ปขຌอมูลทีไมีชัๅนความลับปกำหนด฿หຌผูຌ฿ชຌงานทีไเดຌรับสิทธิ฼ขຌาถึง฽ละ฿ชຌขຌอมูลตามอำนาจ

หนຌาทีไ฼ท຋านัๅนป
-ปข ຌอม ูล฿ช ຌภาย฿นปกำหนด฿ห ຌบ ุคลากรของหน຋วยงาน฼ท ຋าน ั ๅนท ี ไม ีส ิทธ ิ ฼ข ຌาถึงป

฼พืไอประมวลผล฽ละ฿ชຌงานขຌอมูลเดຌป
ป
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2.ปผูຌดู฽ลระบบสารสน฼ทศจะตຌองกำหนดสิทธิ฿นการ฼ขຌาถึงขຌอมูล฿นระบบ฼พืไอประมวลผล

฽ละ฿ชຌขຌอมูลของผูຌ฿ชຌงานตามทีไ฼จຌาของขຌอมูลกำหนดป
3.ป฼จຌาของขຌอมูลจะตຌองทบทวนสิทธิการ฼ขຌาถึง฼พืไอประมวลผล฽ละ฿ชຌขຌอมูลของผูຌ฿ชຌงานป

อย຋างนຌอยป຃ละป1ปครั ๅงปหรือ฼มื ไอมีการ฼ปลี ไยน฽ปลงที ไสำคัญป฼ช຋นปการลาออกป฼ปลี ไยนตำ฽หน຋งป฾อนยຌายปป
สิๅนสุดการจຌางปการปรับ฾ครงสรຌางปหรือ฼มืไอมีการปรับปรุงระบบสารสน฼ทศป฼ปຓนตຌนป

4.ปผูຌทีไมีสิทธิ฼ขຌา฿ชຌงานขຌอมูลทีไมีชัๅนความลับตามทีไกำหนด฾ดย฼จຌาของขຌอมูลจะตຌอง฿ชຌ
ขຌอมูลอย຋างระมัดระวังป฾ดยคำนึงถึงความปลอดภัย฽ละตຌองเม຋฿ชຌงานขຌอมูลทีไมีชัๅนความลับ฿นพืๅนทีไสาธารณะป

5.ปผูຌ฿ชຌขຌอมูลจะประมวลผลขຌอมูลหรือ฿ชຌขຌอมูลส຋วนบุคคล฼ท຋าทีไจำ฼ปຓนภาย฿ตຌอำนาจหนຌาทีไ
฽ละวัตถุประสงคຏอันชอบดຌวยกฎหมายว຋าดຌวยการคุ ຌมครองขຌอมูลส຋วนบุคคลปหรือตามคำสั ไงที ไเดຌรับจาก
หน຋วยงาน฼ท຋านัๅนป฼วຌน฽ต຋คำสัไงนัๅนขัดต຋อกฎหมายหรือบทบัญญัติ฿นการคุຌมครองขຌอมูลส຋วนบุคคลป

6.ปหน຋วยงานตຌองยก฼ลิกการประมวลผลขຌอมูลหรือการ฿ชຌขຌอมูลส຋วนบุคคลปกรณีทีไ฼จຌาของ
ขຌอมูลส຋วนบุคคลถอนความยินยอมตามทีไกฎหมายว຋าดຌวยการคุຌมครองขຌอมูลส຋วนบุคคลกำหนดป

7.ปผูຌ฿ชຌขຌอมูลจะตຌองเม຋฿ชຌขຌอมูล฿น฼ครือข຋ายของหน຋วยงาน฼พืไอประ฾ยชนຏ฿น฼ชิงธุรกิจป
฼ปຓนการส຋วนตัวหรือ฼พืไอ฼ขຌาสู຋฼วใบเซตຏทีไเม຋฼หมาะสมหรือ฿ชຌขຌอมูลอันก຋อ฿หຌ฼กิดความ฼สียหายต຋อหน຋วยงานป

8.ปขຌอปฏิบัติอืไนปโปตามทีไหน຋วยงานกำหนด฼พิไม฼ติมป

4.ปการ฼ปຂด฼ผยขຌอมูล ฿นการ฼ปຂด฼ผยขຌอมูลผูຌที ไ฼กี ไยวขຌองตຌอง฼ปຂด฼ผยขຌอมูลต຋อสาธารณะป
฾ดยอิงจากกฎหมายปกฎ฼กณฑຏป฽ละ฽นวปฏิบัติทีไ฼กีไยวขຌองปทัๅงนีๅขຌอมูลทีไ฼ปຂด฼ผยควร฼ปຓนประ฾ยชนຏปสามารถนำเป
ประมวลผล฽ละ฿ชຌต຋อยอด฿นการพัฒนา฿นรูป฽บบต຋างปโปเดຌป฾ดยมีผูຌรับผิดชอบงานปดังนีๅ 

-ป฼จຌาของขຌอมูลป(DataปOwners) 
-ปผูຌ฿ชຌขຌอมูลป(DataปUsers) 
-ปบริกรขຌอมูลป(DataปStewards) 
-ปทีมบริหารจัดการขຌอมูลป(DataปManagementปTeam) 

ขຌอปฏิบัต ิ

1.ป฼จຌาของขຌอมูลจะตຌอง฼ปຂด฼ผยขຌอมูล฿นความรับผิดชอบต຋อสาธารณะตามกฎหมายว຋าดຌวย
ขຌอมูลข຋าวสารของราชการป฽ละมาตรฐาน฽ละหลัก฼กณฑຏการ฼ปຂด฼ผยขຌอมูล฼ปຂดภาครัฐ฿นรูป฽บบขຌอมูลป
ดิจิทัลต຋อสาธารณะป

2.ป฼จຌาของขຌอมูลทำการ฼ปຂด฼ผยขຌอมูล฿นความรับผิดชอบ฿นรูป฽บบทีไขຌอมูล฼ปຂดของ
หน຋วยงาน฾ดยดำ฼นินการปดังนีๅป

-ปกำหนดลักษณะของขຌอมูลที ไ฼ผย฽พร຋กำหนด฿หຌอยู ຋฿นรูป฽บบทีไ฼ครื ไองสามารถ
ประมวลผลเดຌป

-ปกำหนด฿หຌมีคำอธิบายขຌอมูลหรือ฼มทาดาตาสำหรับขຌอมูลทีไตຌอง฼ปຂด฼ผยป
-ปขຌอมูลทีไ฼ผย฽พร຋จะตຌองมีการบันทึก฼วลาป(Timestamps)ปทีไช຋วย฿หຌผูຌ฿ชຌงานสามารถ

ระบุเดຌว຋าขຌอมูลนัๅน฼ปຓนปຑจจุบันป
-ปขຌอมูลทีไ฼ผย฽พร຋ตຌองมาจาก฽หล຋งทีไ฼กใบขຌอมูล฾ดยตรงปดຌวยระดับความละ฼อียดสูงป

฾ดยเม຋มีการปรับ฽ต຋งหรือ฼ปຓนขຌอมูลรูป฽บบสรุปป(Summaryปdata)ป
-ปช ุดขຌอมูล฽ละรายการช ุดข ຌอมูลที ไ ฼ผย฽พร຋จะตຌองมีการจัดร ูป฽บบที ไกำหนดป

฼ปຓนมาตรฐานป฽ละกำหนดภาย฿ตຌหมวดหมู຋฼ดียวกันป฼พืไอ฿หຌผูຌ฿ชຌขຌอมูลสามารถคຌนหา฽ละ฼ขຌาถึงขຌอมูลเดຌง຋ายป
ป
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3.ปกำหนด฿หຌ฼งื ไอนเข฽ละขຌอกำหนดของขຌอมูลที ไนำมา฼ปຂด฼ผยภาย฿น฼ครือข຋ายของ

หน຋วยงานปขຌอมูลทีไ฼ผย฽พร຋ตຌองเม຋ขัดต຋อกฎหมายว຋าดຌวยทรัพยຏสินทางปຑญญาป฼วຌน฽ต຋การ฼ปຂด฼ผยขຌอมูลจะ฼ปຓนเป
ตามอำนาจทีไกฎหมายรับรองป

4.ปสนับสนุนการจัดทำบัญชีขຌอมูลหน຋วยงาน฽ละการลงทะ฼บียนบัญชีขຌอมูลภาครัฐปป
฾ดยบริหารจัดการขຌอมูลสำคัญปจัดทำบัญชีขຌอมูลของหน຋วยงานป฽ละทำการลงทะ฼บียนบัญชีขຌอมูลของ
หน຋วยงาน฽ละป ช ุดข ຌอม ูลสำคัญป ฼ข ຌาส ู ຋ระบบบัญช ีข ຌอม ูลภาคร ัฐป (GovernmentปDataปCatalogปหรือปป
GDปCatalog)ป฼พืไอการ฼ปຂด฼ผยขຌอมูลภาครัฐทีไ฼ปຓนระบบป฽ละมี฼อกภาพปสามารถสืบคຌนชุดขຌอมูลปคำอธิบายป
ชุดขຌอมูลปรวมเปถึง฽หล຋งตຌนทางของชุดขຌอมูลภาครัฐทีไสำคัญปสนับสนุนการ฿ชຌประ฾ยชนຏขຌอมูลภาครัฐร຋วมกันป

5.ปสนับสนุนการ฼ผย฽พร຋ขຌอมูลผ຋านช຋องทางทีไง຋ายต຋อการ฼ขຌาถึงขຌอมูลป฽ละสนับสนุนการ
฼ปຂด฼ผยขຌอมูล฿นรูป฽บบดิจิทัลต຋อสาธารณะทีไศูนยຏกลางขຌอมูล฼ปຂดภาครัฐป (GovernmentปOpenปData)ปป
ผ຋าน฼วใบเซตຏปdata.go.thป฾ดยป

-ปกำหนด฿หຌมีมาตรการรักษาความมั ไนคงปลอดภัย฿นการ฼ปຂด฼ผยขຌอมูลที ไกำหนดป
ลำดับชัๅนขຌอมูลตัๅง฽ต຋ลับขึๅนเปอย຋าง฼พียงพอ฽ละมีประสิทธิภาพป

-ปมีการตรวจสอบขຌอมูลทีไ฼ผย฽พร຋จากหน຋วยงานทัๅงภาย฿น฽ละภายนอกหน຋วยงานป
฼พืไอ฿หຌมัไน฿จว຋าหน຋วยงานเดຌมีขຌอมูลทีไ฼ผย฽พร຋ทีไมีคุณค຋าป

-ปการ฼ผย฽พร຋ขຌอมูลปตຌองมีการตรวจสอบรูป฽บบขຌอมูลทีไ฼ผย฽พร຋฿หຌสอดคลຌองกับ
มาตรฐานทีไหน຋วยงานกำหนดป

-ปหากการ฼ปຂด฼ผยนัๅน฼ปຓนการ฼ปຂด฼ผยบนช຋องทางทีไดู฽ลรับผิดชอบ฾ดยหน຋วยงานอืไนป
ทีไ฿หຌปฏิบัติตาม฼อกสารคู຋มือการนำขຌอมูลขึๅน฼ผย฽พร຋ของหน຋วยงานนัๅนป

-ปหากการ฼ปຂด฼ผยขຌอมูลเม຋ครบถຌวนปหรือเม຋฼ปຓนปຑจจุบันป฿หຌ฽จຌง฼จຌาของขຌอมูลปป
บริกรขຌอมูลป฽ละทีมบริหารจัดการขຌอมูลทำการจัดทำ/ปรับปรุง฿หຌ฼ปຓนปຑจจบุันป

6.ปกำหนด฿หຌ฼ปຂด฼ผยขຌอมูลส຋วนบุคคลตามขຌอกำหนดของพระราชบัญญัติคุຌมครองขຌอมูลป
ส຋วนบุคคลปพ.ศ.ป2562ปหรือตามคำสัไงทีไเดຌรับจากหน຋วยงาน฼ท຋านัๅนป฼วຌน฽ต຋คำสัไงนั ๅนขัดต຋อกฎหมายหรือ
บทบัญญัติ฿นกฎหมายว຋าดຌวยการคุຌมครองขຌอมูลส຋วนบุคคลป

7.ป฼จຌาของขຌอมูลหຌาม฼ปຂด฼ผยขຌอมูลความมัไนคง฽ละขຌอมูลความลับทางราชการทีไอยู຋฿นป
ความครอบครองของหน຋วยงานรวมทัๅงหຌาม฼ปຂด฼ผยขຌอมูลทีไ฼ปຓนการกระทำความผิดตามกฎหมายปน฾ยบายปป
฽ละ฽นวปฏิบัติอันทำ฿หຌ฼กิดความ฼สียหายต຋อหน຋วยงานป

8.ปกำหนด฿หຌ฼จຌาของขຌอมูลคัด฼ลือกขຌอมูลทีไจะ฼ปຂด฼ผย฿นรูป฽บบขຌอมูล฼ปຂดจากลำดับชัๅน
ความสำคัญของชุดขຌอมูลทีไมีคุณค຋าสูงป(HighปValueปDataset)ป

9.ปกำหนด฿หຌ฼จຌาของขຌอมูลตຌองกำหนดรอบระยะ฼วลา฿นการตรวจสอบ฽ละปรับปรุงขຌอมูลป
ทีไ฼ปຂด฼ผย฼พืไอ฿หຌขຌอมูลถูกตຌองป฽ละ฼ปຓนปຑจจบุันป

10.ปขຌอปฏิบัติอืไนโปตามทีไหน຋วยงานกำหนด฼พิไม฼ติมป

5.ปการทำลายขຌอมูล ฿นการทำลายขຌอมูลผูຌทีไ฼กีไยวขຌองตຌองปฏิบัติตาม฽นวปฏิบัติธรรมาภิบาลขຌอมูล
ของสำนักงานปหมวดป1ปวงจรชีวิตขຌอมูลป(DataปLifeปCycle)ปขຌอป6ปการทำลายขຌอมูลป(DataปDestruction)ป
฼พืไอ฼ปຓนการรักษาความมัไนคงปลอดภัยของขຌอมูลป฾ดยมีผูຌรับผิดชอบงานปดังนีๅป

-ป฼จຌาของขຌอมูลป(DataปOwners) 
-ปผูຌทำลายขຌอมูลป(DataปDisposer) 
-ปผูຌดู฽ลระบบสารสน฼ทศป(SystemsปAdministrators) 
ป
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ขຌอปฏิบัต ิ

1.ป฼จຌาของขຌอมูล฼ปຓนผูຌกำหนดผูຌมีสิทธิ฿นการทำลายขຌอมูลป฽ละจะตຌองทบทวนสิทธินัๅนปป
อย຋างนຌอยป຃ละป1ปครั ๅงปหรือ฼มื ไอมีการ฼ปลี ไยน฽ปลงที ไสำคัญป฼ช຋นปการลาออกป฼ปลี ไยนตำ฽หน຋งป฾อนยຌายปป
สิๅนสุดการจຌางปการปรับ฾ครงสรຌางปหรือ฼มืไอมีการปรับปรุงระบบสารสน฼ทศป฼ปຓนตຌนป

2.ปผูຌดู฽ลระบบสารสน฼ทศจะตຌองกำหนดสิทธิ฿นการทำลายขຌอมูล฿นระบบ฿หຌ฽ก຋ผูຌทำลาย
ขຌอมูลตามทีไ฼จຌาของขຌอมูลกำหนดป

3.ปผูຌทำลายขຌอมูลตຌองทำลายขຌอมูลตาม฽นวปฏิบัติ฿นการรักษาความมัไนคงปลอดภัยป
ดຌานสารสน฼ทศของหน຋วยงานป

4.ปกำหนด฿หຌ฼จຌาของขຌอมูลตຌองจัด฼กใบคำอธิบายชุดขຌอมูลดิจิทัลหรือ฼มทาดาตาทีไทำลาย
สำหรับตรวจสอบ฿นภายหลังป

ป
5.ปกำหนด฿หຌผู ຌทำลายขຌอมูลจัด฼กใบบันทึกรายละ฼อียดการทำลายขຌอมูลเวຌ฿นทะ฼บียน

ควบคุม฽ละบันทึกการทำลายขຌอมูลป฾ดย฿หຌ฼กใบรักษาเวຌ฼ปຓนหลักฐานเม຋นຌอยกว຋าป1ปป຃ป
6.ปกำหนด฿หຌผูຌ฿ชຌขຌอมูลส຋วนบุคคลทำลายขຌอมูลส຋วนบุคคล฼มืไอ฼จຌาของขຌอมูลส຋วนบุคคลป

รຌองขอตามพระราชบัญญัติคุຌมครองขຌอมูลส຋วนบุคคลปพ.ศ.ป2562ป
7.ปขຌอปฏิบัติอืไนโปตามทีไหน຋วยงานกำหนด฼พิไม฼ติมป

6.ปการ฼ชืไอม฾ยง฽ละการ฽ลก฼ปลีไยนขຌอมูลป฿นการการ฼ชืไอม฾ยง฽ละการ฽ลก฼ปลีไยนขຌอมูลป
ผูຌที ไ฼กี ไยวขຌองตຌองปฏิบัติตามตามน฾ยบายธรรมาภิบาลขຌอมูลของสำนักงานปหมวดป6ปการ฽ลก฼ปลีไยน฽ละป
การ฼ชืไอม฾ยงป฼พืไอ฿หຌการ฼ชืไอม฾ยง฽ละการ฽ลก฼ปลีไยนขຌอมูลดิจิทัลทัๅงภาย฿นหน຋วยงาน฽ละระหว຋างหน຋วยงานปมี
ประสิทธิภาพ฽ละก຋อ฿หຌ฼กิดประ฾ยชนຏต຋อภาคประชาชนภาครัฐ฽ละภาค฼อกชนป฾ดยมีผูຌรับผิดชอบงานปดังนีๅป

-ปผูຌจัดการ฾ครงการป(ProjectปManagers)ป
-ปผูຌดู฽ลระบบ฽ม຋ข຋ายป(ServerปAdministrators)ป
-ป฼จຌาของขຌอมูลป(DataปOwners)ป
-ปบริกรขຌอมูลป(DataปStewards)ป
-ปทีมบริหารจัดการขຌอมูลป(DataปManagementปTeam)ป

ขຌอปฏิบัต ิ

1.ปกำหนด฿หຌผูຌจัดการ฾ครงการกำหนดวิธีปฏิบัติ฽ละมาตรฐานทางดຌาน฼ทคนิคทีไจำ฼ปຓนป
ตຌอง฿ชຌ฼กีไยวกับการ฼ชืไอม฾ยง฽ละ฽ลก฼ปลีไยนขຌอมูลของ฾ครงการ฿นความรับผิดชอบปดังนีๅป

-ปการ฼ชืไอม฾ยง฽ละ฽ลก฼ปลีไยนขຌอมูลภาย฿นหน຋วยงานปกำหนด฿หຌ฿ชຌรูป฽บบทีไ฼ปຓน
มาตรฐาน฼ปຂดป(OpenปFormat)ปทัๅง฿นส຋วนมาตรฐานขຌอมูลป฼ช຋นปXMLป฽ละปJSONป฼ปຓนตຌนปมาตรฐาน฾ปร฾ตคอล
สืไอสารป฼ช຋นปSOAPปRESTปหรืออืไนปโปทีไเดຌรับการยอมรับจากมาตรฐานสากลป

-ปการ฼ชืไอม฾ยง฽ละ฽ลก฼ปลีไยนขຌอมูลระหว຋างหน຋วยงานป฿หຌดำ฼นินการตามมารตฐาน
กลางของหน຋วยงานหลักทีไ฼ปຓนผูຌรับผิดชอบป

2.ปกำหนด฿หຌผู ຌจัดการ฾ครงการตรวจสอบคำอธิบายชุดขຌอมูลดิจิทัลหรือ฼มทาดาตาป
ทีไจะทำการ฼ชืไอม฾ยง฽ละ฽ลก฼ปลีไยน฿หຌครบถຌวนปดังนีๅปป

-ปตรวจสอบ฼มทาดาตาของชุดขຌอมูลดิจิทัลทีไจัด฼กใบ฿หຌมฟีຂลดຏขຌอมูลครบถຌวนสอดคลຌอง
กับความตຌองการของหน຋วยงานทีไขอ฿ชຌหากเม຋ครบถຌวนตຌองจัดทำ฼พิไม฼ติมตามความตຌองการของหน຋วยงานทีไขอ฿ชຌป

ป
ป

/-ปตรวจสอบป…ป
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-ปตรวจสอบชัๅนความลับของขຌอมูลว຋าอยู຋฿นชัๅนความลับทีไสามารถ฼ปຂด฼ผยเดຌหรือเม຋ป
฾ดยตຌองเม຋ขัดต຋อกฎหมายประ฼บียบปขຌอบังคับปความมัไนคงของประ฼ทศปความลับทางราชการป฽ละความ฼ปຓนส຋วนตัวป
พรຌอมทั ๅงตรวจสอบสิทธิของหน຋วยงานทีไสามารถนำขຌอมูลเป฿ชຌเดຌตามบทบาท฽ละภารกิจปตามกฎหมายป
ของหน຋วยงานนัๅนปโป

-ปหากเม຋ครบถຌวนปหรือเม຋฼ปຓนปຑจจุบันป฿หຌ฽จຌง฼จຌาของขຌอมูลปบริกรขຌอมูลป฽ละทีมบริหาร
จัดการขຌอมูลทำการจัดทำ/ปรับปรุง฿หຌ฼ปຓนปຑจจุบันปป

3. ฿นกรณีทีไมีหน຋วยงานอืไนทีไเม຋มีอำนาจ฿นการ฼ขຌาถึงขຌอมูลส຋วนบุคคล฽ต຋ตຌองการ฿ชຌขຌอมูล
ส຋วนบุคคล฿นการครอบครองของหน຋วยงานป฼พืไอทำการศึกษาหรือวิจัยปซึไง฼ปຓนขຌอยก฼วຌนตามพระราชบัญญัติ
คุຌมครองขຌอมูลส຋วนบุคคลปพ.ศ.ป2562ป฿หຌหน຋วยงาน฼จຌาของขຌอมูลอนุญาตหน຋วยงานนัๅน฿นการ฼ชืไอม฾ยงขຌอมูลเดຌป
฾ดยจะตຌอง฽สดงขຌอมูลนัๅนดຌวยวิธีเม຋฽สดงตัวตนป(Anonymization)ปป

4. กำหนด฿หຌมีมาตรการรักษาความมัไนคงปลอดภัย฼กีไยวกับการ฼ชืไอม฾ยง฽ละ฽ลก฼ปลีไยน
ขຌอมูลดิจิทัลป฼พืไอปງองกันมิ฿หຌมีการรับส຋งขຌอมูลทีไเม຋สมบูรณຏปหรือส຋งขຌอมูลเปผิดทีไหรือมีการรัไวเหลของขຌอมูลป
หรือขຌอมูลถูก฽กຌเข฼ปลีไยน฽ปลงปถูกทำซๅำ฿หม຋ปถูกส຋งซๅำ฾ดยมิเดຌรับอนุญาตปป

5. หຌามมิ฿หຌ฼ชื ไอม฾ยง฽ละ฽ลก฼ปลีไยน฼พืไอส຋งต຋อขຌอมูลคอมพิว฼ตอรຏที ไ฼ปຓนการกระทำ
ความผิดตามกฎหมายว຋าดຌวยการกระทำความผิดทางคอมพิว฼ตอรຏป

6. กำหนด฿หຌผ ู ຌด ูระบบ฽ม຋ข ຋ายตຌองจัด฼กใบบันทึกหลักฐานของการ฼ชื ไอม฾ยง฽ละ
การ฽ลก฼ปลีไยนขຌอมูลดิจิทัลป฼พืไอ฿ชຌตรวจสอบสิไงผิดปกติต຋างปโปทีไ฼กิดขึๅน฿นการ฼ชืไอม฾ยง฽ละ฽ลก฼ปลีไยนขຌอมูลป

7. ขຌอปฏิบัติอืไนปโปตามทีไหน຋วยงานกำหนด฼พิไม฼ติม

ประกาศปณปวนัทีไปปปปปปปปพฤศจิกายนปพ.ศ.ป2568ป

(นางจินดารัตนຏปวิริยะทวีกุล)ป
ปผูຌอำนวยการสำนักงานบริหารหนีๅสาธารณะป

๖
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เอกสารประกอบการประเมินคุณภาพข้อมูล 

หล ั ก เ กณฑ ์ กา รประ เ ม ิ นค ุณภาพข ้ อม ู ล  ( Data Quality Assessment:  DQA) 
มีวัตถุประสงค์เพื่อใช้เป็นกรอบและเครื่องมือสำหรับตรวจสอบคุณภาพข้อมูลเบื้องต้นให้เป็นไปตาม กรอบ 
ธรรมาภิบาลข้อมูลภาครัฐสอดคล้องกับภารกิจของสำนักงาน รวมทั้งสอดคล้องกับกฎหมายและระเบียบต่าง ๆ 
ที่เก่ียวข้องต่อไปนี้เป็นอย่างน้อย ได้แก่ 

พระราชบัญญัติการบริหารงานและการให้บริการภาครัฐผ่านระบบดิจิทัล พ.ศ. 2562 

- มาตรา 7 (2) กำหนดให้คณะกรรมการพัฒนารัฐบาลดิจิทัลจัดทำธรรมาภิบาลข้อมูล
ภาครัฐ 

- มาตรา 8 (3) กำหนดให้ธรรมาภิบาลข้อมูลภาครัฐตามมาตรา 7 (2) อย่างน้อยต้อง
ประกอบด้วยการมีมาตรการในการควบคุมและพัฒนาคุณภาพข้อมูล เพื่อให้ ข้อมูลมีความถูกต้อง ครบถ้วน 
พร้อมใช้งาน เป็นปัจจุบัน สามารถบูรณาการและมีคุณสมบัติแลกเปลี่ยนกันได้ รวมทั้งมีการวัดผลการบริหาร
จัดการข้อมูลเพื่อให้หน่วยงานของรัฐมีข้อมูลที่มีคุณภาพและต่อยอดนวัตกรรมจากการใช้ข้อมูลได้ 

ประกาศคณะกรรมการพัฒนารัฐบาลดิจิทัล เรื่อง ธรรมาภิบาลข้อมูลภาครัฐ 

- ข้อ 4 (3) กำหนดให้ธรรมาภิบาลข้อมูลภาครัฐในระดับหน่วยงาน ต้องประกอบด้วย
เนื้อหาอย่างน้อยในเรื่องการกำหนดมาตรการควบคุมและพัฒนาคุณภาพข้อมูล เพื่อให้ข้อมูลมีความถูกต้อง 
ครบถ้วน เป็นปัจจุบัน มั ่นคงปลอดภัย และไม่ถูกละเมิดความเป็นส่วนบุคคล รวมทั้งสามารถเชื ่อมโยง 
แลกเปลี่ยนบูรณาการและใช้ประโยชน์ได้อย่างมีประสิทธิภาพ 

- ข้อ 4 (4) กำหนดให้การวัดผลการบริหารจัดการข้อมูล โดยอย่างน้อยประกอบด้วยการ
ประเมินความพร้อมของธรรมาภิบาล ข้อมูลภาครัฐในระดับหน่วยงาน การประเมินคุณภาพข้อมูลและ  
การประเมินความมั่นคงปลอดภัยของข้อมูล 

มาตรฐานรัฐบาลดิจิทัล ว่าด้วยหลักเกณฑ์การประเมินคุณภาพข้อมูลสำหรับหน่วยงานภาครัฐ 
(มรด. 5 : 2565) 

- ข้อ 3 หลักเกณฑ์การประเมินคุณภาพข้อมูลสำหรับหน่วยงานภาครัฐ 

เกณฑ์การประเมินคุณภาพข้อมูล ตามมิติคุณภาพข้อมูล 5 มิติ ได้แก่ (1) ความถูกต้อง 
(2) ความสอดคล้องกัน (3) ตรงตามความต้องการของผู้ใช้ (4) ความเป็นปัจจุบัน และ (5) ความพร้อมใช้ 
ที่สอดคล้องตามองค์ประกอบในการประเมินคุณภาพข้อมูลตามกรอบธรรมาภิบาลข้อมูลภาครัฐ โดยแต่ละมิติ
มีรายละเอียดและตัวชี้วัด ( Indicators ) 

เครื ่องมือการประเมินคุณภาพข้อมูล มีวัตถุประสงค์เพื ่อให้หน่วยงานภาครัฐใช้ในการ
ตรวจสอบและควบคุมการบริหารจัดการข้อมูลเพื่อให้ได้ข้อมูลที่มีคุณภาพ น่าเชื่อถือ รวมทั้งสามารถนำไปใช้
ประโยชน์เพื่อเพิ่มประสิทธิภาพในการทำงาน เพิ่มคุณค่าในการให้บริการภาครัฐ ตลอดจนสร้างความเชื่อมั่น
ให้กับผู้ใช้ข้อมูลภาครัฐ ประกอบด้วย 3 รูปแบบ ดังนี้ 

1. แบบตรวจประเมินคุณภาพข้อมูล (DQA Checklist) จัดทำเพื่อให้ผู้ประเมินคุณภาพข้อมูลใช้
ดำเนินการตรวจสอบกระบวนการเตรียมข้อมูลที่มีคุณภาพและคุณภาพข้อมูลใน 5 มิติ ได้แก่ ความถูกต้องและ
สมบูรณ์ (Accuracy and Completeness) ความสอดคล้องกัน (Consistency) ความเป็นปัจจุบัน (Timeliness) 
ตรงตามความต้องการของผู้ใช้ (Relevancy) ความพร้อมใช้ (Availability) โดยการประเมินคุณภาพข้อมูล 
ผู้ประเมิน ควรต้องทำความเข้าใจข้อเสนอแนะสำหรับการประเมินคุณภาพข้อมูลและดำเนินการกรอก
รายละเอียดในแบบฟอร์ม จากนั้นดำเนินการตรวจประเมินคุณภาพข้อมูลตามรายการในแต่ละมิติของตัวชี้วัด 
โดยสามารถนำผลจาก DQA Self-Assessment มาประกอบการตรวจประเมินและนำเสนอต่อผู้บริหารต่อไป 

/2. แบบประเมิน … 
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2. แบบประเมินคุณภาพข้อมูลด้วยตนเอง (DQA Self-Assessment) จัดทำเพื่อประเมินชุด
ข้อมูล (Data Output) ตามมิติคุณภาพข้อมูลใน 5 มิติ ได้แก่ ความถูกต้องและสมบูรณ์ (Accuracy and 

Completeness) ความสอดคล้องกัน (Consistency) ความเป็นปัจจุบัน (Timeliness) ตรงตามความต้องการ
ของผู้ใช้ (Relevancy) ความพร้อมใช้ (Availability) โดยเป็นการประเมินตนเอง (Self-assessment) เพื่อให้
ทราบว่าข้อมูลภายในหน่วยงานมีคุณภาพมากน้อยเพียงใด และควรปรับปรุงหรือพัฒนาในมิติใดบ้างเพื่อให้
ข้อมูลมีคุณภาพ สามารถนำไปใช้ประโยชน์เพื่อเพ่ิมประสิทธิภาพในการทำงาน เพ่ิมคุณค่าในการให้บริการ และ
ต่อยอดการพัฒนาของประเทศในมิติต่าง ๆ ได้ โดยการประเมินคุณภาพข้อมูล เจ้าของข้อมูล (Data Owner) 
ควรพิจารณาข้อมูลภาพรวมของหน่วยงาน และทำการประเมินคุณภาพข้อมูล โดยกรอกค่าคะแนน  
ในแต่ละมิติของตัวชี้วัด (Indicators) จากนั้นระบบจะประมวลผลตามเกณฑ์ประเมินคุณภาพข้อมูลในแต่ละมิติ 
แสดงผลในรูปแบบ Radar Graph จัดพิมพ์แบบประเมินส่งให้ผู้ประเมินเพื่อใช้ประกอบการตรวจแบบประเมิน
คุณภาพข้อมูล (DQA Checklist) 

3. แบบตรวจประเมินการควบคุมและติดตามคุณภาพข้อมูล (Data Quality Monitoring 

and Control Checklist) จัดทำเพ่ือตรวจสอบหลักฐานในการสนับสนุนกระบวนการเผยแพร่ข้อมูลที่มีคุณภาพ 
ตั ้งแต่การจัดเตรียมข้อมูล การเผยแพร่ข ้อมูล และการรายงานผลข้อมูล เพื ่อกำหนดเป็นมาตรฐาน 
ในการดำเนินงานในหน่วยงาน โดยประเมินระดับความเสี่ยงของกระบวนการทำงาน ได้แก่ ความเสี่ยงสูง (ไม่มี) 
คือ ไม่มีแผนปฏิบัติงาน ความเสี ่ยงปานกลาง (มีบางส่วน) คือ มีแผนปฏิบัติงานในบางขั ้นตอน หรือ 
อยู ่ระหว่างการดำเนินงาน ความเสี ่ยงต่ำ (มีอย่างเหมาะสม) คือ มีแผนปฏิบัติงานอย่างเป็นทางการ  
ครอบคลุมทุกขอบเขตภารกิจ/กระบวนการทำงาน ทั้งนี้ ควรมีหลักฐานแนบเพ่ือสนับสนุนกระบวนการทำงานนั้นๆ 
พร้อมทั้งระบุรายละเอียดแผนปฏิบัติงาน (Action Plan) ซึ่งในกระบวนการทำงานที่มีความเสี่ยงสูงและ 
ความเสี ่ยงปานกลาง ต้องได้รับการจัดการ/ลดความเสี ่ยงดังกล่าว รวมถึงกำหนดระยะเวลาเป้าหมาย 
ที ่เหมาะสมเพื ่อให้สามารถลดความเสี ่ยงลงได้  ซึ ่งการดำเนินงานตามแผนปฏิบัต ิจะมีการตรวจสอบ 
จากผู้ประเมิน/คณะกรรมการตรวจสอบและรับรองอย่างน้อยทุก 6 เดือน โดยการประเมินคุณภาพข้อมูล  
ผู้ประเมิน/เจ้าของข้อมูล (Data Owner) ทำความเข้าใจคำชี้แจงและกรอกแบบตรวจประเมินให้ครบถ้วน
สมบูรณ์ด้วยระบบอิเล็กทรอนิกส์ และส่งกลับให้ผู้ประเมิน/คณะกรรมการตรวจสอบผลภายในระยะเวลาที่
กำหนด 

ข้อเสนอแนะสำหรับการประเมินคุณภาพข้อมูล 

1. ผู้ประเมินคุณภาพข้อมูลควรตรวจสอบให้แน่ใจว่า มีความเข้าใจที่ถูกต้องตรงกันเกี่ยวกับ 
คำจำกัดความ/คำนิยามของตัวชี้ ว ัด และขอให้ชี้แจงประเด ็นที่ย ังม ีความไม่ช ัดเจนหรือคล ุมเครือ 
ก่อนทีจ่ะดำเนินการประเมินคุณภาพข้อมูล 

2. ผู้ประเมินคุณภาพข้อมูลควรมีเอกสารวิธีการรวบรวมข้อมูลก่อนทำการประเมิน ซ่ึงข้อมูล
ดังกล่าวควรปรากฏอยู่ในแผนการดำเนินงานที่ เป็นไปตามภารกิจของหน่วยงาน และควรมีคำอธิบายที่เป็น 
ลายลักษณ์อักษรหรือแนวปฏิบัติที่มีการประกาศเผยแพร่ก่อนการประเมินว่าข้อมูลที่ได้รับการประเมินคุณภาพ
ควรมีการรวบรวมข้อมูลอย่างไร 

3. ผู้ประเมินคุณภาพข้อมูลควรดำเนินการประเมินคุณภาพข้อมูลตามเกณฑ์และวิธีการตรวจ 
ประเมินตามที่เจ้าของข้อมูลกำหนด ทั้งนี้ เจ้าของข้อมูลควรกำหนดเกณฑ์และวิธีการตรวจประเมินให้ชัดเจน 
และชี้แจงให้ผู้ประเมินคุณภาพข้อมูลรับทราบและทำความเข้าใจให้ตรงกันก่อนทำการประเมินคุณภาพข้อมูล 

4. หน่วยงานที่ร่วมดำเนินการประเมินคุณภาพข้อมูลควรมีไฟล์วิธีการรวบรวมข้อมูลและ
หลักฐานที่เป็นเอกสารว่าหน่วยงานกำลังรวบรวมข้อมูลตามวิธีการดังกล่าว 

 

/5. ผู้ประเมิน … 
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5. ผู้ประเมินคุณภาพข้อมูลควรบันทึกชื่อและตำแหน่งของบุคลากรที่มีส่วนเกี่ยวข้องทั้งหมด

ในการประเมินคุณภาพข้อมูล 
6. หน่วยงานที่ร ่วมดำเน ินการประเมินคุณภาพข้อมูลควรสามารถให้เอกสาร เช่น 

กระบวนการ บุคคลที่ดำเนินการตรวจสอบความถูกต้อง วันที่ประเมิน บุคคลที่พบ/กิจกรรมที่ดำเนินการ  
เป็นต้น ซึ่งจะเป็นหลักฐานที่อธิบายได้ว่ามีการตรวจสอบความถูกต้องของข้อมูลที่นำมารายงาน (หมายเหตุ 
ควรเป็นกระบวนการทีด่ำเนินการอย่างต่อเนื่อง) 

7. ผู้ประเมินคุณภาพข้อมูลควรสามารถทบทวนไฟล์/บันทึกการดำเนินงานของหน่วยงาน 
วิธีการรวบรวมข้อมูลที่กำหนดไว้แผนการดำเนินงาน และควรมีการระบุ/อธิบายปัญหาด้านคุณภาพข้อมูล 
รวมทัง้ประเด็นข้อคำนึงถึงเก่ียวกับคุณภาพข้อมูลในรายงานผลการดำเนินงาน 

8. ผู้ประเมินคุณภาพข้อมูลควรจัดทำรายงานสรุปเกี่ยวกับข้อจำกัดที่พบและแผนปฏิบัติการ
ซ่ึงระบุระยะเวลาดำเนินการและความรับผิดชอบเพื่อกำหนดข้อจำกัดท่ีควรได้รับการจัดการ 

9. กระบวนการประเมินคุณภาพข้อมูลอาจกำหนดการทำเป็นระยะตามแต่จะตกลงกันภายใน
หน่วยงาน อาจเป็นรายเดือน รายไตรมาส ทุก 6 เดือน เป็นต้น โดยผู้ประเมินคุณภาพข้อมูลควรจัดทำรายงาน
สรุปเกี่ยวกับข้อจำกัดที่พบและแผนปฏิบัติการซึ่งระบุระยะเวลาดำเนินการและความรับผิดชอบ  เพื่อกำหนด
ข้อจำกัดที่ควรได้รับการจัดการและเสนอให้คณะกรรมการธรรมาภิบาลข้อมูลหรือหัวหน้าหน่ วยงาน พิจารณา
อนุมัติเพ่ือดำเนินการตามแผนการจัดการคุณภาพข้อมูลของหน่วยงานต่อไป 

ทั้งนี้ สามารถสแกน QR Code เพ่ือดาวน์โหลดเอกสารเครื่องมือการประเมินคุณภาพข้อมูล
และดูตัวอย่างรายงานการประเมินคุณภาพข้อมูลได้ด้านล่างนี้ 

 

 

 

 
 

 

เครื่องมือการประเมินคุณภาพข้อมูล     ตัวอย่างรายงานการประเมินคุณภาพข้อมูล 

 

 
 
 
 

 

 
 
 

https://greensmart.pdmo.go.th/PDMO_EDOC/public/view-share-file.php?c=wMY610354dbba54a-89eb-453f-a09f-5e74f6545bf8
https://greensmart.pdmo.go.th/PDMO_EDOC/public/view-share-file.php?c=7xi60235c48c324d-821e-4a5b-ad70-9414f0e9e8fb


 

 

 

 

 

เอกสารประกอบ 
การจัดระดับชั้นข้อมูล 
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เกณฑ์การจัดระดับชั้นข้อมูล 

Open Private 

(กระทบระดับบุคคล/องค์กร) 

Confidential / sensitive 

(กระทบระดับบุคคล/องค์กร) 
Secret / Medium Sensitive 

(กระทบระดับบุคคล/องค์กร) 

Top secret / Highly Sensitive 

(กระทบระดับบุคคล/องค์กร) 

เกณฑ์การพิจารณาแบ่งระดับชั้นข้อมูล (Classification Criteria)* 
ตามพระราชบัญญัติ
ข้อมูลข่าวสารของ
ราชการ พ.ศ. 2540  
มาตรา 7 หน่วยงานของ
รัฐต้องส่งข้อมูลข่าวสาร
ของราชการ อย่างน้อย
ดังต่อไปนี้ต้องลงพิมพ์ใน
ราชกิจจานุเบกษา 
มาตรา 9 ภายใต้บังคับ
มาตรา 14 และมาตรา 
15 หน่วยงาน ของรัฐ
ต้องจัดให้มีข้อมูล 

ข่าวสารของราชการ
อย่างน้อย ดังต่อไปนี้ไว้
ให้ประชาชนเข้า ตรวจดู
ได้ ทั้งนี้ ตามหลักเกณฑ ์

และวิธีการที่
คณะกรรมการกำหนด 

ข้อมูลจะถูกเป็นชั้น “Private” 
หรือไม่ รวมถึงการเปิดเผยโดย
ไม่ได้รับอนุญาตหรือไม่: 
✓สร้างความทุกข์ใจให้กับบุคคล 

✓ละเมิดการดำเนินการที่
เหมาะสมเพ่ือรักษาความเชื่อใจ
ของข้อมูลที่ให้โดยบุคคลที่สาม 

✓ละเมิดข้อจำกัดทางกฎหมาย
ในการเปิดเผยข้อมูล 

✓ทำให้เกิดการสูญเสียทางการ
เงินหรือสูญเสียศักยภาพในการ
หารายได้ หรือเพ่ืออำนวยความ 

สะดวกในการได้รับผลประโยชน์
ที่ไม่เหมาะสม 

✓ให้ผลประโยชน์ที่ไม่เป็นธรรม
แก่บุคคลหรือองค์กร 

ข้อมูลจะถูกจัดเป็นชั้น 
“Confidential” หรือไม่ 
รวมถึงการเปิดเผยโดยไม่ได้รับ 

อนุญาตหรือไม่: 
✓ส่งผลกระทบต่อความสัมพันธ์
กับองค์กร/ประเทศอ่ืนในทางลบ 

✓ก่อให้เกิดความทุกข์ใจอย่าง
มากต่อบุคคล 

✓ทำให้เกิดการสูญเสียทางการ
เงินหรือการสูญเสียศักยภาพใน
การหารายได้หรือเพ่ืออำนวย
ความสะดวกในการได้รับ
ผลประโยชน์หรือความได้เปรียบ
ที่ไม่เหมาะสมสำหรับบุคคลหรือ
องค์กรหรือประเทศ 

✓ฝ่าฝืนการดำเนินการที่
เหมาะสมเพ่ือรักษาความมั่นใจ
ของข้อมูลที่ให้โดยบุคคลที่สาม 

ข้อมูลจะถูกจัดเป็นชั้น 
“Secret” หรือไม่ รวมถึงการ
เปิดเผยโดยไม่ได้รับอนุญาต
หรือไม่: 
✓สร้างความเสียหายอย่างมี
นัยสำคัญต่อความสัมพันธ์กับ
องค์กรอ่ืน ๆ (เช่น ก่อให้เกิดการ
ประท้วงอย่างเป็นทางการหรือ
การลงโทษ)  
✓สร้างความเสียหายต่อ
ประสิทธิภาพการดำเนินงานหรือ
ความปลอดภัยขององค์กร/
ประเทศ 

✓ภารกิจงานสำคัญที่กระทบต่อ
ด้านการเงินขององค์กร หรือ
ผลประโยชน์ทางเศรษฐกิจและ
การค้าของประเทศ  

✓บ่อนทำลายศักยภาพทางการ
เงินส่วนใหญ่ขององค์กร/ประเทศ 

ตามตามพระราชบัญญัติข้อมูลข่าวสารของ
ราชการ พ.ศ. 2540  
มาตรา 14 ข้อมูลข่าวสารของราชการ 

ที่อาจก่อให้เกิดความเสียหายต่อสถาบัน
พระมหากษัตริย์จะเปิดเผยมิได้ 
มาตรา 15 ข้อมูลข่าวสารของราชการ
หน่วยงานของรัฐหรือเจ้าหน้าที่ของรัฐอาจมี 
คำสั่งมิให้เปิดเผยก็ได้ โดยคำนึงถึงการ
ปฏิบัติ หน้าที่ตามกฎหมาย ประโยชน์
สาธารณะ และ ประโยชน์ของเอกชนที่
เกี่ยวข้องประกอบกัน 

✓ข้อมูลจะถูกจัดเป็นชั้น “Top Secret” 
หรือไม่ รวมถึงการเปิดเผยโดยไม่ได้รับ
อนุญาตหรือไม่: 
✓ก่อให้เกิดความเสียหายต่อความมั่นคง
ของประเทศ ความสัมพันธ์ระหว่างประเทศ 
และความมั่นคงในทางเศรษฐกิจหรือการ
คลังของประเทศ 

/Open … 

- ๓๐ -
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Open Private 

(กระทบระดับบุคคล/องค์กร) 

Confidential / sensitive 

(กระทบระดับบุคคล/องค์กร) 
Secret / Medium Sensitive 

(กระทบระดับบุคคล/องค์กร) 

Top secret / Highly Sensitive 

(กระทบระดับบุคคล/องค์กร) 

เกณฑ์การพิจารณาแบ่งระดับชั้นข้อมูล (Classification Criteria)* 

✓สูญเสียความได้เปรียบของ
องค์กรเชิงพาณิชย์หรือนโยบาย
ในการเจรจากับผู้อ่ืน 

✓ขัดขวางการพัฒนาที่มี
ประสิทธิภาพหรือการดำเนินงาน
ตามนโยบายขององค์กร  

✓ฝ่าฝืนข้อจำกัดทางกฎหมายใน
การเปิดเผยข้อมูล  

✓สูญเสียความได้เปรียบของ
องค์กรเชิงพาณิชย์หรือนโยบาย
ในการเจรจากับผู้อ่ืน  

✓บ่อนทำลายการจัดการที่
เหมาะสมและการดำเนินงานของ
องค์กร 

✓ขัดขวางการพัฒนาหรือการ
ดำเนินงาน ของนโยบายองค์กร/
ประเทศอย่างจริงจัง  
✓ปิดตัวลงหรือขัดขวางการ
ดำเนินงาน/โครงการที่สำคัญของ
องค์กร/ประเทศ 

✓ทำให้การบังคับใช้กฎหมายเสื่อม 

ประสิทธิภาพ หรือไม่อาจสำเร็จตาม
วัตถุประสงค์ได้ ไม่ว่าจะเกี่ยวกับการฟ้องคดี 
การป้องกัน การปราบปราม  
การทดสอบ การตรวจสอบ หรือการรู้ 
แหล่งที่มาของข้อมูลข่าวสารหรือไม่ก็ตาม 

✓ความเห็นหรือคำแนะนำภายใน
หน่วยงานของรัฐในการดำเนินการเรื่องหนึ่ง
เรื่องใด แต่ทั้งนี้ไม่รวมถึงรายงานทาง
วิชาการ รายงานข้อเท็จจริง หรือข้อมูล
ข่าวสารที่นำมาใช้ในการทำความเห็นหรือ
คำแนะนำภายในดังกล่าว 

✓การเปิดเผยจะก่อให้เกิดอันตรายต่อชีวิต
หรือความปลอดภัยของบุคคลหนึ่งบุคคลใด 

✓ข้อมูลข่าวสารของราชการที่มกีฎหมาย
คุ้มครองมิให้เปิดเผย หรือข้อมูลข่าวสารที่มี
ผู้ให้มาโดยไม่ประสงค์ให้ทางราชการนำไป
เปิดเผยต่อผู้อ่ืน 

หมายเหตุ เกณฑ์การพิจารณาแบ่งระดับชั้นข้อมูล ได้พิจารณาจากผลกระทบ (Impact) ทั้งด้านภาพลักษณ์/ชื่อเสียง (Reputation) ผู้ใช้บริการและการดำเนินงานตามภารกิจ (Users & 

Operations) การเงินและสินทรัพย์ (Financial & Assets) ความสอดคล้องกับกฎระเบียบ ข้อบังคับ (Legal & Regulation) โดยไม่มีการจำกัดเงื ่อนไขเกณฑ์การพิจารณาการจัด
ระดับชั้นข้อมูล 

/การ … 
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การจัดระดับชั้นข้อมูลจะส่งผลให้ข้อมูลได้รับการดูแล โดยสามารถกำหนดเงื่อนไขการเข้าถึงข้อมูลได้ดังตัวอย่างต่อไปนี้ 

Open 
Private 

(กระทบระดับบุคคล/องค์กร) 

Confidential / sensitive 

(กระทบระดับบุคคล/องค์กร) 

Secret / Medium Sensitive 

(กระทบระดับบุคคล/องค์กร) 

Top secret / Highly Sensitive 

(กระทบระดับบุคคล/องค์กร) 

การเข้าถึง (Access Control) 

ไม่มีการจำกัดการเข้าถึง 
ข้อมูล/เปิดเผยสู่
สาธารณะ 

เจ้าหน้าที่ส่วนใหญ่ขององค์กร 
มีแนวโน้มที่จะจัดการกับข้อมูล 

“Private" ในระหว่างการทำงาน/ 
เปิดเผยเมื่อได้รับอนุญาต 

ได้รับการจัดการโดย ผู้บริหาร 
ระดับกลางขึ้นไป  
โดยที่เจ้าหน้าที่บางคนที่มีระดับ
ต่ำกว่าจะได้รับการเข้าถึงเฉพาะ 

ในบางสถานการณ์เท่านั้น/
เปิดเผยเมื่อได้รับอนุญาต 

ต้องได้รับการควบคุมอย่าง
เข้มงวดโดย ผู้บริหารระดับสูง 
และในหลายกรณี จะมีการ
แจกจ่ายสำเนาเอกสาร  
ตามระเบียบขั้นตอนเฉพาะ 
ขององค์กรและ/หรือประเทศ/
เปิดเผยเมื่อได้รับอนุญาต 

คำสั่งมิให้เปิดเผยข้อมูลข่าวสารของราชการ
สามารถกำหนดเงื่อนไขได้  
แต่ต้องระบุว่าที่ เปิดเผยไม่ได้/ปกปิด
เพราะเป็นข้อมูล ข่าวสารประเภทใดและ
เพราะเหตุใด และให้ถือว่าการมีคำสั่ง
เปิดเผยข้อมูลข่าวสารของราชการ เป็น
ดุลพินิจของเจ้าหน้าที่ของรัฐ ตามลำดับ
สายการบังคับบัญชา แต่อาจอุทธรณ์ต่อ
คณะกรรมการวินิจฉัยการเปิดเผยข้อมูล
ข่าวสารได้ 

/ตัวอย่าง … 
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ตัวอย่างการจัดระดับช้ันข้อมูล 

ระดับ 

  ชั้นข้อมูล 

การบริหารจัดการ 
เปิดเผย (Open) 

เผยแพร่ภายในองค์กร 
(Private) 

ลับ  

(Confidential/Sensitive) 

ลับมาก  

(Secret/Medium 

sensitive) 

ลับท่ีสุด  

(Top secret/Highly 

sensitive) 

ตัวอย่างชุดข้อมูล - กฎ มติ ค.ร.ม. ข้อบังคับ 

- รายงานผลการศึกษา
ทาง วิชาการ  
- ข้อมูลเปิดภาครัฐ 

- ข้อมูลระเบียน  

- ข้อมูลพนักงาน  

- เอกสารประกอบการ 
ปฎิบัติงาน  

- วิธีปฏิบัติภายใน
หน่วยงาน 

- ข้อมูลการฟ้องคดี  
- ความเห็นภายในหน่วยงาน
ที่ยังไม่ได้ข้อยุติ 

- รายงานการแพทย์  
- ข้อมูลความสัมพันธ์
ระหว่างประเทศ  

- นโยบายสําคัญท่ีใช้ปฏิบัติ
ต่อรัฐต่างประเทศ 

- ข่าวสารที่อาจก่อความ
เสียหายต่อสถาบัน
พระมหากษัตริย์  
- ข้อมูลที่กระทบต่อความ
มั่นคงทางทหาร เช่น คลัง
อาวุธ และความมั่นคงทาง
ทรัพยากร เช่น ตำแหน่งของ
ชนิดพันธุ์ที่ใกล้ 
สูญพันธุ์/ถูกคุกคาม 

การควบคุมการเข้าถึง 
(Access Control) 

- ไม่มีการจำกัดการเข้าถึง  
ข้อมูล/เปิดเผยสู่สาธารณะ 

- จำกัดการเข้าถึงข้อมูล
เฉพาะบุคคลภายใน
หน่วยงาน 

- จำกัดการเข้าถึงเฉพาะ
บุคคลที่จำเป็นต้องรู้หรือมี
สิทธิ์รู้โดยและลงนาม
ข้อตกลงไม่เปิดเผยข้อมูล  
(non‐disclosure 

agreements)  

- สามารถตรวจสอบคำขอ
การเข้าถึงข้อมูล  
การทบทวน การอนุมัติ  
และกระบวนการยกเลิกได้ 

- จำกัดการเข้าถึงเฉพาะ
บุคคลที่จำเป็นต้องรู้หรือมี
สิทธิ์รู้โดยและลงนาม
ข้อตกลงไม่เปิดเผยข้อมูล 
(non‐disclosure 

agreements)  

- ต้องได้รับการอนุญาตจาก
เจ้าของข้อมูล 

- ไม่เปิดเผย/ปกปิด 

/ระดับ … 
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ระดับ 

  ชั้นข้อมูล 

การบริหารจัดการ 
เปิดเผย (Open) 

เผยแพร่ภายในองค์กร 
(Private) 

ลับ  

(Confidential/Sensitive) 

ลับมาก  

(Secret/Medium 

sensitive) 

ลับท่ีสุด  

(Top secret/Highly 

sensitive) 

- สามารถตรวจสอบคำขอ
การเข้าถึงข้อมูล  
การทบทวน การอนุมัติ  
และกระบวนการยกเลิกได้ 

การเข้ารหัส 

(Encryption) 

- ไม่มีการเข้ารหัสการ - ไม่มีการเข้ารหัส 
การสร้าง การจัดเก็บ  
การประมวลผล 
และการส่งข้อมูล  

- มีการเข้ารหัสสำหรับ
บุคคลที่สาม 

- การเข้ารหัสระหว่าง 
การสร้าง การจัดเก็บ  
การประมวลผล  
และการส่งข้อมูล  

- มีการเข้ารหัสสำหรับบุคคล
ที่สาม 

- มีการเข้ารหัสที่ซับซ้อน  

ระหว่างการสร้าง  
การจัดเก็บ การประมวลผล 
และการส่งขอ้มูล  

- มีการเข้ารหัสที่ซับซ้อน  

 สำหรับบุคคลที่สาม 

- ไม่เปิดเผย/ปกปิด 

การจัดเก็บ 

(Storage) 
- ไม่มีข้อจำกัดการจัดเก็บ 

  ข้อมูล 
- การจัดเก็บข้อมูลเป็นไป
ตามนโยบายองค์กรหรือ
ดุลยพินิจของผู้จัดการหรือ
ผู้คุ้มครองข้อมูล 

- ห้ามจัดเก็บข้อมูลที่ลับมาก
ในเครื่องและอุปกรณ์
คอมพิวเตอร์โดยไม่ได้รับ
อนุญาต 

- ห้ามจัดเก็บข้อมูลที่ลับมาก
ในเครื่องและอุปกรณ์
คอมพิวเตอร์โดยไม่ได้รับ 

อนุญาต เว้นแต่จะได้รับ 

อนุมัติจากเจ้าหน้าที่รักษา 
ความปลอดภัยข้อมูล  
และ ต้องมีการเข้ารหัส  

- จัดเก็บที่ปลอดภัยเมื่อ 
ไม่ใช้งาน 

- ไม่เปิดเผย/ปกปิด 

/หลักเกณฑ์ … 



หลักเกณฑ์การการจัดระดับชั้นข้อมูล พิจารณาการจัดหมวดหมู่ของข้อมูลเป็นไปตามกรอบ
ธรรมมาภิบาลข้อมูลภาครัฐสอดคล้องตามแนวมาตรฐานสากลและเป็นไปตามข้อกำหนดกฎหมายที่เกี่ยวข้อง 
โดยแบ่งระดับชั้นความลับแบ่งออกเป็น ชั้นเปิดเผย (Open) สู่สาธารณะ เปิดเผยเมื่อได้รับอนุญาต ได้แก่ 
ชั้นเผยแพร่ภายในองค์กร (Private) ชั้นลับ (Confidential) และ ชั้นลับมาก (Secret) เปิดเผยไม่ได้/ปกปิด 
ได้แก่ ชั ้นลับที ่สุด (Top Secret) ซึ ่งเจ้าของข้อมูลร่วมกับศูนย์ข้อมูลและเทคโนโลยีสารสนเทศควรเป็น 
ผู้ประเมิน ทั้งนี้ สามารถดำเนินการจัดระดับชั้นข้อมูล ได้ดังนี้ 

1. ประเมินชุดข้อมูลตามเกณฑ์การพิจารณาแบ่งระดับชั้นความลับเทียบกับระดับผลกระทบ
(รวมถึงผลประโยชน์แห่งชาติ) จากการเปิดเผยข้อมูลโดยไม่ได้อนุญาต ตามหลักการระดับผลกระทบตาม
วัตถุประสงค์ด้านความปลอดภัยของข้อมูล (CIA) โดยใช้แผนผังการตัดสินใจจัดระดับชั้นข้อมูลเทียบกับ
ผลกระทบจากการเปิดเผยข้อมูลโดยไม่ได้รับอนุญาต (Decision tree) เพื่อประกอบการพิจารณาจำแนก
ระดับชั้นความลับ 

ระดับผลกระทบตามวัตถุประสงค์ด้านความปลอดภัยของข้อมูล (CIA) 

วัตถุประสงค์ 
ด้านความปลอดภัย 

(Security Objective) 

ผลกระทบ (Impact)* และ ผลประโยชน์แห่งชาติ (National Interests) 
น้อย (Low) ปานกลาง 

(Moderate) 

สูง (High) 

ด้านความลับ 
(Confidentaility)  
การรักษาข้อจำกัดในการ
ได้รับอนุญาตให้เข้าถึงได้
และเปิดเผยเฉพาะผู้มีสิทธิ์ 
รวมทั้งวิธีการคุ้มครองความ
เป็นส่วนตัว (privacy) และ
กรรมสิทธิ์ (proprietary) 

ของข้อมูลข่าวสาร 

การเปิดเผยข้อมูลโดย
ไม่ได้รับอนุญาตอาจ
ส่งผลกระทบน้อย/ 
อย่างจำกัด (limited) 

และเกิดผลประโยชน์
แห่งชาติสำคัญน้อย 

(Less Important or  

Secondary National 

Interests) 

การเปิดเผยข้อมูลโดย
ไม่ได้รับอนุญาตอาจ
ส่งผลกระทบอย่าง 
ร้ายแรง (serious) 

และเกิดผลประโยชน์
แห่งชาติที่สำคัญ 

(Important National 

Interests) 

การเปิดเผยข้อมูลโดย
ไม่ได้รับอนุญาตอาจ
ส่งผลกระทบอย่าง 
ร้ายแรงมาก (severe or 

catastrophic)  
และเกิดผลประโยชน์
แห่งชาติสำคัญยิ่ง 
(Extremely Important 

National Interests) 

ด้านความถูกต้อง ครบถ้วน
สมบูรณ์ ความคงสภาพ 
(Integrity)  

การปกป้องจากการ
ดัดแปลงหรือ ทำลายข้อมูล
ที่ไม่เหมาะสม และรวมถึง
การรับรองว่าข้อมูลจะไม่ถูก
ปฏิเสธ (non-repudiation) 

และเป็นข้อมูลที่ถูกต้องเป็น
ความจริง (authenticity) 

การแก้ไขหรือทำลาย
ข้อมูลโดยไม่ได้รับ
อนุญาตอาจส่งผล 

กระทบน้อย/อย่าง
จำกัด (limited) และ
เกิดผลประโยชน์ 
แห่งชาติสำคัญน้อย 
(Less Important or 

Secondary National 

Interests) 

การแก้ไขหรือทำลาย
ข้อมูลโดยไม่ได้รับ
อนุญาตอาจส่งผล 

กระทบอย่างร้ายแรง 
(serious) และเกิด
ผลประโยชน์แห่งชาติที่ 
สำคัญ (Important 

National Interests) 

การแก้ไขหรือทำลาย
ข้อมูล  

โดยไม่ได้รับอนุญาตอาจ
ส่งผลกระทบอย่าง
ร้ายแรงมาก (severe or 

catastrophic)  
และเกิดผลประโยชน์
แห่งชาติสำคัญยิ่ง 
(Extremely Important 

National Interests) 

/วัตถุประสงค์ … 

- ๓๕ -
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วัตถุประสงค 
ดานความปลอดภัย 

(Security Objective) 

ผลกระทบ (Impact)* และ ผลประโยชนแหงชาติ (National Interests) 
นอย (Low) ปานกลาง 

(Moderate) 
สูง (High) 

ดานความพรอมใชงาน 
(Availability)  
การสรางความม่ันใจในการ
เขาถึง และการใชขอมูล
อยางทันทวงที/เปนปจจุบัน
และเชื่อถือได 

การหยุดชะงักของการ
เขาถึง หรือการใช
ขอมูลขาวสารหรือ 
ระบบสารสนเทศอาจ
สงผลกระทบนอย/
อยางจำกัด (limited) 
และเกิดผลประโยชน 
แหงชาติสำคัญนอย 
(Less Important or 
Secondary National 
Interests) 

การหยุดชะงักของการ
เขาถึง หรือการใช
ขอมูลขาวสารหรือ 
ระบบสารสนเทศอาจ
สงผล กระทบอยาง
รายแรง (serious) 
และเกิดผลประโยชน
แหงชาติท่ีสำคัญ 
(Important National 
Interests) 

การหยุดชะงักของการ
เขาถึง หรือการใชขอมูล
ขาวสาร หรือระบบ
สารสนเทศอาจสงผล 
กระทบอยางรายแรงมาก 
(severe or 
catastrophic)  
และเกิดผลประโยชน
แหงชาติสำคัญยิ่ง 
(Extremely Important 
National Interests) 

ในการประเมินระดับผลกระทบตามวัตถุประสงคดานความปลอดภัยของขอมูล (CIA) สามารถประเมินจาก
แผนผังการตัดสินใจจัดระดับชั้นขอมูลเทียบกับผลกระทบจากการเปดเผยขอมูลโดยไมไดรับอนุญาต (Decision 
tree) รวมถึงผลประโยชนแหงชาติ (National Interest) ทั ้งนี ้ สามารถสแกน QR Code เพื ่อดาวนโหลด
เอกสารประกอบการประเมินไดดานลางนี้ 

 

 

 

 

 

Decision tree      National Interest 

 

 

 

 

 

 
 

/2. การประเมิน … 

https://greensmart.pdmo.go.th/PDMO_EDOC/public/view-share-file.php?c=lp0602383bfa7751-5a69-4eec-b49e-49f7bf182bfd
https://greensmart.pdmo.go.th/PDMO_EDOC/public/view-share-file.php?c=x2m602396227c30d-6e11-43ad-9209-5cfc33e6df3f


- 37 - 

2. การประเมินความเสี่ยงและผลกระทบของการเปิดเผยข้อมูลโดยไม่ได้รับอนุญาต  โดย
พิจารณาเงื่อนไขในการกำหนดเกณฑ์การประเมินความเสี่ยงใน 2 มิติ คือ มิติแรก โอกาสที่จะเกิดความเสี่ยง 
(Likelihood) และ มิติที่สอง ผลกระทบ (Impact) เพ่ือกำหนดระดับความเสี่ยง (Level of Risk) การวิเคราะห์
ความเสี ่ยงสามารถเป็นได้ทั ้งการวิเคราะห์เชิงคุณภาพ (Qualitative) กึ ่งปริมาณ (Semi-Quantitative) 

เชิงปริมาณ (Quantitative) หรือผสมผสานกันไปกระบวนการประเมินความเสี่ยงของหน่วยงาน จะทำการ
วิเคราะห์โอกาสที่จะเกิดเหตุการณ์ความเสี่ยงและผลกระทบอันเนื่องมาจากความเสี่ยง 

2.1 โอกาสที่จะเกิด (Likelihood) หมายถึง การประเมินโอกาสความเสี่ยงจากการเปิดเผย
ข้อมูล โดยไม่ได้รับอนุญาตหรือการรั่วไหลของข้อมูลที่มีระดับชั้นความลับที่จะเกิดขึ้น โดยการพิจารณาจาก
สถิติการเกิด เหตุการณ์ในอดีต ปัจจุบัน หรือการคาดการณ์ล่วงหน้าของโอกาสที่จะเกิดในอนาคต ทั้งนี้ 
ให้ผู้ดูแลข้อมูลและเจ้าของข้อมูลร่วมกันประเมินโอกาสที่จะเกิดขึ้น โดยมีระดับคะแนนและระดับความเสี่ยง
ดังนี้ 

ระดับคะแนน ความหมาย 

5 มีโอกาสเกิดขึ้นสูงมาก/เป็นประจำ 
4 มีโอกาสเกิดขึ้นสูง/บ่อยครั้ง 
3 มีโอกาสเกิดขึ้นบ้าง/บางครั้ง 
2 มีโอกาสเกิดขึ้นน้อยครั้ง 
1 มีโอกาสเกิดขึ้นยาก 

2.2 ผลกระทบ (Impact) หมายถึง ความเสียหายที่จะเกิดขึ้นหากความเสี่ยงนั้นเกิดขึ้น 
เป็นการพิจารณาระดับความรุนแรงและมูลค่าความเสียหายจากความเสี่ยงที่คาดว่าจะได้รับ โดยมีระดับคะแนน
และเกณฑ์การพิจารณาระดับผลกระทบและผลประโยชน์แห่งชาติ ดังนี้ 

ระดับคะแนน ความหมาย 

3 ความรุนแรงของผลกระทบระดับสูง 
2 ความรุนแรงของผลกระทบระดับปานกลาง 
1 ความรุนแรงของผลกระทบระดับน้อย 

เกณฑ์การพิจารณาระดับผลกระทบและผลประโยชน์แห่งชาติ 

เกณฑ์ 
ค่าคะแนนระดับความรุนแรงของระดับผลกระทบและผลประโยชน์แห่งชาติ 

1 = น้อย 2 = ปานกลาง 3 = สูง 
ภาพลักษณ์/ชื่อเสียง 

(Reputation) 

น้อย/อย่างจำกัด อย่างร้ายแรง อย่างร้ายแรงมาก 

ผู้ใช้และการ
ดำเนินงาน 

(Users & 

Operations) 

รายบริการ/ 
การดำเนินงานของ

องค์กร 

รายกลุ่มบริการ/ 
การดำเนินของกระทรวง/
ระหว่างองค์กร/จังหวัด 

ข้ามกลุ่มบริการ/ภูมิภาค 

การดำเนินงานตามแผน
บูรณาการ/กลุ่มจังหวัด 

การเงินและสินทรัพย์ 
(Financial & 

Assets) 

ตั้งแต ่5 แสน 

แต่ไม่เกิน 5 ล้าน/ 
Small project 

ตั้งแต ่5 ล้าน 

แต่ไม่เกิน 50 ล้าน/ 
Medium project 

ตั้งแต ่50 ล้าน 

แต่ไม่เกิน 100 ล้าน/ 
Large Project 

/เกณฑ์ … 
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2.3 ระดับความเสี่ยง (Risk Level) กำหนดค่าเท่ากับผลคูณของระดับโอกาสที่ความเสี่ยง
อาจเกิดขึ้น (Likelihood) และระดับความรุนแรงของผลกระทบ (Impact) อันเนื่องมาจากความเสี่ยง ซึ่งระดับ
ความเสี่ยงแบ่งตามความสำคัญและการจัดการความเสี่ยงได้ดังนี้ 

ค่าระดับ
ความเสี่ยง 

ระดับ 
ความเสี่ยง 

ความหมาย 

1-2 ต่ำมาก ระดับความเสี่ยงที่องค์กรสามารถยอมรับได้ โดยไม่ต้องมีมาตรการควบคุม 

3-4 ต่ำ ระดับความเสี่ยงที่องค์กรสามารถยอมรับได้ โดยมีมาตรการควบคุมอยู่แล้ว
หรือไม่ก็ได้ แต่อาจต้องมีการติดตามเป็นระยะ ๆ 

5-6 ปานกลาง ระดับความเสี่ยงที่องค์กรสามารถยอมรับได้โดยต้องมีมาตรการควบคุม 

หรือมีแผนการลดความเสี่ยง เพ่ือลดความเสี่ยงให้ไปอยู่ในระดับต่ำและ
ป้องกันไม่ให้ความเสี่ยงเพ่ิมข้ึน 

เกณฑ์ 
ค่าคะแนนระดับความรุนแรงของระดับผลกระทบและผลประโยชน์แห่งชาติ 

1 = น้อย 2 = ปานกลาง 3 = สูง 

กฎหมายและระเบียบ 

(Legal and 

Regulation) 

ละเว้นการปฏิบัติ 
ตามระเบียบ ข้อบังคับ
ขององค์กร ซึ่งเกิดผล 

กระทบน้อย 

ละเว้นการปฏิบัติ 
ตามระเบียบ ข้อบังคับ

และกฎกระทรวง  
ซึ่งเกิดผลกระทบ 
ที่มีนัยสำคัญ และ 

ไม่เป็นไปตามเป้าของ 
ก.พ.ร. 

ละเว้นการปฏิบัติตาม
กฎหมาย มติ ครม. หรือ

ระเบียบข้อบังคับ  
ซึ่งเกิดผลกระทบ 
ที่มีนัยสำคัญ และ  

ไม่เป็นไปตามเป้าของ
แผนบูรณาการ/ 

กลุ่มจังหวัด 

ผลประโยชน์แห่งชาติ 
(ค่าเฉลี่ย CIA) 

(National 

Interests) 

ผลประโยชน์แห่งชาติ
สำคัญน้อย 

ผลประโยชน์แห่งชาติ 
ที่สำคัญ 

ผลประโยชน์แห่งชาติ 
ที่สำคัญยิ่ง 

3 3 6 9 12 15 

2 2 4 6 8 10 

1 1 2 3 4 5 

1 2 3 4 5 

โอกาสที่จะเกิด 

ผล
กร

ะท
บ 

/ค่าระดับ … 



- 39 - 
 

คาระดับ
ความเส่ียง 

ระดับ 
ความเส่ียง 

ความหมาย 

7-9 สูง ระดับความเสี่ยงท่ีองคกรไมสามารถยอมรับได และตองจัดการลดความเสี่ยง
ใหไปอยูในระดับต่ำลงโดยเร็ว โดยตองจัดใหมีแผนการลดความเสี่ยง  
และปองกันไมใหความเสี่ยงกลับเพ่ิมสูงข้ึนดวย 

10 ข้ึนไป สูงมาก ระดับความเสี่ยงท่ีองคกรไมสามารถยอมรับได และตองจัดการลดความเสี่ยง
ใหไปอยูในระดับต่ำลงในทันที หรืออาจมีการถายโอนความเสี่ยง โดยตองจัด
ใหมีแผนการลดความเสี่ยงและปองกันไมใหความเสี่ยงกลับเพ่ิมสูงข้ึนดวย 

2.4 ติดปายหรือแท็กกำกับระดับชั้นขอมูลตามความออนไหว ความเสี่ยงและผลกระทบ
จากการเปดเผยขอมูลโดยไมไดรับอนุญาต 

ระดับช้ันขอมูล 
(Data Classification Level) 

ระดับผลกระทบโดยรวม 
(Overall Impact Level) 

ระดับความเส่ียงโดยรวม 
(Overall Risk Level) 

เปดเผย (Open) นอยมาก (Very Low) ต่ำมาก (Very Low) 
เผยแพรภายในองคกร (Private) นอย (Low) ต่ำ (Low) 
ลับ (Confidential / Sensitive) ปานกลาง (Moderate) ปานกลาง (Moderate) 

ลับมาก (Secret / Medium 
Sensitive) 

สูง (High) สูง (High) 

ลับท่ีสุด (Top secret / Highly 
Sensitive) 

สูงมาก (Very High) สูงมาก (Very High) 

ท้ังนี้ สามารถสแกน QR Code เพ่ือดาวนโหลดเอกสารประกอบการประเมินไดดานลางนี้ 

 

 

 

 

  

 

 

 

 

 

แบบฟอรม 

การจัดระดับชั้นขอมูลภาครัฐ 

ตัวอยาง 

การจัดระดับชั้นขอมูลภาครัฐ 

https://workdth-my.sharepoint.com/:x:/g/personal/thanatchaya_pdmo_go_th/EfiidD1DKkRJpa2TApjtYyEBE-LzllZwQYjpB2vzHaJ5gQ?e=5ktkLk
https://workdth-my.sharepoint.com/:x:/g/personal/thanatchaya_pdmo_go_th/EfiidD1DKkRJpa2TApjtYyEBE-LzllZwQYjpB2vzHaJ5gQ?e=5ktkLk
https://workdth-my.sharepoint.com/:x:/g/personal/thanatchaya_pdmo_go_th/EfiidD1DKkRJpa2TApjtYyEBE-LzllZwQYjpB2vzHaJ5gQ?e=5ktkLk
https://workdth-my.sharepoint.com/:x:/g/personal/thanatchaya_pdmo_go_th/EfiidD1DKkRJpa2TApjtYyEBE-LzllZwQYjpB2vzHaJ5gQ?e=5ktkLk
https://workdth-my.sharepoint.com/:x:/g/personal/thanatchaya_pdmo_go_th/EfiidD1DKkRJpa2TApjtYyEBE-LzllZwQYjpB2vzHaJ5gQ?e=5ktkLk
https://greensmart.pdmo.go.th/PDMO_EDOC/public/view-share-file.php?c=Muk60241cb970b66-d9fd-4c70-9897-a407c7598a4f
https://greensmart.pdmo.go.th/PDMO_EDOC/public/view-share-file.php?c=7zK60237e1174f5d-00fc-4586-a91d-41fd1cdcbf12


เอกสารประกอบ 
การบริหารจัดการข้อมูล



ตารางแสดงความสัมพันธ์ระหว่างกระบวนการ/กิจกรรมและผู้มีส่วนได้ส่วนเสีย 

ตารางที:่ 1 ตัวอย่างผู้มีส่วนได้ส่วนเสียในการสร้างข้อมูล 

กิจกรรม ผู้มีส่วนได้ส่วนเสีย 

ผู้สร้าง 
ข้อมูล 

ทีมบริหาร 

จัดการข้อมูล 

เจ้าของ 
ข้อมูล 

บริกร 

ข้อมูล 

ผู้ดูแลระบบ 

สารสนเทศ 

กำหนดผู้มีสิทธิในการสร้างข้อมูล 
และกำหนดหมวดหมู่และชั้น
ความลับ 

I I R C S 

กำหนดสิทธิในการสร้างข้อมูลใน
ระบบให้แก่ผู้สร้างข้อมูล 

I I S I R 

สร้างข้อมูลที่ไม่ขัดต่อกฎหมายและ
จากแหล่งข้อมูลที่เชื่อถือได้เท่านั้น 

R I C C S 

จัดทำคำอธิบายชุดข้อมูลดิจิทัล S S R R S 

ประเมินคุณค่าของชุดข้อมูลดิจิทัล I I R R I 

ตรวจสอบความถูกต้องของข้อมูล I I R R I 

ตารางที:่ 2 ตัวอย่างผู้มีส่วนได้ส่วนเสียในการจัดเก็บข้อมูล 

กิจกรรม ผู้มีส่วนได้ส่วนเสีย 

เจ้าของ 
ข้อมูล 

ผู้ดูแลระบบ 

สารสนเทศ 

ผู้สร้าง 
ข้อมูล 

ผู้ใช้ 
ข้อมูล 

บริกร 
ข้อมูล 

ทีมบริหาร 

จัดการ
ข้อมูล 

กำหนดระยะเวลาในการ
จัดเก็บข้อมูล 

R S S I I S 

ย้ายข้อมูลที่มีการจัดเก็บเกิน
ระยะเวลาที่กำหนด 

I R I I I R 

จัดทำคำอธิบายชุดข้อมูลดิจิทัล
และปรับปรุงให้เป็นปัจจุบัน 

R S S I R R 

จัดเก็บข้อมูลตามการจัดชั้น
ความลับของหน่วยงาน 

R S R I C S 

จัดเก็บข้อมูลส่วนบุคคลเท่าที่
จำเป็น 

R S S R C S 

ยกเลิกการจัดเก็บข้อมูลส่วน
บุคคลกรณีเจ้าของข้อมูลส่วน
บุคคลถอนความยินยอม 

R R I R I I 

จัดเก็บรักษาข้อมูลจราจรทาง
คอมพิวเตอร์ 

I R I I I I 

/ตารางที่: 3  … 

- ๔๑ -
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ตารางที่: 3 ตัวอย่างผู้มีส่วนได้ส่วนเสียในการประมวลผลและใช้ข้อมูล 

กิจกรรม ผู้มีส่วนได้ส่วนเสีย 

เจ้าของข้อมูล ผู้ใช้ข้อมูล ผู้ดูแลระบบสารสนเทศ 

กำหนดสิทธิในการประมวลผลและใช้งาน
ข้อมูลตามชั้นความลับ 

R I I 

กำหนดสิทธิในการประมวลผลและเข้าใช้
งานข้อมูลในระบบ 

C I R 

ไม่ใช้ข้อมูลในเครือข่ายของหน่วยงานเพื่อ
ประโยชน์ในเชิงธุรกิจเป็นการส่วนตัว 

C R S 

ประมวลผลข้อมูลหรือใช้ข้อมูลส่วนบุคคล
เท่าท่ีจำเป็น 

C R S 

ยกเลิกการประมวลผลข้อมูลหรือการใช้
ข้อมูลส่วนบุคคล กรณีท่ีเจ้าของข้อมูล
ส่วนบุคคลถอนความยินยอม 

C R S 

ตารางที่: 4 ตัวอย่างผู้มีส่วนได้ส่วนเสียในการเปิดเผยข้อมูล 

กิจกรรม ผู้มีส่วนได้ส่วนเสีย 

เจ้าของ
ข้อมูล 

ผู้ใช้ข้อมูล บริกรข้อมูล ทีมบริหาร
จัดการข้อมูล 

จะต้องเปิดเผยข้อมูลในความรับผิดชอบต่อ
สาธารณะตามกฎหมาย/มาตรฐานที่
เกี่ยวข้อง 

R I C S 

คัดเลือกข้อมูลที่จะเปิดเผยในรูปแบบข้อมูล
เปิดจากลำดับชั้นความสำคัญของ High 

Value Dataset  

R I C S 

ตรวจสอบคำอธิบายชุดข้อมูลดิจิทัลที่จะทำ
การเปิดเผยให้มีความครบถ้วนเป็นปัจจุบัน 

R I R R 

เปิดเผยข้อมูลส่วนบุคคลตามข้อกำหนดของ 
พระราชบัญญัติคุ้มครองข้อมูลส่วนบุคคล  
พ.ศ. 2562 และห้ามเปิดเผยข้อมูลความ
มั่นคงและข้อมูลความลับทางราชการ 
รวมถึงข้อมูลที่เป็นการกระทำความผิดตาม
กฎหมาย 

R R C S 

กำหนดรอบระยะเวลาในการตรวจสอบและ
ปรับปรุงข้อมูลที่เปิดเผย 

R I I I 

/ตารางที่: 5  … 
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ตารางที่: 5 ตัวอย่างผู้มีส่วนได้ส่วนเสียในการทำลายข้อมูล 

กิจกรรม ผู้มีส่วนได้ส่วนเสีย 

เจ้าของ
ข้อมูล 

ผู้ดูแลระบบ
สารสนเทศ 

ผู้ทำลายข้อมูล ผู้ใช้ข้อมูล 

กำหนดผู้มีสิทธิในการทำลายข้อมูล R R I I 

ทำลายข้อมูลตามแนวปฏิบัติในการรักษา
ความมั่นคงปลอดภัยด้านสารสนเทศของ
หน่วยงาน 

C S R I 

จัดเก็บคำอธิบายข้อมูลที่ทำลายสำหรับ 
ตรวจสอบในภายหลัง 

R S R I 

จัดเก็บบันทึกรายละเอียดการทำลายข้อมูล I S R I 

ทำลายข้อมูลส่วนบุคคลเมื่อเจ้าของข้อมูล 

ส่วนบุคคลร้องขอพระราชบัญญัติคุ้มครอง
ข้อมูลส่วนบุคคล พ.ศ. 2562 

C S I R 

ตารางที่: 6 ตัวอย่างผู้มีส่วนได้ส่วนเสียในการเชื่อมโยงและแลกเปลี่ยนข้อมูล 

หมายเหตุ 
R (Responsible) หมายถึง ผู้มีหน้าที่ในการปฏิบัติงานตามกระบวนการหรือกิจกรรมที่กำหนดไว้ 
A (Accountable) หมายถึง ผู้มีหน้าที่ในการทบทวนและอนุมัติผลที่ได้รับจากปฏิบัติงาน 

S (Supportive) หมายถึง ผู้ที่มีหน้าที่ในการสนับสนุนหรือให้การช่วยเหลือต่อปฏิบัติงาน 

C (Consulted) หมายถึง ผู้ที่ทำหน้าที่ให้คำปรึกษาต่อผู้ปฏิบัติงาน 

I (Informed) หมายถึง ผู้ที่ทำหน้าที่รับทราบผลการปฏิบัติงาน 

กิจกรรม ผู้มีส่วนได้ส่วนเสีย 
ผู้จัดการ 
โครงการ 

ผู้ดูแลระบบ 

แม่ข่าย 

เจ้าของ 
ข้อมูล 

บริกร 
ข้อมูล 

ทีมบริหาร 
จัดการข้อมูล 

กำหนดวิธีปฏิบัติและมาตรฐาน
ทางด้านเทคนิคจำเป็นในการเชื่อมโยง
และแลกเปลี่ยนข้อมูลของโครงการ 

R S I I I 

ตรวจสอบคำอธิบายชุดข้อมูลดิจิทัล 
และชั้นความลับของข้อมูล 

R R C C S 

จัดทำแนวทางการทำงานร่วมกันทั้ง 
ระหว่างหน่วยงานภายในและ
หน่วยงานภายนอกในการเชื่อมโยง
และแลกเปลี่ยนข้อมูล 

R S S S S 

จัดเก็บบันทึกหลักฐานของการ
เชื่อมโยงและการแลกเปลี่ยนข้อมูล
ดิจิทัล 

I R I I I 


